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Styrelsen för Brf Pallen 7 avger härmed följande ​
årsredovisning för räkenskapsåret 2024. 
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BRF Pallen 7​ ​ ​ ​ ​                      ​                       ​ ​ ​ 1(11) 
ORG. NR 769621-5750 

 

Förvaltningsberättelse 
 
VERKSAMHETEN 
 
Allmänt om verksamheten 
Föreningen har till ändamål att främja medlemmarnas ekonomiska intressen genom att i 
föreningens fastighet upplåta bostadslägenheter med nyttjanderätt och utan 
tidsbegränsning. 
 
Föreningen har registrerats hos Bolagsverket 
Föreningen registrerades hos Bolagsverket 2010-06-15.​
Stadgar registrerades 2017-12-06. 
 
Bostadsföretag 
Föreningen är ett bostadsföretag och behandlas skattemässigt som en oäkta förening.  
 
Fastigheten 
Föreningen äger Pallen 7 med adresserna Turingelunden 1 & Kaplansgatan 6, sedan 
2010 med äganderätt. 
Byggnadens totalyta är enligt taxeringsbeskedet 2011 kvm, varav 1073 kvm utgör boyta 
och 938 kvm utgör lokalyta. 
Föreningen upplåter 27 lägenheter med bostadsrätt samt 3 lokaler med hyresrätt. ​
Lokal 1: Sportförening ​ 217 kvm, från augusti vakant 
Lokal 2: Frisör ​ ​    21 kvm Lokal 3​
Lokal 3: Vakant ​ ​ 700 kvm 
 
Taxeringsvärde 
Taxeringsvärdet för fastigheten Brf Pallen 7 utgör 28.253.000 kr varav byggnad 
18.400.000 kr samt mark 9 853 000. 
 
Försäkring 
Fastigheten är försäkrad hos IF. Ansvarsförsäkring finns för styrelsen. 
 
Styrelsen sammansättning 
Alexandra Dahlin​ ​ ordförande​
Elisabeth Jansson Lau​ ledamot 
Göran Vilhelmsson​ ​ ledamot​ ​  
 
Firmatecknare 
Firman tecknas av styrelsen.  Firmant tecknas två i förening av ledamöterna. 
 
Revisor 
David Walman, Rävisor AB.​
 
 
 
​
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BRF Pallen 7​ ​ ​ ​ ​ ​                       ​ ​ ​ ​ 2(11) 
ORG. NR 769621-5750 
 
Sammanträden och styrelsemöten 
Ordinarie föreningsstämma hölls 2024-11-10. Styrelsen har under året haft 2 
protokollförda möten. 
 
Utförda historiska underhåll 
Utbyte av värmepanna 2018 - 2019 
 
Väsentliga händelser under året 
Föreningens lån har delats och bundits upp från och med oktober 2023. ​
18 000 000 fram till Oktober 2026 på​ 4,85%​​ (3år) 
  7 000 000 fram till Oktober 2025 på​ 5%​  ​ (2år) 
  1 676 000​ ​ ​ ​ ​ rörlig ränta 
 
Styrelsen förstår att vår förenings ekonomi är ansträngd på grund av den vakanta 700 
kvm stora lokalen samt det höga ränteläget. Det är dock glädjande att se att ekonomin nu 
går i rätt riktning. Den ökade ekonomiska aktiviteten runt om i landet och den 
förväntade nedgången i styrräntan ökar våra möjligheter att hyra ut lokalen, vilket skulle 
vara en stor fördel för föreningen. Vi har under 2024 fått en intressent som vi påbörjar 
förhanding av avtal med. 
Styrelsens plan är att behålla årsavgiften på en ”hög" nivå även efter att lokalen blivit 
uthyrd, med syftet att amortera föreningens lån till Ålandsbanken. Detta kommer på sikt 
att stärka föreningens ekonomi, ge oss förutsättningar att sätta en förmånlig årsavgift 
och öka värdet på våra lägenheter. Det är en långsiktig strategi som styrelsen tror 
kommer att vara till stor nytta för alla medlemmar. I dagsläget kan avgifterna kan 
komma att höjas något till vintern 
skulle omständigheterna kräva det. 
Föreningen har även yrkat på att ändras från oäkta förening till äkta förening och 
ärendet ligger hos Skatteverket. Föreningen utgår i årsredovisningen från att man är en 
äkta förening. 
Changmookwan Teakwondo Akademin hyrde från den 6 mars 2022 till den 26 augusti 
2024   källarplanet på Brf Pallen 7. De ställde dessvärre in betalningarna med anledning 
av en vattenskada som de hävdade påverkat deras verksamhet. Hyrorna deponerades 
hos länstyrelsen och en tvist inleddes som senare avgjordes i Södertälje Tingsrätt. 
Domen blev en förlikning där Pallen 7 svarar för Changmookwan Teakwondo 
Akademin:s rättegångskostnader på 255.000:- samt att deponerade belopp hos 
Länstyrelsen tillfaller Changmookwan Teakwondo Akademin. 
 
Planerat underhåll 
Renovera Balkonger och Åtgärda fönsterkarmar. 
Underhållsplan finns framtagen för åren 2017 till och med 2027. 
 
Administration 
Föreningen har skött sin bokföring själv.​
Redisa Ekonomisk Förvaltning AB har upprättat årsredovisningen.. 
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BRF Pallen 7​ ​ ​ ​ ​ ​                       ​ ​ ​ ​ 3(11) 
ORG. NR 769621-5750 

 
Flerårsöversikt (Tkr)​ 2024​ 2023​ 2022​ 2021 

Nettoomsättning​ 2 310​ 2 708​ 1 474​ 2 084 
Resultat efter finansiella poster​ -927​ 229​ -688​ -119 
Soliditet​ 43%​ 45%​ 44%​ 45% 
 
Nyckeltal​ 2024​ 2023​ 2022​ 2021 

Årsavgift/kvm​ 2 153​ 1 855​ 1 289​ 801 
Årsavgiftens andel av de​ 91%​ 88%​ ​  
  totala rörelseintäkterna 
Skuld/kvm Brf yta​ 24 861​ 24 861​ 24 861​ 24 861 
Skuld/kvm Tot yta​ 13 265​ 13 265 
Räntekänslighet​ 12%​ 13%​ ​  
Energikostnad/kvm*​ 275​ 256​ 219​ 191 
Sparande/kvm**​ -278​ 29​ ​  
 
Soliditet (%) - justerat eget kapital/totalt kapital. Anger hur stor del av föreningens tillgångar 
som är finansierat med det egna kapitalet. 
Skuldsättning - räntebärande skulder/kvadratmeter boarea resp. totalyta. 
Visar hur högt belånad föreningen är per kvadratmeter. Nyckeltalet används för att bedöma 
möjlighet till nyupplåning. 
Sparande - (årets resultat +avskrivningar + kostnadsfört planerat underhåll)/totalyta 
Visar hur många kronor per kvadratmeter föreningens intäkter genererar som kan användas till 
framtida underhåll. Nyckeltalet bör sättas i relation till behovet av sparande. 
Energikostnad - (kostnad el + vatten + värme)/totalyta 
Visar hur stor energikostnaden är per kvadratmeter. Medlemmarnas elförbrukning ingår inte. 
Räntekänslighet (%) - räntebärande skulder/ett års årsavgifter. Visar hur många procent 
föreningen behöver höja årsavgiften för att bibehålla kassaflödet om den genomsnittliga 
skuldräntan går upp med 1 procent. 
Totalyta - bostadsyta och lokalyta inkl. garage (för småhus ingår även biyta) 
Årsavgifter - Alla obligatoriska avgifter som debiteras ytor som är upplåtna med bostadsrätt. 
 
Förändringar​ ​ Disp. av föreg.​ Disposition av​  
eget kapital​ 2023-12-31​ års resultat.​ övriga poster​ 2024-12-31 

Inbetalda insatser​ 24 730 000​ 0​ 0​ 24 730 000 
Fond för yttre underhåll​ 50 028​ 0​ 84 759​ 134 787 
Balanserat resultat​ - 4 430 216​  229 367​ -84 759​  - 4 285 608​
Erhållna kapitaltillskott​ 1 339 005​ 0​ 0​ 1 339 005 
Årets resultat​  229 367​ - 229 367​ -926 902​ -926 902​
Eget kapital​ 21 918 184​ 0​ 926 902​ 20 991 282 
 
Resultatdisposition 
 
Styrelsen föreslår att den ansamlade förlusten​ - 4 285 608​  
och årets resultat​ ​ -926 902 
​ ​ - 5 212 510​
​  
behandlas så att​
reservering fond för yttre underhåll​ ​ 84 759 
I ny räkning överföres                                                 ​ - 5 127 751  
​ ​ - 5 212 510 
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Resultaträkning 
 
​ Not​ 2024-01-01​ ​ 2023-01-01
​ ​ 2024-12-31​ ​ 2023-12-31 
 
Rörelseintäkter​ 2 
Nettoomsättning​ ​ 2 310 080 ​ ​ 2 708 249 
Övriga rörelseintäkter​ ​ 45​ ​ 12 145 

Summa rörelseintäkter​ ​ 2 310 125​ ​ 2 720 394 
 
 
Rörelsekostnader 
Fastighets och driftkostnader​ 3​ - 783 203​ ​ - 703 728 
Övriga externa kostnader​ 4​ - 831 709​ ​ - 246 967​
Personalkostnader​ ​ 99 192​ ​ 0 
Avskrivning av materiella​ ​ - 314 779​ ​ - 314 779 
anläggningstillgångar​ ​ ​ ​  

Summa rörelsekostnader​ ​ - 1 830 449​ ​ - 1 265 474 
 
Rörelseresultat​ ​ 479 626​ ​  1 454 921
​ ​  
 
Finansiella poster 
Ränteintäkter​ ​ 1 491​ ​ 1 351 
Räntekostnader långfristiga lån​ ​ - 1 345 704​ ​ - 325 498​
Räntekostnader kortfristiga lån​ ​ - 62 257​ ​ - 901 352​
Räntekostnader skatter och avgifter​ ​ - 58​ ​ - 55 

Summa finansiella poster​ ​ - 1 406 528​ ​ - 1 225 554 
 
ÅRETS RESULTAT​ ​ -926 902​ ​ 229 367 
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
TILLGÅNGAR 
 
Anläggningstillgångar 
 
Materiella anläggningstillgångar​  
Byggnader och mark​ 5​ 47 946 791​ ​ 48 261 570 
Summa anläggningstillgångar​ ​ 47 946 791​ ​ 48 261 570
​  
Omsättningstillgångar​ ​ ​ ​  
 
Kortfristiga fordringar 
Kundfordringar​ ​ 811​ ​ 0​
Skattefordringar​ ​ 150 347​ ​ 74 454 
Övriga fordringar​ ​ 303 750​ ​ 185 191 
Förutbet.kostnader/Uppl. int​ ​ 76 953​ ​ 38 142 

Summa kortfristiga fordringar​ ​ 531 861​ ​ 297 787 
​  
Kassa och bank 
Kassa och bank​ ​ 11 440​ ​ 207 710 

Summa Kassa och Bank​ ​ 11 440​ ​ 207 710​
​
Summa omsättningstillgångar​ ​ 543 301​ ​ 505 497 

 

SUMMA TILLGÅNGAR​ ​ 48 490 092​ ​ 48 767 067
​  
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
EGET KAPITAL OCH SKULDER 
 
Eget kapital​ ​ ​  

Bundet eget kapital​  
Medlemsinsatser​ ​ 24 730 000​ ​ 24 730 000 
Fond för yttre underhåll​ ​ 134 787​ ​ 50 028​
Kapitaltillskott​ ​ 1 339 005​ ​ 1339 005 

Summa bundet eget kapital​ ​ 26 203 792​ ​ 26 119 033 
 
Fritt eget kapital​  
Balanserat resultat​ ​ -4 285 608​ ​ -4 430 216 
Årets resultat​ ​ - 926 902​ ​ 229 367 

Summa fritt eget kapital​ ​ -5 212 510​ ​  -4 200 849 
 
Summa eget kapital​ ​ 20 991 282​ ​ 21 918 184 
 
Långfristiga skulder 
Skulder till kreditinstitut​ ​  25 000 000​ ​  25 000 000 

Summa långfristiga skulder​ ​ 25 000 000​ ​ 25 000 000
​  
Kortfristiga skulder 
Skulder till kreditinstitut​ ​  1 676 000​ ​ 1 676 000​
Leverantörsskulder​ ​ -25 715​ ​ 0​
Övriga kortfristiga skulder​ ​ 47 311​ ​ 0 
Skatteskulder​ ​ 0​ ​ 0​
Upp kostnader & förutbetalda intäkter​ ​ 801 214​ ​ 172 883 

Summa kortfristiga skulder​ ​ 2 498 810​ ​ 1 848 883 
 
S:A EGET KAPITAL OCH SKULDER​ ​ 48 490 092​ ​ 48 767 067 
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Kassaflödesanalys 
 

​ ​ ​ 2024​ 2023 
Likvida medel vid årets början​ ​ ​ 207 710​ 433 082 
Resultat efter finansiella poster​ ​ ​ -926 902​ 229 367 
​ ​  
Justering av poster som inte ingår i kassaflödet​ ​  
Utrangering anläggningstillgång​ ​  
Årets avskrivning​ ​ ​ 314 779​ 314 779 
Bokslutsdispositioner​ ​ ​ 84 759​ 0 
Nedskrivningar​ ​ ​ 0​ 0 
Kassaflöde från löpande verksamhet​ ​ ​ -527 364​ 544 146 
​ ​  
Kassaflöde från förändring i rörelsekapital​ ​  
Ökning (-), minskning (+) kortfristiga fordringar​ ​ -234 074​ -220 663 
Ökning (+), minskning (-) kortfristiga skulder​ ​ 649 927​ -25 548 855 
Kassaflöde förändring rörelsekapital​ ​ ​ 415 853​ -25 769 518 
​ ​  
Investeringar​ ​  
Finansiella placeringar​ ​ ​ 0​ 0 
Årets investeringar​ ​ ​ 0​ 0 
Kassaflöde från investeringar​ ​ ​ 0​ 0 
​ ​  
Finanseringsverksamhet​ ​  
Eget bundet kapital​ ​ ​ -84 759​ 0 
Ökning (-), minskning (+), av långfristiga fordringar​ ​ 0​ 0 
Ökning (+), minskning (-), av långfristiga skulder​ ​ 0​ 25 000 000 
Kassaflöde från finansieringsverksamhet​ ​ -84 759​ -225 372 
​ ​  
Årets kassaflöde​ ​ ​ -196 270​ 207 710 
​ ​  
Likvida medel vid årets slut​ ​ ​ 11 440​ 207 710 
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TILLÄGGSUPPLYSNINGAR 
 
Not 1 
Allmänna upplysningar 
Årsredovisningen för Brf Pallen 7 har upprättats enligt Årsredovisningslagen och 
Bokföringsnämndens allmänna råd 2016:10 (K2), årsredovisning i mindre företag. 
 
Redovisning av intäkter 
Intäkter bokförs i den period de avser oavsett när betalning eller avisering skett. 
 
Anläggningstillgångar 
Materiella anläggningstillgångar redovisas till anskaffningsvärde minskat med avskrivningar. 
Byggnader och inventarier skrivs av linjärt över den bedömda ekonomiska livslängden. 
Avskrivningstiden grundar sig på bedömd ekonomisk livslängd av tillgången. Detta år har en viss 
omklassificering av fastighetsförbättringar, installationer och maskiner/inventarier gjorts. 
Därför avviker det föregående årets värden mot tidigare årsredovisningar. 
 
Följande avskrivningstider tillämpas: 
Byggnad ​ ​ ​ 125 år 
​ ​  
Markvärdet är inte föremål för avskrivning. Bestående värdenedgång hanteras genom 
nedskrivning. Föreningens finansiella anläggningstillgångar värderas till anskaffningsvärde. I de 
fall tillgången på balansdagen har ett lägre värde än anskaffningsvärdet sker nedskrivning till det 
lägre värdet. 
 
Omsättningstillgångar 
Fordringar upptas till det belopp som efter individuell prövning beräknas bli betalt. 
 
Fastighetsavgift och fastighetsskatt 
Fastighetsavgiften på bostadsdelen består av en avgift på 1 589 kr per lägenhet. Fastighetsskatt 
tas ut med 1 % av lokalernas taxeringsvärde. 
 
Not 2​ ​ 2024​ ​ 2023 
Nettoomsättning 
Nettoomsättning​ ​ 2 310 080​ ​ 2 708 249 
Övriga intäkter lokaler​ ​ 45​ ​ 12 145 

Summa nettoomsättning​ ​ 2 310 125​ ​ 2 720 394 
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Not 3​ ​ 2024​ ​ 2023 
Fastighets- och driftskostnader 
Reparationer och underhåll​ ​ 52 100​ ​ 36 146 
Fastighetsel​ ​ 36 757​ ​ 29 539 
Värme​ ​ 494 336​ ​ 463 988 
Vatten & avlopp​ ​ 22 108​ ​ 21 175 
Avfallshantering​ ​ 71 588​ ​ 54 304​
Städning​ ​ 0​ ​ 0 
Fastighetsförsäkring​ ​ 44 717​ ​ 7 616 
Programvaror​ ​ 281​ ​ -3 553 
Bredband/telekommunikation​ ​ 61 317​ ​ 48 619 
Övriga lokalkostnader​ ​ 0​ ​ 45 897 

Summa fastighets- och driftskostnader​ ​ 783 203​ ​ 703 728 
 
Not 4​ ​  
Övriga externa kostnader 
Självrisker​ ​ 0​ ​ 10 000​
Förluster kundfordringar​ ​ 542 346​ ​ -9 519 
Ekonomisk förvaltning​ ​ 70 067​ ​ 11 200​
Bankavgifter​ ​ 3 229​ ​ 1 025 
Fastighetsskatt​ ​ 146 540​ ​ 145 433​
IT tjänster​ ​ 0​ ​ 3 450​
Kreditförsäljningskostnader​ ​ 0​ ​ 2 764​
Konsultarvoden​ ​ 3 000​ ​ 22 218​
Reklam & PR​ ​ 34 035​ ​ 20 000​
Avgift Södertälje Kommun​ ​ 0​ ​ 23 380​
Förbrukningsinventarier/material​ ​ 17 472​ ​ 9 968​
Kontorsmaterial​ ​ 0​ ​ 6 974 
Övriga kostnader​ ​ 15 020​ ​ 74 

Summa övriga externa kostnader​ ​ 831 709​ ​ 246 967 
 
Not 5​ ​  
Byggnader och mark 
Ingående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177
​  
Utgående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177 
 
Ingående avskrivningar​ ​ - 3 374 607​ ​ - 3 059 828 
Årets avskrivningar​ ​ - 314 779​ ​ - 314 779 
Utgående avskrivningar​ ​ - 3 689 386​ ​ - 3 374 607 
 
Redovisat värde*​ ​ 47 946 791​ ​ 48 261 570 
*varav mark 12 288 795 
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Not 6 
Skulder till kreditinstitut​ ​ ​ ​  

 Villkorsändringsdag Räntesats 
2024-12-31 

Belopp 
2024-12-31 

Belopp 
2023-12-31 

Ålandsbanken 3 månader  1 676 000 1 676 000 
Ålandsbanken Fast ränta  7 000 000 7 000 000 
Ålandsbanken Fast ränta   18 000 000 18 000 000 
Summa skulder till kreditinstitut  26 676 000 26 676 000 

​
Ställda säkerheter​
Ålandsbanken​ ​ 30 000 000 
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Södertälje den _______________________ 2025 
 
 
 
 
 
 
________________________________________            ​ ________________________________________ 
 

Elisabeth Jansson Lau​ ​ ​ Alexandra Dahlin 
 
 
 
________________________________________​ ​  
 

Göran Vilhelmsson​ ​ ​ ​ ​ ​ ​  
 
 
 

 
 
 
 

Revisorspåteckning 
 
Min revisionsberättelse har lämnats 
 
 
 
 
___________________________________________ 
​ ​ ​  
David Walman ​
Rävisor AB​ ​ ​  
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 REVISIONSBERÄTTELSE 
 
 
 
Till föreningsstämman i Bostadsrättsföreningen Pallen 7 
769621-5750 
 
Rapport om årsredovisningen 
 
Vi har utfört en revision av årsredovisningen för Bostadsrättsföreningen Pallen 7 för år 2024. 
 
Styrelsens ansvar för årsredovisningen 
Det är styrelsen som har ansvaret för att upprätta en årsredovisning som ger en rättvisande 
bild enligt årsredovisningslagen och för den interna kontroll som styrelsen bedömer är 
nödvändig för att upprätta en årsredovisning som inte innehåller väsentliga felaktigheter, 
vare sig dessa beror på oegentligheter eller på fel. 
 
Revisorns ansvar 
Vårt ansvar är att uttala oss om årsredovisningen på grundval av vår revision. Detta kräver 
att vi planerar och utför revisionen för att uppnå rimlig säkerhet att årsredovisningen inte 
innehåller väsentliga felaktigheter. 
 
En revision innefattar att genom olika åtgärder inhämta revisionsbevis om belopp och annan 
information i årsredovisningen. Revisorn väljer vilka åtgärder som ska utföras, bland annat 
genom att bedöma riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa 
beror på oegentligheter eller på fel. Vid denna riskbedömning beaktar revisorn de delar av 
den interna kontrollen som är relevanta för hur föreningen upprättar årsredovisningen för att 
ge en rättvisande bild i syfte att utforma granskningsåtgärder som är ändamålsenliga med 
hänsyn till omständigheterna, men inte i syfte att göra ett uttalande om effektiviteten i 
föreningens interna kontroll. En revision innefattar också en utvärdering av 
ändamålsenligheten i de redovisningsprinciper som har använts och av rimligheten i 
styrelsens uppskattningar i redovisningen, liksom en utvärdering av den övergripande 
presentationen i årsredovisningen. 
 
Vi anser att de revisionsbevis som har inhämtat är tillräckliga och ändamålsenliga som grund 
för vårt uttalanden. 
 
Uttalanden 
Enligt vår uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen 
och ger en i alla väsentliga avseenden rättvisande bild av föreningens finansiella ställning 
per 2024-12-31 och av dess finansiella resultat för året enligt årsredovisningslagen. 
Förvaltningsberättelsen är förenlig med årsredovisningens övriga delar. 
 
Vi tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen. 
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Rapport om andra krav enligt lagar och andra författningar 
 
Utöver vår revision av årsredovisningen har vi även utfört en revision av förslaget till 
dispositioner beträffande föreningens vinst eller förlust samt styrelsens förvaltning för 
Bostadsrättsföreningen Pallen 7 för år 2024. 
 
Styrelsens ansvar 
Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens 
vinst eller förlust, och det är styrelsen som har ansvaret för förvaltningen enligt 
bostadsrättslagen. 
 
Revisorns ansvar 
Vårt ansvar är att med rimlig säkerhet uttala mig om förslaget till dispositioner beträffande 
föreningens vinst eller förlust och om förvaltningen på grundval av vår revision.  
 
Som underlag för vårt uttalande om styrelsens förslag till dispositioner beträffande 
föreningens vinst eller förlust har vi granskat om förslaget är förenligt med 
bostadsrättslagen. 
 
Som underlag för vårt uttalande om ansvarsfrihet har vi utöver revisionen av 
årsredovisningen granskat väsentliga beslut, åtgärder och förhållanden i föreningen för att 
kunna bedöma om någon styrelseledamot är ersättningsskyldig mot föreningen. Vi har även 
granskat om någon styrelseledamot på annat sätt har handlat i strid med bostadsrättslagen, 
årsredovisningslagen eller föreningens stadgar. 
 
Vi anser att de revisionsbevis som inhämtat är tillräckliga och ändamålsenliga som grund för 
våra uttalanden.  
 
Uttalanden 
Vi tillstyrker att föreningsstämman disponerar resultatet enligt förslaget i 
förvaltningsberättelsen och beviljar styrelsens ledamöter ansvarsfrihet för räkenskapsåret.  
 
 
 
 
 
 
 
 
 
Rävisor AB 
David Walman 
Revisor 
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Styrelsen för Brf Pallen 7 avger härmed följande ​
årsredovisning för räkenskapsåret 2024. 
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Förvaltningsberättelse 
 
VERKSAMHETEN 
 
Allmänt om verksamheten 
Föreningen har till ändamål att främja medlemmarnas ekonomiska intressen genom att i 
föreningens fastighet upplåta bostadslägenheter med nyttjanderätt och utan 
tidsbegränsning. 
 
Föreningen har registrerats hos Bolagsverket 
Föreningen registrerades hos Bolagsverket 2010-06-15.​
Stadgar registrerades 2017-12-06. 
 
Bostadsföretag 
Föreningen är ett bostadsföretag och behandlas skattemässigt som en oäkta förening.  
 
Fastigheten 
Föreningen äger Pallen 7 med adresserna Turingelunden 1 & Kaplansgatan 6, sedan 
2010 med äganderätt. 
Byggnadens totalyta är enligt taxeringsbeskedet 2011 kvm, varav 1073 kvm utgör boyta 
och 938 kvm utgör lokalyta. 
Föreningen upplåter 27 lägenheter med bostadsrätt samt 3 lokaler med hyresrätt. ​
Lokal 1: Sportförening ​ 217 kvm, från augusti vakant 
Lokal 2: Frisör ​ ​    21 kvm Lokal 3​
Lokal 3: Vakant ​ ​ 700 kvm 
 
Taxeringsvärde 
Taxeringsvärdet för fastigheten Brf Pallen 7 utgör 28.253.000 kr varav byggnad 
18.400.000 kr samt mark 9 853 000. 
 
Försäkring 
Fastigheten är försäkrad hos IF. Ansvarsförsäkring finns för styrelsen. 
 
Styrelsen sammansättning 
Alexandra Dahlin​ ​ ordförande​
Elisabeth Jansson Lau​ ledamot 
Göran Vilhelmsson​ ​ ledamot​ ​  
 
Firmatecknare 
Firman tecknas av styrelsen.  Firmant tecknas två i förening av ledamöterna. 
 
Revisor 
David Walman, Rävisor AB.​
 
 
 
​
 
 
 


 


ID
:d


d8
a0


ed
0-


57
2e


-1
1f


0-
96


5f
-0


d9
df


4b
e2


87
3


St
at


us
: S


ig
ne


ra
t a


v 
al


la
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Sammanträden och styrelsemöten 
Ordinarie föreningsstämma hölls 2024-11-10. Styrelsen har under året haft 2 
protokollförda möten. 
 
Utförda historiska underhåll 
Utbyte av värmepanna 2018 - 2019 
 
Väsentliga händelser under året 
Föreningens lån har delats och bundits upp från och med oktober 2023. ​
18 000 000 fram till Oktober 2026 på​ 4,85%​​ (3år) 
  7 000 000 fram till Oktober 2025 på​ 5%​  ​ (2år) 
  1 676 000​ ​ ​ ​ ​ rörlig ränta 
 
Styrelsen förstår att vår förenings ekonomi är ansträngd på grund av den vakanta 700 
kvm stora lokalen samt det höga ränteläget. Det är dock glädjande att se att ekonomin nu 
går i rätt riktning. Den ökade ekonomiska aktiviteten runt om i landet och den 
förväntade nedgången i styrräntan ökar våra möjligheter att hyra ut lokalen, vilket skulle 
vara en stor fördel för föreningen. Vi har under 2024 fått en intressent som vi påbörjar 
förhanding av avtal med. 
Styrelsens plan är att behålla årsavgiften på en ”hög" nivå även efter att lokalen blivit 
uthyrd, med syftet att amortera föreningens lån till Ålandsbanken. Detta kommer på sikt 
att stärka föreningens ekonomi, ge oss förutsättningar att sätta en förmånlig årsavgift 
och öka värdet på våra lägenheter. Det är en långsiktig strategi som styrelsen tror 
kommer att vara till stor nytta för alla medlemmar. I dagsläget kan avgifterna kan 
komma att höjas något till vintern 
skulle omständigheterna kräva det. 
Föreningen har även yrkat på att ändras från oäkta förening till äkta förening och 
ärendet ligger hos Skatteverket. Föreningen utgår i årsredovisningen från att man är en 
äkta förening. 
Changmookwan Teakwondo Akademin hyrde från den 6 mars 2022 till den 26 augusti 
2024   källarplanet på Brf Pallen 7. De ställde dessvärre in betalningarna med anledning 
av en vattenskada som de hävdade påverkat deras verksamhet. Hyrorna deponerades 
hos länstyrelsen och en tvist inleddes som senare avgjordes i Södertälje Tingsrätt. 
Domen blev en förlikning där Pallen 7 svarar för Changmookwan Teakwondo 
Akademin:s rättegångskostnader på 255.000:- samt att deponerade belopp hos 
Länstyrelsen tillfaller Changmookwan Teakwondo Akademin. 
 
Planerat underhåll 
Renovera Balkonger och Åtgärda fönsterkarmar. 
Underhållsplan finns framtagen för åren 2017 till och med 2027. 
 
Administration 
Föreningen har skött sin bokföring själv.​
Redisa Ekonomisk Förvaltning AB har upprättat årsredovisningen.. 
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Flerårsöversikt (Tkr)​ 2024​ 2023​ 2022​ 2021 


Nettoomsättning​ 2 310​ 2 708​ 1 474​ 2 084 
Resultat efter finansiella poster​ -927​ 229​ -688​ -119 
Soliditet​ 43%​ 45%​ 44%​ 45% 
 
Nyckeltal​ 2024​ 2023​ 2022​ 2021 


Årsavgift/kvm​ 2 153​ 1 855​ 1 289​ 801 
Årsavgiftens andel av de​ 91%​ 88%​ ​  
  totala rörelseintäkterna 
Skuld/kvm Brf yta​ 24 861​ 24 861​ 24 861​ 24 861 
Skuld/kvm Tot yta​ 13 265​ 13 265 
Räntekänslighet​ 12%​ 13%​ ​  
Energikostnad/kvm*​ 275​ 256​ 219​ 191 
Sparande/kvm**​ -278​ 29​ ​  
 
Soliditet (%) - justerat eget kapital/totalt kapital. Anger hur stor del av föreningens tillgångar 
som är finansierat med det egna kapitalet. 
Skuldsättning - räntebärande skulder/kvadratmeter boarea resp. totalyta. 
Visar hur högt belånad föreningen är per kvadratmeter. Nyckeltalet används för att bedöma 
möjlighet till nyupplåning. 
Sparande - (årets resultat +avskrivningar + kostnadsfört planerat underhåll)/totalyta 
Visar hur många kronor per kvadratmeter föreningens intäkter genererar som kan användas till 
framtida underhåll. Nyckeltalet bör sättas i relation till behovet av sparande. 
Energikostnad - (kostnad el + vatten + värme)/totalyta 
Visar hur stor energikostnaden är per kvadratmeter. Medlemmarnas elförbrukning ingår inte. 
Räntekänslighet (%) - räntebärande skulder/ett års årsavgifter. Visar hur många procent 
föreningen behöver höja årsavgiften för att bibehålla kassaflödet om den genomsnittliga 
skuldräntan går upp med 1 procent. 
Totalyta - bostadsyta och lokalyta inkl. garage (för småhus ingår även biyta) 
Årsavgifter - Alla obligatoriska avgifter som debiteras ytor som är upplåtna med bostadsrätt. 
 
Förändringar​ ​ Disp. av föreg.​ Disposition av​  
eget kapital​ 2023-12-31​ års resultat.​ övriga poster​ 2024-12-31 


Inbetalda insatser​ 24 730 000​ 0​ 0​ 24 730 000 
Fond för yttre underhåll​ 50 028​ 0​ 84 759​ 134 787 
Balanserat resultat​ - 4 430 216​  229 367​ -84 759​  - 4 285 608​
Erhållna kapitaltillskott​ 1 339 005​ 0​ 0​ 1 339 005 
Årets resultat​  229 367​ - 229 367​ -926 902​ -926 902​
Eget kapital​ 21 918 184​ 0​ 926 902​ 20 991 282 
 
Resultatdisposition 
 
Styrelsen föreslår att den ansamlade förlusten​ - 4 285 608​  
och årets resultat​ ​ -926 902 
​ ​ - 5 212 510​
​  
behandlas så att​
reservering fond för yttre underhåll​ ​ 84 759 
I ny räkning överföres                                                 ​ - 5 127 751  
​ ​ - 5 212 510 
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Resultaträkning 
 
​ Not​ 2024-01-01​ ​ 2023-01-01
​ ​ 2024-12-31​ ​ 2023-12-31 
 
Rörelseintäkter​ 2 
Nettoomsättning​ ​ 2 310 080 ​ ​ 2 708 249 
Övriga rörelseintäkter​ ​ 45​ ​ 12 145 


Summa rörelseintäkter​ ​ 2 310 125​ ​ 2 720 394 
 
 
Rörelsekostnader 
Fastighets och driftkostnader​ 3​ - 783 203​ ​ - 703 728 
Övriga externa kostnader​ 4​ - 831 709​ ​ - 246 967​
Personalkostnader​ ​ 99 192​ ​ 0 
Avskrivning av materiella​ ​ - 314 779​ ​ - 314 779 
anläggningstillgångar​ ​ ​ ​  


Summa rörelsekostnader​ ​ - 1 830 449​ ​ - 1 265 474 
 
Rörelseresultat​ ​ 479 626​ ​  1 454 921
​ ​  
 
Finansiella poster 
Ränteintäkter​ ​ 1 491​ ​ 1 351 
Räntekostnader långfristiga lån​ ​ - 1 345 704​ ​ - 325 498​
Räntekostnader kortfristiga lån​ ​ - 62 257​ ​ - 901 352​
Räntekostnader skatter och avgifter​ ​ - 58​ ​ - 55 


Summa finansiella poster​ ​ - 1 406 528​ ​ - 1 225 554 
 
ÅRETS RESULTAT​ ​ -926 902​ ​ 229 367 
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
TILLGÅNGAR 
 
Anläggningstillgångar 
 
Materiella anläggningstillgångar​  
Byggnader och mark​ 5​ 47 946 791​ ​ 48 261 570 
Summa anläggningstillgångar​ ​ 47 946 791​ ​ 48 261 570
​  
Omsättningstillgångar​ ​ ​ ​  
 
Kortfristiga fordringar 
Kundfordringar​ ​ 811​ ​ 0​
Skattefordringar​ ​ 150 347​ ​ 74 454 
Övriga fordringar​ ​ 303 750​ ​ 185 191 
Förutbet.kostnader/Uppl. int​ ​ 76 953​ ​ 38 142 


Summa kortfristiga fordringar​ ​ 531 861​ ​ 297 787 
​  
Kassa och bank 
Kassa och bank​ ​ 11 440​ ​ 207 710 


Summa Kassa och Bank​ ​ 11 440​ ​ 207 710​
​
Summa omsättningstillgångar​ ​ 543 301​ ​ 505 497 


 


SUMMA TILLGÅNGAR​ ​ 48 490 092​ ​ 48 767 067
​  
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
EGET KAPITAL OCH SKULDER 
 
Eget kapital​ ​ ​  


Bundet eget kapital​  
Medlemsinsatser​ ​ 24 730 000​ ​ 24 730 000 
Fond för yttre underhåll​ ​ 134 787​ ​ 50 028​
Kapitaltillskott​ ​ 1 339 005​ ​ 1339 005 


Summa bundet eget kapital​ ​ 26 203 792​ ​ 26 119 033 
 
Fritt eget kapital​  
Balanserat resultat​ ​ -4 285 608​ ​ -4 430 216 
Årets resultat​ ​ - 926 902​ ​ 229 367 


Summa fritt eget kapital​ ​ -5 212 510​ ​  -4 200 849 
 
Summa eget kapital​ ​ 20 991 282​ ​ 21 918 184 
 
Långfristiga skulder 
Skulder till kreditinstitut​ ​  25 000 000​ ​  25 000 000 


Summa långfristiga skulder​ ​ 25 000 000​ ​ 25 000 000
​  
Kortfristiga skulder 
Skulder till kreditinstitut​ ​  1 676 000​ ​ 1 676 000​
Leverantörsskulder​ ​ -25 715​ ​ 0​
Övriga kortfristiga skulder​ ​ 47 311​ ​ 0 
Skatteskulder​ ​ 0​ ​ 0​
Upp kostnader & förutbetalda intäkter​ ​ 801 214​ ​ 172 883 


Summa kortfristiga skulder​ ​ 2 498 810​ ​ 1 848 883 
 
S:A EGET KAPITAL OCH SKULDER​ ​ 48 490 092​ ​ 48 767 067 
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Kassaflödesanalys 
 


​ ​ ​ 2024​ 2023 
Likvida medel vid årets början​ ​ ​ 207 710​ 433 082 
Resultat efter finansiella poster​ ​ ​ -926 902​ 229 367 
​ ​  
Justering av poster som inte ingår i kassaflödet​ ​  
Utrangering anläggningstillgång​ ​  
Årets avskrivning​ ​ ​ 314 779​ 314 779 
Bokslutsdispositioner​ ​ ​ 84 759​ 0 
Nedskrivningar​ ​ ​ 0​ 0 
Kassaflöde från löpande verksamhet​ ​ ​ -527 364​ 544 146 
​ ​  
Kassaflöde från förändring i rörelsekapital​ ​  
Ökning (-), minskning (+) kortfristiga fordringar​ ​ -234 074​ -220 663 
Ökning (+), minskning (-) kortfristiga skulder​ ​ 649 927​ -25 548 855 
Kassaflöde förändring rörelsekapital​ ​ ​ 415 853​ -25 769 518 
​ ​  
Investeringar​ ​  
Finansiella placeringar​ ​ ​ 0​ 0 
Årets investeringar​ ​ ​ 0​ 0 
Kassaflöde från investeringar​ ​ ​ 0​ 0 
​ ​  
Finanseringsverksamhet​ ​  
Eget bundet kapital​ ​ ​ -84 759​ 0 
Ökning (-), minskning (+), av långfristiga fordringar​ ​ 0​ 0 
Ökning (+), minskning (-), av långfristiga skulder​ ​ 0​ 25 000 000 
Kassaflöde från finansieringsverksamhet​ ​ -84 759​ -225 372 
​ ​  
Årets kassaflöde​ ​ ​ -196 270​ 207 710 
​ ​  
Likvida medel vid årets slut​ ​ ​ 11 440​ 207 710 
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TILLÄGGSUPPLYSNINGAR 
 
Not 1 
Allmänna upplysningar 
Årsredovisningen för Brf Pallen 7 har upprättats enligt Årsredovisningslagen och 
Bokföringsnämndens allmänna råd 2016:10 (K2), årsredovisning i mindre företag. 
 
Redovisning av intäkter 
Intäkter bokförs i den period de avser oavsett när betalning eller avisering skett. 
 
Anläggningstillgångar 
Materiella anläggningstillgångar redovisas till anskaffningsvärde minskat med avskrivningar. 
Byggnader och inventarier skrivs av linjärt över den bedömda ekonomiska livslängden. 
Avskrivningstiden grundar sig på bedömd ekonomisk livslängd av tillgången. Detta år har en viss 
omklassificering av fastighetsförbättringar, installationer och maskiner/inventarier gjorts. 
Därför avviker det föregående årets värden mot tidigare årsredovisningar. 
 
Följande avskrivningstider tillämpas: 
Byggnad ​ ​ ​ 125 år 
​ ​  
Markvärdet är inte föremål för avskrivning. Bestående värdenedgång hanteras genom 
nedskrivning. Föreningens finansiella anläggningstillgångar värderas till anskaffningsvärde. I de 
fall tillgången på balansdagen har ett lägre värde än anskaffningsvärdet sker nedskrivning till det 
lägre värdet. 
 
Omsättningstillgångar 
Fordringar upptas till det belopp som efter individuell prövning beräknas bli betalt. 
 
Fastighetsavgift och fastighetsskatt 
Fastighetsavgiften på bostadsdelen består av en avgift på 1 589 kr per lägenhet. Fastighetsskatt 
tas ut med 1 % av lokalernas taxeringsvärde. 
 
Not 2​ ​ 2024​ ​ 2023 
Nettoomsättning 
Nettoomsättning​ ​ 2 310 080​ ​ 2 708 249 
Övriga intäkter lokaler​ ​ 45​ ​ 12 145 


Summa nettoomsättning​ ​ 2 310 125​ ​ 2 720 394 
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Not 3​ ​ 2024​ ​ 2023 
Fastighets- och driftskostnader 
Reparationer och underhåll​ ​ 52 100​ ​ 36 146 
Fastighetsel​ ​ 36 757​ ​ 29 539 
Värme​ ​ 494 336​ ​ 463 988 
Vatten & avlopp​ ​ 22 108​ ​ 21 175 
Avfallshantering​ ​ 71 588​ ​ 54 304​
Städning​ ​ 0​ ​ 0 
Fastighetsförsäkring​ ​ 44 717​ ​ 7 616 
Programvaror​ ​ 281​ ​ -3 553 
Bredband/telekommunikation​ ​ 61 317​ ​ 48 619 
Övriga lokalkostnader​ ​ 0​ ​ 45 897 


Summa fastighets- och driftskostnader​ ​ 783 203​ ​ 703 728 
 
Not 4​ ​  
Övriga externa kostnader 
Självrisker​ ​ 0​ ​ 10 000​
Förluster kundfordringar​ ​ 542 346​ ​ -9 519 
Ekonomisk förvaltning​ ​ 70 067​ ​ 11 200​
Bankavgifter​ ​ 3 229​ ​ 1 025 
Fastighetsskatt​ ​ 146 540​ ​ 145 433​
IT tjänster​ ​ 0​ ​ 3 450​
Kreditförsäljningskostnader​ ​ 0​ ​ 2 764​
Konsultarvoden​ ​ 3 000​ ​ 22 218​
Reklam & PR​ ​ 34 035​ ​ 20 000​
Avgift Södertälje Kommun​ ​ 0​ ​ 23 380​
Förbrukningsinventarier/material​ ​ 17 472​ ​ 9 968​
Kontorsmaterial​ ​ 0​ ​ 6 974 
Övriga kostnader​ ​ 15 020​ ​ 74 


Summa övriga externa kostnader​ ​ 831 709​ ​ 246 967 
 
Not 5​ ​  
Byggnader och mark 
Ingående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177
​  
Utgående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177 
 
Ingående avskrivningar​ ​ - 3 374 607​ ​ - 3 059 828 
Årets avskrivningar​ ​ - 314 779​ ​ - 314 779 
Utgående avskrivningar​ ​ - 3 689 386​ ​ - 3 374 607 
 
Redovisat värde*​ ​ 47 946 791​ ​ 48 261 570 
*varav mark 12 288 795 
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Not 6 
Skulder till kreditinstitut​ ​ ​ ​  


 Villkorsändringsdag Räntesats 
2024-12-31 


Belopp 
2024-12-31 


Belopp 
2023-12-31 


Ålandsbanken 3 månader  1 676 000 1 676 000 
Ålandsbanken Fast ränta  7 000 000 7 000 000 
Ålandsbanken Fast ränta   18 000 000 18 000 000 
Summa skulder till kreditinstitut  26 676 000 26 676 000 


​
Ställda säkerheter​
Ålandsbanken​ ​ 30 000 000 
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Södertälje den _______________________ 2025 
 
 
 
 
 
 
________________________________________            ​ ________________________________________ 
 


Elisabeth Jansson Lau​ ​ ​ Alexandra Dahlin 
 
 
 
________________________________________​ ​  
 


Göran Vilhelmsson​ ​ ​ ​ ​ ​ ​  
 
 
 


 
 
 
 


Revisorspåteckning 
 
Min revisionsberättelse har lämnats 
 
 
 
 
___________________________________________ 
​ ​ ​  
David Walman ​
Rävisor AB​ ​ ​  
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Förvaltningsberättelse 
 
VERKSAMHETEN 
 
Allmänt om verksamheten 
Föreningen har till ändamål att främja medlemmarnas ekonomiska intressen genom att i 
föreningens fastighet upplåta bostadslägenheter med nyttjanderätt och utan 
tidsbegränsning. 
 
Föreningen har registrerats hos Bolagsverket 
Föreningen registrerades hos Bolagsverket 2010-06-15.​
Stadgar registrerades 2017-12-06. 
 
Bostadsföretag 
Föreningen är ett bostadsföretag och behandlas skattemässigt som en oäkta förening.  
 
Fastigheten 
Föreningen äger Pallen 7 med adresserna Turingelunden 1 & Kaplansgatan 6, sedan 
2010 med äganderätt. 
Byggnadens totalyta är enligt taxeringsbeskedet 2011 kvm, varav 1073 kvm utgör boyta 
och 938 kvm utgör lokalyta. 
Föreningen upplåter 27 lägenheter med bostadsrätt samt 3 lokaler med hyresrätt. ​
Lokal 1: Sportförening ​ 217 kvm, från augusti vakant 
Lokal 2: Frisör ​ ​    21 kvm Lokal 3​
Lokal 3: Vakant ​ ​ 700 kvm 
 
Taxeringsvärde 
Taxeringsvärdet för fastigheten Brf Pallen 7 utgör 28.253.000 kr varav byggnad 
18.400.000 kr samt mark 9 853 000. 
 
Försäkring 
Fastigheten är försäkrad hos IF. Ansvarsförsäkring finns för styrelsen. 
 
Styrelsen sammansättning 
Alexandra Dahlin​ ​ ordförande​
Elisabeth Jansson Lau​ ledamot 
Göran Vilhelmsson​ ​ ledamot​ ​  
 
Firmatecknare 
Firman tecknas av styrelsen.  Firmant tecknas två i förening av ledamöterna. 
 
Revisor 
David Walman, Rävisor AB.​
 
 
 
​
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Sammanträden och styrelsemöten 
Ordinarie föreningsstämma hölls 2024-11-10. Styrelsen har under året haft 2 
protokollförda möten. 
 
Utförda historiska underhåll 
Utbyte av värmepanna 2018 - 2019 
 
Väsentliga händelser under året 
Föreningens lån har delats och bundits upp från och med oktober 2023. ​
18 000 000 fram till Oktober 2026 på​ 4,85%​​ (3år) 
  7 000 000 fram till Oktober 2025 på​ 5%​  ​ (2år) 
  1 676 000​ ​ ​ ​ ​ rörlig ränta 
 
Styrelsen förstår att vår förenings ekonomi är ansträngd på grund av den vakanta 700 
kvm stora lokalen samt det höga ränteläget. Det är dock glädjande att se att ekonomin nu 
går i rätt riktning. Den ökade ekonomiska aktiviteten runt om i landet och den 
förväntade nedgången i styrräntan ökar våra möjligheter att hyra ut lokalen, vilket skulle 
vara en stor fördel för föreningen. Vi har under 2024 fått en intressent som vi påbörjar 
förhanding av avtal med. 
Styrelsens plan är att behålla årsavgiften på en ”hög" nivå även efter att lokalen blivit 
uthyrd, med syftet att amortera föreningens lån till Ålandsbanken. Detta kommer på sikt 
att stärka föreningens ekonomi, ge oss förutsättningar att sätta en förmånlig årsavgift 
och öka värdet på våra lägenheter. Det är en långsiktig strategi som styrelsen tror 
kommer att vara till stor nytta för alla medlemmar. I dagsläget kan avgifterna kan 
komma att höjas något till vintern 
skulle omständigheterna kräva det. 
Föreningen har även yrkat på att ändras från oäkta förening till äkta förening och 
ärendet ligger hos Skatteverket. Föreningen utgår i årsredovisningen från att man är en 
äkta förening. 
Changmookwan Teakwondo Akademin hyrde från den 6 mars 2022 till den 26 augusti 
2024   källarplanet på Brf Pallen 7. De ställde dessvärre in betalningarna med anledning 
av en vattenskada som de hävdade påverkat deras verksamhet. Hyrorna deponerades 
hos länstyrelsen och en tvist inleddes som senare avgjordes i Södertälje Tingsrätt. 
Domen blev en förlikning där Pallen 7 svarar för Changmookwan Teakwondo 
Akademin:s rättegångskostnader på 255.000:- samt att deponerade belopp hos 
Länstyrelsen tillfaller Changmookwan Teakwondo Akademin. 
 
Planerat underhåll 
Renovera Balkonger och Åtgärda fönsterkarmar. 
Underhållsplan finns framtagen för åren 2017 till och med 2027. 
 
Administration 
Föreningen har skött sin bokföring själv.​
Redisa Ekonomisk Förvaltning AB har upprättat årsredovisningen.. 
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Flerårsöversikt (Tkr)​ 2024​ 2023​ 2022​ 2021 



Nettoomsättning​ 2 310​ 2 708​ 1 474​ 2 084 
Resultat efter finansiella poster​ -927​ 229​ -688​ -119 
Soliditet​ 43%​ 45%​ 44%​ 45% 
 
Nyckeltal​ 2024​ 2023​ 2022​ 2021 



Årsavgift/kvm​ 2 153​ 1 855​ 1 289​ 801 
Årsavgiftens andel av de​ 91%​ 88%​ ​  
  totala rörelseintäkterna 
Skuld/kvm Brf yta​ 24 861​ 24 861​ 24 861​ 24 861 
Skuld/kvm Tot yta​ 13 265​ 13 265 
Räntekänslighet​ 12%​ 13%​ ​  
Energikostnad/kvm*​ 275​ 256​ 219​ 191 
Sparande/kvm**​ -278​ 29​ ​  
 
Soliditet (%) - justerat eget kapital/totalt kapital. Anger hur stor del av föreningens tillgångar 
som är finansierat med det egna kapitalet. 
Skuldsättning - räntebärande skulder/kvadratmeter boarea resp. totalyta. 
Visar hur högt belånad föreningen är per kvadratmeter. Nyckeltalet används för att bedöma 
möjlighet till nyupplåning. 
Sparande - (årets resultat +avskrivningar + kostnadsfört planerat underhåll)/totalyta 
Visar hur många kronor per kvadratmeter föreningens intäkter genererar som kan användas till 
framtida underhåll. Nyckeltalet bör sättas i relation till behovet av sparande. 
Energikostnad - (kostnad el + vatten + värme)/totalyta 
Visar hur stor energikostnaden är per kvadratmeter. Medlemmarnas elförbrukning ingår inte. 
Räntekänslighet (%) - räntebärande skulder/ett års årsavgifter. Visar hur många procent 
föreningen behöver höja årsavgiften för att bibehålla kassaflödet om den genomsnittliga 
skuldräntan går upp med 1 procent. 
Totalyta - bostadsyta och lokalyta inkl. garage (för småhus ingår även biyta) 
Årsavgifter - Alla obligatoriska avgifter som debiteras ytor som är upplåtna med bostadsrätt. 
 
Förändringar​ ​ Disp. av föreg.​ Disposition av​  
eget kapital​ 2023-12-31​ års resultat.​ övriga poster​ 2024-12-31 



Inbetalda insatser​ 24 730 000​ 0​ 0​ 24 730 000 
Fond för yttre underhåll​ 50 028​ 0​ 84 759​ 134 787 
Balanserat resultat​ - 4 430 216​  229 367​ -84 759​  - 4 285 608​
Erhållna kapitaltillskott​ 1 339 005​ 0​ 0​ 1 339 005 
Årets resultat​  229 367​ - 229 367​ -926 902​ -926 902​
Eget kapital​ 21 918 184​ 0​ 926 902​ 20 991 282 
 
Resultatdisposition 
 
Styrelsen föreslår att den ansamlade förlusten​ - 4 285 608​  
och årets resultat​ ​ -926 902 
​ ​ - 5 212 510​
​  
behandlas så att​
reservering fond för yttre underhåll​ ​ 84 759 
I ny räkning överföres                                                 ​ - 5 127 751  
​ ​ - 5 212 510 
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Resultaträkning 
 
​ Not​ 2024-01-01​ ​ 2023-01-01
​ ​ 2024-12-31​ ​ 2023-12-31 
 
Rörelseintäkter​ 2 
Nettoomsättning​ ​ 2 310 080 ​ ​ 2 708 249 
Övriga rörelseintäkter​ ​ 45​ ​ 12 145 



Summa rörelseintäkter​ ​ 2 310 125​ ​ 2 720 394 
 
 
Rörelsekostnader 
Fastighets och driftkostnader​ 3​ - 783 203​ ​ - 703 728 
Övriga externa kostnader​ 4​ - 831 709​ ​ - 246 967​
Personalkostnader​ ​ 99 192​ ​ 0 
Avskrivning av materiella​ ​ - 314 779​ ​ - 314 779 
anläggningstillgångar​ ​ ​ ​  



Summa rörelsekostnader​ ​ - 1 830 449​ ​ - 1 265 474 
 
Rörelseresultat​ ​ 479 626​ ​  1 454 921
​ ​  
 
Finansiella poster 
Ränteintäkter​ ​ 1 491​ ​ 1 351 
Räntekostnader långfristiga lån​ ​ - 1 345 704​ ​ - 325 498​
Räntekostnader kortfristiga lån​ ​ - 62 257​ ​ - 901 352​
Räntekostnader skatter och avgifter​ ​ - 58​ ​ - 55 



Summa finansiella poster​ ​ - 1 406 528​ ​ - 1 225 554 
 
ÅRETS RESULTAT​ ​ -926 902​ ​ 229 367 
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
TILLGÅNGAR 
 
Anläggningstillgångar 
 
Materiella anläggningstillgångar​  
Byggnader och mark​ 5​ 47 946 791​ ​ 48 261 570 
Summa anläggningstillgångar​ ​ 47 946 791​ ​ 48 261 570
​  
Omsättningstillgångar​ ​ ​ ​  
 
Kortfristiga fordringar 
Kundfordringar​ ​ 811​ ​ 0​
Skattefordringar​ ​ 150 347​ ​ 74 454 
Övriga fordringar​ ​ 303 750​ ​ 185 191 
Förutbet.kostnader/Uppl. int​ ​ 76 953​ ​ 38 142 



Summa kortfristiga fordringar​ ​ 531 861​ ​ 297 787 
​  
Kassa och bank 
Kassa och bank​ ​ 11 440​ ​ 207 710 



Summa Kassa och Bank​ ​ 11 440​ ​ 207 710​
​
Summa omsättningstillgångar​ ​ 543 301​ ​ 505 497 



 



SUMMA TILLGÅNGAR​ ​ 48 490 092​ ​ 48 767 067
​  
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Balansräkning 
 
​ Not​ 2024-12-31​ ​ 2023-12-31 
EGET KAPITAL OCH SKULDER 
 
Eget kapital​ ​ ​  



Bundet eget kapital​  
Medlemsinsatser​ ​ 24 730 000​ ​ 24 730 000 
Fond för yttre underhåll​ ​ 134 787​ ​ 50 028​
Kapitaltillskott​ ​ 1 339 005​ ​ 1339 005 



Summa bundet eget kapital​ ​ 26 203 792​ ​ 26 119 033 
 
Fritt eget kapital​  
Balanserat resultat​ ​ -4 285 608​ ​ -4 430 216 
Årets resultat​ ​ - 926 902​ ​ 229 367 



Summa fritt eget kapital​ ​ -5 212 510​ ​  -4 200 849 
 
Summa eget kapital​ ​ 20 991 282​ ​ 21 918 184 
 
Långfristiga skulder 
Skulder till kreditinstitut​ ​  25 000 000​ ​  25 000 000 



Summa långfristiga skulder​ ​ 25 000 000​ ​ 25 000 000
​  
Kortfristiga skulder 
Skulder till kreditinstitut​ ​  1 676 000​ ​ 1 676 000​
Leverantörsskulder​ ​ -25 715​ ​ 0​
Övriga kortfristiga skulder​ ​ 47 311​ ​ 0 
Skatteskulder​ ​ 0​ ​ 0​
Upp kostnader & förutbetalda intäkter​ ​ 801 214​ ​ 172 883 



Summa kortfristiga skulder​ ​ 2 498 810​ ​ 1 848 883 
 
S:A EGET KAPITAL OCH SKULDER​ ​ 48 490 092​ ​ 48 767 067 
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Kassaflödesanalys 
 



​ ​ ​ 2024​ 2023 
Likvida medel vid årets början​ ​ ​ 207 710​ 433 082 
Resultat efter finansiella poster​ ​ ​ -926 902​ 229 367 
​ ​  
Justering av poster som inte ingår i kassaflödet​ ​  
Utrangering anläggningstillgång​ ​  
Årets avskrivning​ ​ ​ 314 779​ 314 779 
Bokslutsdispositioner​ ​ ​ 84 759​ 0 
Nedskrivningar​ ​ ​ 0​ 0 
Kassaflöde från löpande verksamhet​ ​ ​ -527 364​ 544 146 
​ ​  
Kassaflöde från förändring i rörelsekapital​ ​  
Ökning (-), minskning (+) kortfristiga fordringar​ ​ -234 074​ -220 663 
Ökning (+), minskning (-) kortfristiga skulder​ ​ 649 927​ -25 548 855 
Kassaflöde förändring rörelsekapital​ ​ ​ 415 853​ -25 769 518 
​ ​  
Investeringar​ ​  
Finansiella placeringar​ ​ ​ 0​ 0 
Årets investeringar​ ​ ​ 0​ 0 
Kassaflöde från investeringar​ ​ ​ 0​ 0 
​ ​  
Finanseringsverksamhet​ ​  
Eget bundet kapital​ ​ ​ -84 759​ 0 
Ökning (-), minskning (+), av långfristiga fordringar​ ​ 0​ 0 
Ökning (+), minskning (-), av långfristiga skulder​ ​ 0​ 25 000 000 
Kassaflöde från finansieringsverksamhet​ ​ -84 759​ -225 372 
​ ​  
Årets kassaflöde​ ​ ​ -196 270​ 207 710 
​ ​  
Likvida medel vid årets slut​ ​ ​ 11 440​ 207 710 
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TILLÄGGSUPPLYSNINGAR 
 
Not 1 
Allmänna upplysningar 
Årsredovisningen för Brf Pallen 7 har upprättats enligt Årsredovisningslagen och 
Bokföringsnämndens allmänna råd 2016:10 (K2), årsredovisning i mindre företag. 
 
Redovisning av intäkter 
Intäkter bokförs i den period de avser oavsett när betalning eller avisering skett. 
 
Anläggningstillgångar 
Materiella anläggningstillgångar redovisas till anskaffningsvärde minskat med avskrivningar. 
Byggnader och inventarier skrivs av linjärt över den bedömda ekonomiska livslängden. 
Avskrivningstiden grundar sig på bedömd ekonomisk livslängd av tillgången. Detta år har en viss 
omklassificering av fastighetsförbättringar, installationer och maskiner/inventarier gjorts. 
Därför avviker det föregående årets värden mot tidigare årsredovisningar. 
 
Följande avskrivningstider tillämpas: 
Byggnad ​ ​ ​ 125 år 
​ ​  
Markvärdet är inte föremål för avskrivning. Bestående värdenedgång hanteras genom 
nedskrivning. Föreningens finansiella anläggningstillgångar värderas till anskaffningsvärde. I de 
fall tillgången på balansdagen har ett lägre värde än anskaffningsvärdet sker nedskrivning till det 
lägre värdet. 
 
Omsättningstillgångar 
Fordringar upptas till det belopp som efter individuell prövning beräknas bli betalt. 
 
Fastighetsavgift och fastighetsskatt 
Fastighetsavgiften på bostadsdelen består av en avgift på 1 589 kr per lägenhet. Fastighetsskatt 
tas ut med 1 % av lokalernas taxeringsvärde. 
 
Not 2​ ​ 2024​ ​ 2023 
Nettoomsättning 
Nettoomsättning​ ​ 2 310 080​ ​ 2 708 249 
Övriga intäkter lokaler​ ​ 45​ ​ 12 145 



Summa nettoomsättning​ ​ 2 310 125​ ​ 2 720 394 
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Not 3​ ​ 2024​ ​ 2023 
Fastighets- och driftskostnader 
Reparationer och underhåll​ ​ 52 100​ ​ 36 146 
Fastighetsel​ ​ 36 757​ ​ 29 539 
Värme​ ​ 494 336​ ​ 463 988 
Vatten & avlopp​ ​ 22 108​ ​ 21 175 
Avfallshantering​ ​ 71 588​ ​ 54 304​
Städning​ ​ 0​ ​ 0 
Fastighetsförsäkring​ ​ 44 717​ ​ 7 616 
Programvaror​ ​ 281​ ​ -3 553 
Bredband/telekommunikation​ ​ 61 317​ ​ 48 619 
Övriga lokalkostnader​ ​ 0​ ​ 45 897 



Summa fastighets- och driftskostnader​ ​ 783 203​ ​ 703 728 
 
Not 4​ ​  
Övriga externa kostnader 
Självrisker​ ​ 0​ ​ 10 000​
Förluster kundfordringar​ ​ 542 346​ ​ -9 519 
Ekonomisk förvaltning​ ​ 70 067​ ​ 11 200​
Bankavgifter​ ​ 3 229​ ​ 1 025 
Fastighetsskatt​ ​ 146 540​ ​ 145 433​
IT tjänster​ ​ 0​ ​ 3 450​
Kreditförsäljningskostnader​ ​ 0​ ​ 2 764​
Konsultarvoden​ ​ 3 000​ ​ 22 218​
Reklam & PR​ ​ 34 035​ ​ 20 000​
Avgift Södertälje Kommun​ ​ 0​ ​ 23 380​
Förbrukningsinventarier/material​ ​ 17 472​ ​ 9 968​
Kontorsmaterial​ ​ 0​ ​ 6 974 
Övriga kostnader​ ​ 15 020​ ​ 74 



Summa övriga externa kostnader​ ​ 831 709​ ​ 246 967 
 
Not 5​ ​  
Byggnader och mark 
Ingående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177
​  
Utgående anskaffningsvärden​ ​ 51 636 177​ ​ 51 636 177 
 
Ingående avskrivningar​ ​ - 3 374 607​ ​ - 3 059 828 
Årets avskrivningar​ ​ - 314 779​ ​ - 314 779 
Utgående avskrivningar​ ​ - 3 689 386​ ​ - 3 374 607 
 
Redovisat värde*​ ​ 47 946 791​ ​ 48 261 570 
*varav mark 12 288 795 
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Not 6 
Skulder till kreditinstitut​ ​ ​ ​  



 Villkorsändringsdag Räntesats 
2024-12-31 



Belopp 
2024-12-31 



Belopp 
2023-12-31 



Ålandsbanken 3 månader  1 676 000 1 676 000 
Ålandsbanken Fast ränta  7 000 000 7 000 000 
Ålandsbanken Fast ränta   18 000 000 18 000 000 
Summa skulder till kreditinstitut  26 676 000 26 676 000 



​
Ställda säkerheter​
Ålandsbanken​ ​ 30 000 000 
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Södertälje den _______________________ 2025 
 
 
 
 
 
 
________________________________________            ​ ________________________________________ 
 



Elisabeth Jansson Lau​ ​ ​ Alexandra Dahlin 
 
 
 
________________________________________​ ​  
 



Göran Vilhelmsson​ ​ ​ ​ ​ ​ ​  
 
 
 



 
 
 
 



Revisorspåteckning 
 
Min revisionsberättelse har lämnats 
 
 
 
 
___________________________________________ 
​ ​ ​  
David Walman ​
Rävisor AB​ ​ ​  
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    "ocspResponse" : "MIIHZwoBAKCCB2AwggdcBgkrBgEFBQcwAQEEggdNMIIHSTCCAR+hfDB6MQswCQYDVQQGEwJTRTEbMBkGA1UECgwSU3dlZGJhbmsgQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMTc3NzUzMTkwNwYDVQQDDDBTd2VkYmFuayBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcYDzIwMjUwNzAyMTA1NzI3WjBYMFYwQTAJBgUrDgMCGgUABBTaHcRc6oZJylJO+e3rt+UyJtpuqAQUd6QI1q69dCP4A8PX2V5o+CBtwjICCEB+tTMu/fzOgAAYDzIwMjUwNzAyMTA1NzI3WqE0MDIwMAYJKwYBBQUHMAECAQH/BCCMKtinOhUK/Nm6Jx8BGBR+kdhDm2RYF9DNzdvi5I097TANBgkqhkiG9w0BAQsFAAOCAQEAkPd9CUK/VL/9RuyuPVnT49jZDASkwZlafL5ZnfhZc4QaljmwXYtlTIi53JDUXcOCWGnMOQ9p2t5jf9X9iitxHdbidpMoh1T4TwoJp/LpWkyxyDAu4SatJ3UbYmGSab+rQSxiH5OZ1Fp3CLmE8wZGxDv4xJ7xC36wqy60acdh30K09tvjY/RK8BN6h5ysny74n2fnWPQOPAwwQi2vMsLl+h1XUG4erBqSsCVVuk54oR347STN0/OFgHSODVcsv1djKb0Uc1ltILUJ+eAzusvUDj+xcKqz0tliiQjNO9SBZMENBJxnyJjRvoX2Qlz4zZoP9N8t34UghASRfJUwThfp96CCBQ4wggUKMIIFBjCCAu6gAwIBAgIIQCVJ5HyN4v4wDQYJKoZIhvcNAQELBQAwbTELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEsMCoGA1UEAwwjU3dlZGJhbmsgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjUwNTAxMDk0NjM4WhcNMjUxMDI4MDk0NjM3WjB6MQswCQYDVQQGEwJTRTEbMBkGA1UECgwSU3dlZGJhbmsgQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMTc3NzUzMTkwNwYDVQQDDDBTd2VkYmFuayBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQC2Rgrq0JIqGMTVT1ZJZ8I5B4giYCuHX6oGXu93aGIubf8K6yJ+ChMxlyc2ySEv7oXcHsERwNhwkNgX1K+zqPUPw1PFnagGJ1ulhv5rnTZAcMxhlaQV+xs04GFxvypGFf+iy1+v3m78i83FSKSD/wvwrTn92lN7tjXASIFxjcsr8zsIBo7gXA1eI7HyUax0kTqh5O3hHDxCZwoUSPsEkxurfxve2XBkc6FCfZZEEcNNiwQj7sgXtZy/R0wEn6h/Ul7vYT1ZIXHa5zxfBFMLkwyTSzyHbQt1YLpp/fS8WxG1u+27w//zif0scjzzoOx3q6lfgp53M8YSgLwEKGWgEcLzAgMBAAGjgZwwgZkwDAYDVR0TAQH/BAIwADAfBgNVHSMEGDAWgBR3pAjWrr10I/gDw9fZXmj4IG3CMjATBgNVHSAEDDAKMAgGBiqFcE4BATAPBgkrBgEFBQcwAQUEAgUAMBMGA1UdJQQMMAoGCCsGAQUFBwMJMB0GA1UdDgQWBBTy1Hq3zhf6bIURlCKykDkQ2prf+zAOBgNVHQ8BAf8EBAMCBkAwDQYJKoZIhvcNAQELBQADggIBABluXI3TzmvKE+GcjoKceRybEP+V8oia8tpKzRZd+EOBNHvdpH7Am+ptIc2NUk0vkC1PMh4N8jLjw0f9vreKeTIgrHy6FCFW4vJwuXv8z6myS2fFrpGlVnXMmOuCb3YYYSiT8x41aCv83ocCbi6Iuf1Fo89+TxuTF6qsn4jzTWKU4hqpgwJa3DRH0QehYDJt+WBV5iAnNggB2Nb3qV6U41MmujQXsAJjPwRMrFnN86Y/JMivWsbZEW+9gtsQHgcHAdwmmUz4pVJcQTsSLW6oDiSydh+6E1bS6rmD9wZHrg+p6TL1BYLVsDmT4llEiH9Cv+tVxyW3L1jpVY8Q/BIaY/pnIdbYE3vr9882zODwcP1O4db9uBGlBAPaIo7hRGSck3t4gS8BnAfowymLVYCm2BgWj+CZvmFI1iOf2xDwrYZeqarn7zgFnJAbhqztuXIDZtptXdmnjOYEzLvY+juQ5wSrotNAILw1dTyVvsmzkiTCS/BOqnFqG7fcqYX+ptYtCQp4MBCtyLNwcq5BQiag15R7+wKut2pSYKizB36nGgCqf08WapURZDdVsjNox5vlvD3J+gREK+OTA8+7DhsA93uw6QLGJU6R40brm0YWu0RED6flV/ZC3j+BbiSyfnBs74Y2LiG6feSokFrj70KoJjk7qX4WagCe4ELDbww7Mdzj",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "4b4447c0-5733-11f0-affe-0dc77c31f79c",
    "tbsHidden" : "LS0tLS0tLS0tLQpDb250ZW50OgoKIkJyZiBQYWxsZW4gNyAtIEFyc3JlZG92aXNuaW5nIDIwMjQgT3JpZ2luYWxfMjAyNTA3MDIxMDI0MjYucGRmIgo1YjY0IDQ1MDggNjkyZCBmY2MzIGViYjQgMmY4MCA3YWU5IDA5NzMgNzU3YSA4ZjI5IGM3NDQgYzQ3MyA2ZDlmIDE3YTYgZTJjOSBiY2I5Ci0tLS0tLS0tLS0=",
    "personGivenName" : "ELISABETH",
    "startDate" : "2025-07-02T10:57:06.837+0000",
    "transactionId" : "703bf74f889604bd0e1ed554bb22b516"
  },
  "time" : "2025-07-02T12:57:29.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "81.227.136.199"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "58a396f0-5733-11f0-b92c-a5b8e41e0cee"
}, {
  "id" : "5969a610-5733-11f0-b92c-a5b8e41e0cee",
  "time" : "2025-07-02T12:57:30.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "dahlin.alexandra@hotmail.com"
  }, {
    "email" : "pallarp@icloud.com"
  } ]
}, {
  "id" : "0da76f60-5737-11f0-84e4-794a998e390a",
  "time" : "2025-07-02T13:24:01.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "95.193.148.252"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Göran Birger Vilhelmsson",
    "personNr" : "4512162431",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Vilhelmsson",
    "orgNr" : "7696215750",
    "personGivenName" : "Göran Birger",
    "email" : "pallarp@icloud.com"
  }
}, {
  "id" : "610e4bb0-5737-11f0-b92c-a5b8e41e0cee",
  "time" : "2025-07-02T13:26:21.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "95.193.148.252"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Göran Birger Vilhelmsson",
    "personNr" : "4512162431",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Vilhelmsson",
    "orgNr" : "7696215750",
    "personGivenName" : "Göran Birger",
    "email" : "pallarp@icloud.com"
  }
}, {
  "id" : "d41fd880-5737-11f0-8cd2-5bae935d6dcd",
  "time" : "2025-07-02T13:29:34.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "95.193.148.252"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Göran Birger Vilhelmsson",
    "personNr" : "4512162431",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Vilhelmsson",
    "orgNr" : "7696215750",
    "personGivenName" : "Göran Birger",
    "email" : "pallarp@icloud.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Göran Birger Vilhelmsson",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Vilhelmsson",
    "orgNr" : "7696215750",
    "personGivenName" : "Göran Birger",
    "email" : "pallarp@icloud.com"
  },
  "signingMetadata" : {
    "personNr" : "194512162431",
    "personSurname" : "Vilhelmsson",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBQYWxsZW4gNyAtIEFyc3JlZG92aXNuaW5nIDIwMjQgT3JpZ2luYWwiIApJRDogZGQ4YTBlZDAtNTcyZS0xMWYwLTk2NWYtMGQ5ZGY0YmUyODczCkRhdHVtOiAyMDI1LTA3LTAyCgo=",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>DG7ERRns+h341lUol/wydsJpGZo/zwfrX0T7wB/JzWE=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>4tm92T3jgetvWBQ5CHuTv3cnrlwrg6ZqAlmeq3tgkRM=</DigestValue></Reference></SignedInfo><SignatureValue>OhDE7Hkn4olsETbupwvE7bg0dcmrOvF9UzcqXT5hErRcfGBMAq58AWuDzZYreCxjQqckDsoQHUj9OdnMYzovI5a3tZDhazAUyBZXCHRMslQLypyiCo0Lneczp2quJv6vVbEcwzKGcPNbv5c4eL4NlYawS/37h9qKgFB13Srf1siL5WElKZ8DygMIspFwZqGeQkx8k7kAoY7Vs2MNIzCiV3IRPZQyUi39pEBoe3/W3lV/mHQegiO6qjsT+CftfGUft4PWDmVshD4oAU8szjMkxTRBbCFTTKza7p10D+/1qgUR8rytn1jby5fs0jqUkzCUnoMT/40jPCMG08QdZKYwUg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBQYWxsZW4gNyAtIEFyc3JlZG92aXNuaW5nIDIwMjQgT3JpZ2luYWwiIApJRDogZGQ4YTBlZDAtNTcyZS0xMWYwLTk2NWYtMGQ5ZGY0YmUyODczCkRhdHVtOiAyMDI1LTA3LTAyCgo=</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiQnJmIFBhbGxlbiA3IC0gQXJzcmVkb3Zpc25pbmcgMjAyNCBPcmlnaW5hbF8yMDI1MDcwMjEwMjQyNi5wZGYiCjViNjQgNDUwOCA2OTJkIGZjYzMgZWJiNCAyZjgwIDdhZTkgMDk3MyA3NTdhIDhmMjkgYzc0NCBjNDczIDZkOWYgMTdhNiBlMmM5IGJjYjkKLS0tLS0tLS0tLQ==</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>GZdK5L6+j+jfyOb1TCk49UWkFlM=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40My4w</version><env><ai><type>SU9T</type><deviceInfo>MTguNQ==</deviceInfo><uhi>wh6rx7mYZbM/ZWgQxcVBygE3MLg=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "MIIHswoBAKCCB6wwggeoBgkrBgEFBQcwAQEEggeZMIIHlTCCATOhgY8wgYwxCzAJBgNVBAYTAlNFMSgwJgYDVQQKDB9TdmVuc2thIEhhbmRlbHNiYW5rZW4gQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMDc3ODYyMT4wPAYDVQQDDDVIYW5kZWxzYmFua2VuIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEIE9DU1AgU2lnbmluZxgPMjAyNTA3MDIxMTI5NThaMFgwVjBBMAkGBSsOAwIaBQAEFFVE5C58uLPfICg573gLrEDjzXckBBQc9eiGDvlOVOtCX+oMbwNoZFX+iAIINamOHg3CZ4CAABgPMjAyNTA3MDIxMTI5NThaoTQwMjAwBgkrBgEFBQcwAQIBAf8EIFsLZj5Fp/TZMFKZT32W20n5A6qipmi5IoMYBHbZpLwsMA0GCSqGSIb3DQEBCwUAA4IBAQCDFAIzomyq36C4GGuaqgqm1v76u8hxzb7aKVeBk2DmelUGofIWJ1EPdqVq/zqqeWw8XyVBVJ70vfIakLS8A0XeqijSpAildvdm1PyhSpNR+IpNQTCsGpqlYiGzTlnKYyQSiikOgVzSMBrJZDVyqXPB8OZCPvpAbJ7JD5CJvbEHxdiKH3KEfHkbEnITXeFfpZeVcuYs1KCWQRkMi5XFraISrz1yT3Ip3QYidU6TbAWA5/wADFZDgiQFXfdHi3dhxox1IpzdqiZZSJRh1MlbdwuqDa1Z4nhUiqbzdbmhAe5TqlqVJANwVbdEBCY8emtEWijWOEvnVJAOIJv0nmgvzvEYoIIFRjCCBUIwggU+MIIDJqADAgECAggdECxTJr9dbDANBgkqhkiG9w0BAQsFADCBkTELMAkGA1UEBhMCU0UxKDAmBgNVBAoMH1N2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAwNzc4NjIxQzBBBgNVBAMMOlN2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjUwNTAxMDk0NjQyWhcNMjUxMDI4MDk0NjQxWjCBjDELMAkGA1UEBhMCU0UxKDAmBgNVBAoMH1N2ZW5za2EgSGFuZGVsc2JhbmtlbiBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAwNzc4NjIxPjA8BgNVBAMMNUhhbmRlbHNiYW5rZW4gQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQgT0NTUCBTaWduaW5nMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEAwrcOUQToWCTyTghEA8lP4GH6ZzQMb3OjIVP5L19vf8kJCdosBg5cZWEyo5rrlm3rU7lw8FQkSnkVZ9xo5tN4M1L+Zvjnu4Vi/ASIT8JFVn0z13mkXOzp022MxMTfkxnmgwxwwvnKzhcKJ72mZ6DvDLB76xyRUfk2GvnYX1zjBBjkzXXQEzsGd/iukvIE7vlYQ0zncm3r8Kmj8Q22s3e3+45A+7XBGRuw0c+fTJauXtpTI/STC/nSgegPY2d0tjEO5QGCf3LB62V8/naU7RpEiwNLLCbmHV9JafpcUg9cnSv61CIbdeYzKxMuQrs0wc8eZkFBS24HyeGp95ibIbYotwIDAQABo4GcMIGZMAwGA1UdEwEB/wQCMAAwHwYDVR0jBBgwFoAUHPXohg75TlTrQl/qDG8DaGRV/ogwEwYDVR0gBAwwCjAIBgYqhXBOAQEwDwYJKwYBBQUHMAEFBAIFADATBgNVHSUEDDAKBggrBgEFBQcDCTAdBgNVHQ4EFgQUAJdZKU2UMsG34njgImJ0IrprzQQwDgYDVR0PAQH/BAQDAgZAMA0GCSqGSIb3DQEBCwUAA4ICAQBdiuBvR3oz31WShpY1xY0tZtDfTmFxg3MvasW3oEsHV9ckgq8Vbm515Sb9AKNlresa9e35hko58Muey9wc8mMgft6APD0teoq51YW5KYDU01ITKU5wRIOl120IciW2FrrB6axzeJX7SkNMctWu5XoP4INg9RUQS8x7YFazI3htJ5thLKRAF5QpZ7CLdPwRH+9Hd7fjzX8yDgk/wig8XzJZY3SLxmqd4bpXKl7cVex/+oCv0y7gl6oFn+rEIhVuowPDxjWYUWI0bps2EYeB+AaIQ/Oj9NAIWVLc1uvNsn33v1dAU4uEpiQIBwD7KsnAqf44oJsE61AYDu+ZQualjU1PSDGtny2z1Wv/kd6IKxWuV3B4wEaN8WQjrHxTPyWzV7i6MwboINzUEZwKAiU5Okv23XLp14IXvIXIwS/00pFN+Fk1yIakW3ORLpk674GWxT1rebgUWlU0Wna0Bnd110cgZRjf47IDGP/b3hChh0qLTHSBC0rivAPsn/srX6z9i3zveNq2iZ2ebTn0/Mt7FPnW5ESCDPoBH7QIWsyfIv20Ynaz1gOXX2qHHHRYJzFaWduupic1Jq1+8RO0OgprFgxpNmoZNqnO/NYEsUMTyXbMAJ0AiaLvzDEHjs0FWA744snngyQ6U6J3JtP9kabaGWYqYI6I6PRpDScVK3z6XfjpeA==",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "d88889d0-5737-11f0-b92c-a5b8e41e0cee",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiQnJmIFBhbGxlbiA3IC0gQXJzcmVkb3Zpc25pbmcgMjAyNCBPcmlnaW5hbF8yMDI1MDcwMjEwMjQyNi5wZGYiCjViNjQgNDUwOCA2OTJkIGZjYzMgZWJiNCAyZjgwIDdhZTkgMDk3MyA3NTdhIDhmMjkgYzc0NCBjNDczIDZkOWYgMTdhNiBlMmM5IGJjYjkKLS0tLS0tLS0tLQ==",
    "personGivenName" : "Göran Birger",
    "startDate" : "2025-07-02T11:29:41.866+0000",
    "transactionId" : "58061b58c3d23605dcef9149151add1e"
  },
  "time" : "2025-07-02T13:30:00.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "95.193.148.252"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "e3d6d350-5737-11f0-8cd2-5bae935d6dcd"
}, {
  "id" : "e44bb530-5737-11f0-8cd2-5bae935d6dcd",
  "time" : "2025-07-02T13:30:01.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "Elisabeth.Jansson@astrazeneca.com"
  }, {
    "email" : "dahlin.alexandra@hotmail.com"
  } ]
}, {
  "id" : "75a702f0-5738-11f0-b92c-a5b8e41e0cee",
  "time" : "2025-07-02T13:34:05.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "78.72.137.132"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Alexandra Elvira Ingegärd Dahlin",
    "personNr" : "8906040103",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Dahlin",
    "orgNr" : "7696215750",
    "personGivenName" : "Alexandra Elvira Ingegärd",
    "email" : "dahlin.alexandra@hotmail.com"
  }
}, {
  "signeeInfo" : {
    "personName" : "Alexandra Elvira Ingegärd Dahlin",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Dahlin",
    "orgNr" : "7696215750",
    "personGivenName" : "Alexandra Elvira Ingegärd",
    "email" : "dahlin.alexandra@hotmail.com"
  },
  "signingMetadata" : {
    "personNr" : "198906040103",
    "personSurname" : "DAHLIN",
    "tbs" : "SSBzaWduOiAiQnJmIFBhbGxlbiA3IC0gQXJzcmVkb3Zpc25pbmcgMjAyNCBPcmlnaW5hbCIgCklEOiBkZDhhMGVkMC01NzJlLTExZjAtOTY1Zi0wZDlkZjRiZTI4NzMKRGF0ZTogMDIvMDcvMjAyNQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>hzpO8Mbz13ewESAvO3gjIPHCasZnv5ilU5npzaiYNis=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>6wpxBUeeXkEeTVOYg5YZXjDPs7K56lc3xZsfnVhdrrQ=</DigestValue></Reference></SignedInfo><SignatureValue>UMzFzNDJ0H0T+fLB5B+VJBo6oYcLMPvbq7FrKZjPe3mekOWgL0QRXjBr/jBXB6HZc+e7leYrdKBBQZfJCsguyRF+6cGSWfLWZ8G921229y+brBtppo73notgu/mSqxTIjyFXqBiYIvru5UwsPMMTMv1R3x+DftOHIS2n1uv43pOr23n7L3uFPjrFU/Y+lJPWLfbmHsHSnwhUxeexb4cgD5U3WxVZT0Ka9/bAR9NJOBMIgNWz1aZFnq97PfjDVMXkQ5h5ELKShjTiPZxfogUmABtkojcb2BwnDHfsknZau28HrYNQ81ksiv8p3J1bFW/m9pfxKNqQIA1Pk1u4VEBudw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SSBzaWduOiAiQnJmIFBhbGxlbiA3IC0gQXJzcmVkb3Zpc25pbmcgMjAyNCBPcmlnaW5hbCIgCklEOiBkZDhhMGVkMC01NzJlLTExZjAtOTY1Zi0wZDlkZjRiZTI4NzMKRGF0ZTogMDIvMDcvMjAyNQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpDb250ZW50OgoKIkJyZiBQYWxsZW4gNyAtIEFyc3JlZG92aXNuaW5nIDIwMjQgT3JpZ2luYWxfMjAyNTA3MDIxMDI0MjYucGRmIgo1YjY0IDQ1MDggNjkyZCBmY2MzIGViYjQgMmY4MCA3YWU5IDA5NzMgNzU3YSA4ZjI5IGM3NDQgYzQ3MyA2ZDlmIDE3YTYgZTJjOSBiY2I5Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>fOt3bK4TJb41tNTv8blJsxeJ25g=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40My4w</version><env><ai><type>SU9T</type><deviceInfo>MTguNQ==</deviceInfo><uhi>i+Gd+691//suFwg3fsdmTjutYsc=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "7900b540-5738-11f0-a00b-adb86a53b062",
    "tbsHidden" : "LS0tLS0tLS0tLQpDb250ZW50OgoKIkJyZiBQYWxsZW4gNyAtIEFyc3JlZG92aXNuaW5nIDIwMjQgT3JpZ2luYWxfMjAyNTA3MDIxMDI0MjYucGRmIgo1YjY0IDQ1MDggNjkyZCBmY2MzIGViYjQgMmY4MCA3YWU5IDA5NzMgNzU3YSA4ZjI5IGM3NDQgYzQ3MyA2ZDlmIDE3YTYgZTJjOSBiY2I5Ci0tLS0tLS0tLS0=",
    "personGivenName" : "ALEXANDRA",
    "startDate" : "2025-07-02T11:34:11.184+0000",
    "transactionId" : "07c8ef5cbd7b48d1e9ff2a372bb349dd"
  },
  "time" : "2025-07-02T13:34:23.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "78.72.137.132"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "805255b0-5738-11f0-affe-0dc77c31f79c"
} ]
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Purpose
This document gives an introduction to the collection of reference documentation added to each



agreement signed using Egreement’s service. In case of agreement disputes, this documents and its



referrals should be used as a handbook on how to verify agreements.



Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the



reference documentation.



Glossary



Term Description



Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.



Agreement Creator User who creates the initial agreement and add
contracting parties.



API Application Programming interface



Audit Log The log of events associated with each agreement.



CMS Cryptographic Message Syntax



Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.



Contracting Party User who is to sign an agreement.



Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com



EID Electronic identity such as a certificate or online
identity of some kind.



Hash A cryptographic hash, see Signing



JSON JavaScript Object Notation



NTP Network Time Protocol



OCSP Online Certificate Status Protocol



PKCS Public Key Cryptography Standards
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Term Description



PKI Public Key Infrastructure



PDF Portable Document Format from Adobe Systems



Signee When a contracting party has signed an
agreement, the party becomes a signee.



TBS To Be Signed. A textual representation of an
agreement.



Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.



XML Extensible Markup Language



Agreement Basics
An agreement has a number of artifacts that together form an agreement:



Figure 1. Agreement content



• Agreement name chosen by Agreement Creator.



• Agreement ID automatically generated by Egreement’s system.



• Files of different formats, such as text or images, that form the contractual part of the agreement.



• Audit log, created by the Egreement system, keeping records of all major events that have taken



2











place in the process of concluding the agreement.



• Reference documentation on how Egreement manages agreement creation, signing and conclusion.



This very document is the introduction and first part of the reference documentation.



Version Properties
The following properties apply for the current version of the agreement implementation:



• Agreement File hash algorithm: SHA-256



• Agreement File hash encoding: Hex string



• Reference documents:



◦ Overview



◦ Container Format



◦ Signing



◦ Validation



Workflow
The Egreement workflow contains a number of stages.



1. Create agreement - Start



2. Add agreement files - Upload attachments



3. Add contracting parties - Add people who are to sign the agreement



4. Signature creation - All contracting parties sign the agreement



5. Download - Agreement can be downloaded (optional)



Agreement Creation



When an agreement is to be created, the user chooses a name for the agreement and an ID is



automatically generated.



Agreement Files



An agreement file is a part of the agreement. The file can be of any format. If the file format can be



presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties



After the agreement has been set up, all contracting parties who should sign the agreement are added.



Signature Creation



The user should always sign the complete agreement including all attached files. Metadata which will



serve as proof of user consent to the agreement will be automatically added by the system, making the



agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.



The actual signature creation is handled differently depending on signing method.



In the signature workflow, a number of signees can individually sign the same agreement. The



aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing



is described in detail in Signing.



After the last signee has signed, the agreement will be concluded and therefore the process and



agreement files will be closed.



Download



It is possible to download an agreement from the system to store it offline. The downloaded agreement



is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,



are tied to every individual signee. Since this downloaded agreement is more than just a document, it



is referred to as a Container.



Egreement currently supports PDF as container-format which is described more in detail in Container



Format.



Logging



All actions associated with the agreement are stored in the audit log.



Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation



document describes the process how to verify the agreement’s validty.



Reference Documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Nets eID Broker Technical reference for service providers, v1.2.3



Swisscom AIS All-in Signing Service Reference Guide, v2.15



Swisscom SRS Integration Guide Smart Registration Service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate



agreements concluded through the Egreement application. The document describes the content,



structure and semantics of the agreement container, required to understand in order to evaluate



agreements or settle possible disputes.



Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a



collection of different information artifacts concerning an agreement made between one or more



contracting parties. Artifacts can be the text on which agreement parties are to agree, individual



parties’ acceptance statements, or records of the events associated with the conclusion of the



agreement. In order to store this information in a secure and self-contained manner, a Container is



needed. The container is simply a file storing all the information needed in a structured and well-



defined way.



Generic Container Structure
The container includes the following artifact types:



• Agreement File - One or more documents, or other types of files (such as images), either uploaded



by the agreement creator or provided by the Egreement application, that togehter constitute the



agreement.



• Audit Log - A log, created by the Egreement system, with recordings of all major events that have



taken place in the process of concluding the agreement.



• Reference Documentation - Documentation how Egreement manages agreement creation, signing



and closing.



• Verification - An agreement summary, including a listing of included agreement files, signees and



an extract of the audit log.



PDF Container



The container format used by Egreement is PDF. All of the listed artifact types are stored as so called



attachments in the PDF container. The reason for adding agreement artifacts as attachments is that



this makes it possible to provide traceability throughout the complete signing process. In order for a



reader to easily be able to view the contents of the agreement, a selection of the attachments is



"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview




Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is



recommended to use the official Adobe Acrobat Reader to view Egreement PDF



containers.



Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also



note that the description field holds the artifact type of the attachment.



Figure 2. PDF Attachments
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How to Validate



The container is a valid PDF agreement if it holds the artifacts defined above.



Container Content



Agreement File



Artifact type: Agreement file



Agreement files are the parts of the agreement which the agreement creator uploads or selects to be



included. These could be documents, forms, images or virtually any type of file. Furthermore,



agreement files can be divided into two categories, agreement files possible to visualize and non-



possible to visualize.



Agreement Files Possible to Visualize



Files possible to visualize, are added as attachments to the container just as all other artifact types, but



they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view



the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,



image-type files and text files.



Agreement Files Non-Possible to Visualize



Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,



though it is represented with name, size and hash of the file. These file types are typically technically



hard or impossible to create a visual representation of, e.g. a sound file or a video file.



How to Validate



To understand what has been agreed and to establish if there is a dispute or if the disagreement



between the contracting parties is actually covered by the agreement, please read and understand the



actual content of the agreement.



Audit Log



Artifact type: Audit log



The audit log attachment is a well-defined, JSON formatted, document presenting all the important



events that have occurred from when the agreement was created until the agreement was closed.



Refer to the "Workflow" chapter in Overview for more details.



The following audit log entry types are defined:
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• Agreement Created



• Agreement Viewed



• Agreement Signed



• Agreement Rejected



• Agreement ExpireOn Changed



• Message Sent



The different log entry types are described in detail below.



Common Structures



All log entry types share common information that is included in every log entry logged.



Table 1. Common Attributes



Parameter name Parameter value example(s) Description



time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.



id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b



An ID of this particular event
(can either be a numeric long
value or Time based UUID).



eventClass agreement_created Name of the type, as listed
below.



eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.



userInfo See UserInfo Information about a user.



UserInfo



The UserInfo structure holds information about the user triggering an event, users being contracting



parties of an agreement as well as other users. Note that only a subset of the parameters is included,



depending on the situation where the UserInfo structure is used.



Table 2. UserInfo



Parameter name Parameter value example(s) Description



ipAddress 212.94.55.131 The IP address of the user.



email john@example.org The user’s email address.



mobile +4670123456789 The user’s mobile phone
number.
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Parameter name Parameter value example(s) Description



personNr 19550505-1234 (Sweden),
220750-999Y (Finland)



The user’s personal identity
number.



personName John Smith The first and last name of the
user.



personGivenName John The first name of the user.



personSurname Smith The last name of the user.



orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.



orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.



AgreementFileInfo



The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the



user. See Agreement File.



Table 3. AgreementFileInfo



Parameter name Parameter value example(s) Description



fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b



The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).



fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.



fileMimetype application/pdf The agreement file mime type.



fileSize 42253 The size, in bytes, of the
agreement file.



fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.



How to Validate



See Validation how to validate the entire audit log.



Agreement Created



This event is logged when the agreement is created. This is always the first log entry for each
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agreement, i.e. no events can take place before this event has occurred.



• EventClass: agreement_created



• EventId:



◦ 10: When a private user creates an agreement using the web application.



◦ 11: When a company user creates an agreement using the web application.



◦ 12: Agreement created using the API.



Table 4. Agreement Created Specific Information



Parameter name Parameter value example(s) Description



agreementName MyEmployeeAgreement User specified name of the
agreement.



agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b



System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).



agreementVersion 1.18 Version of the agreement
container format.



agreementLocale sv_SE Locale of the agreement
container.



signees List of UserInfo A listing of the signees defined
as parties in the agreement.



agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.



How to Validate



Validating this audit entry requires a number of steps all documented below.



EventTypeId Validation



Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.



Table 5. EventType effect on UserInfo



Type How to validate UserInfo



10 orgNr and orgName must not be set



11 personNr, orgNr and orgName must be set



12 orgNr and orgName must be set
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Agreement Metadata



All metadata parameters must be validated according to table below.



Table 6. Agreement Created Metadata Verification



Parameter name How to validate



agreementName Must be present



agreementId Must be present



agreementVersion Must be less than or equal to 1.16



agreementLocale If present, Must be a valid locale and container
verification page must be in this language



signees See Signees Validation



agreementFiles See Agreement File Validation



Agreement File Validation



Validate that all Agreement File are the correct ones, that they are included, and that there are no



additional files than the ones listed in the audit log.



Audit Log



Check all agreement files in this audit entry and verify that they all exist in the container. Do this by



identifying the attachment by the ID and name stated in the audit entry.



Attachments



Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and



make sure that they are all listed in the create agreement audit entry.



Check Hashsums



For each agreement file, compute the hash and check that the hash in the audit entry is correct.



Signees Validation



Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees



is equal to the number of Agreement Signed entries.



Agreement Viewed



This event is logged every time an agreement is viewed or downloaded.



• EventClass: agreement_viewed



• EventId:



◦ 20: When a user views an agreement using the web application.



7











◦ 21: When a user views an agreement using a mail link.



◦ 22: When a user views an agreement by downloading it using the web application.



◦ 23: When a user views an agreement using a mail link that is protected using two-factor



authentication.



Agreement Viewed Specific Information



None



How to Validate



Check that time of entry is after Agreement Created.



Agreement Signed



This event is logged every time a user signs an agreement.



• EventClass: agreement_signed



• EventId:



◦ 30: When a user signs the agreement, not being the last signee.



◦ 31: When a user signs the agreement as the last signee.



◦ 32: When a user tries to sign the agreement but signing fails.



Table 7. Agreement Signed Specific Information



Parameter name Parameter value example Description



signeeInfo See UserInfo Information about the signee.



signMetadata See SignMetadata Signing metadata produced in
the signing process.



Table 8. SignMetadata



Parameter name Parameter value example Description



signatureMethod bankid The ID of the signing method
used.



signature PD94bWwgdm…duYXR1cmU+ The signature, base64 encoded.
The underlying format depends
on the signature method used.



ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.
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Parameter name Parameter value example Description



message MzJhMDYxN2FhYjRjOWZlNzI1Zj
FiNWJjNDQxMj…



The text shown to the signee
before approving the signature
request. Text is NOT signed, just
kept for audit purposes.



tbs SSBzaWduOiAiQ29udHJhY3QiIA
pJRDogNjdkN2…



The text being signed by the
signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.



tbsHidden LS0tLS0tLS0tLQpDb250ZW50Og
oKImJsdWUucG…



Hidden additional text also
being signed, base64 encoded.
This parameter is only included
for some signing methods.



How to Validate



Check that time of entry is after Agreement Created.



EventType Validation



Table 9. EventType effect on validation



Type How to act



30 Verify as described below.



31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.



TBS Validation



In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where



applicable) will be stored as a part of SignMetadata.



For simple electronic signature methods, TBS validation is not applicable.



Signature Validation



Fetch the signature method pointed out by SigningMethod and verify the signature according to the



corresponding chapter in Signing



Signee Validation



The output from the Signature Validation should be validated according to table below.
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Output type How to validate



Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.



User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.



TBS or hash of TBS If TBS validation applies, check that TBS and/or
tbsHidden matches the SignMetadata.



Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.



Agreement Rejected



This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.



• EventClass: agreement_rejected



• EventId:



◦ 40: Agreement rejected by user.



◦ 41: Agreement auto-rejected due to validity timeout.



◦ 42: Agreement withdrawn by agreement creator.



Agreement Rejected Specific Information



None



How to Validate



If one of these audit entries are found, the agreement is not a valid agreement.



Agreement ExpireOn Changed



This event is logged when the agreement expiry date is changed.



• EventClass: agreement_expire_on_changed



• EventId:



◦ 80: Agreement expiry date changed by user.



Table 10. Agreement ExpireOn Changed Specific Information
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Parameter name Parameter value example Description



agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.



agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.



How to Validate



Check that time of entry is after Agreement Created.



Message Sent



A message is logged each time the system sends a mail to parties involved in the agreement.



• EventClass: message_sent



• EventId:



◦ 50: Message sent due to event IDs: 10-12



◦ 51: Message sent due to event ID: 30.



◦ 52: Message sent due to event ID: 31.



◦ 53: Message sent due to event ID: 40.



◦ 54: Message sent due to event ID: 41.



◦ 55: Message sent when agreement is shared.



◦ 56: Message sent when agreement sharing is cancelled.



◦ 57: Message sent when agreement validity is about to expire.



◦ 58: Message sent as a reminder of agreement creation.



◦ 60: Message sent due to event ID: 20-23.



Table 11. Message Sent Specific Information



Parameter name Parameter value example Description



sentTo List of UserInfo A listing of the users to whom
the message is sent.



How to Validate



Check that time of entry is after Agreement Created.
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Format



The audit log is included in the container as a JSON-formatted file.



Audit log example



[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.16",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
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    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  }, {
    "personName" : "Alice A",
    "mobile" : "+4670123456789"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
  "eventId" : 30
} ]



Reference Documentation



Artifact type: Reference documentation



Included in the container is also the reference documentation which documents the container format,



overview and details about signing and validation, Etc.



Table 12. Reference Documentation



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Nets eID Broker Technical reference for service providers, v1.2.3



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630



Verification



Artifact type: Verification



The verification page is included as an attachment in the container, and is also mirrored to the visible



part of the container PDF. The purpose of the verification is to provide the reader with a summary of



the content of the agreement, in combination with important events that have occurred during the



agreement creation and signing process. An overview of the contents of the verification is given below.



Basic Information



Includes the most basic, and always present, information of the agreement. See Agreement Created for



more details.



• Agreement ID



• Agreement name



• Agreement version



• Creation date



Agreement Files



Lists the different files that the agreement includes. This is primarily the documents uploaded by the



user, which include agreement text and other data. See AgreementFileInfo for more details.



Each agreement file is listed with the following properties:



• Agreement file ID
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• Agreement file name



• Agreement file mime type



• Agreement file size



• Agreement file hash



Signees



Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed



with the following properties:



• Signee person number ID



• Signee name



• Signee sign date



Audit Log Extract



The verification ends with a summarizing extract from the audit log. It includes the most important



events and information from the audit log, whereas audit information that is of secondary importance



is filtered out.



Change Log



Agreement Version : 1.1



• Date of Change : 2017-02-28



• Logs



◦ Representation of agreement parts which are not possible to visualize are to include last



modified date along with the existing information (Name, Size, Hash).



◦ Layout is also changed to display the additional information vertically.



◦ Agreement File section of Verification page to include last modified date & time.



◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).



Agreement Version : 1.2



• Date of Change : 2017-03-15



• Logs



◦ File Title is included in non visible agreement parts.



◦ Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3



• Date of Change : 2017-06-21



• Logs



◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced



Agreement Version : 1.4



• Date of Change : 2018-02-01



• Logs



◦ Audit Events are allowed to have id as Long (number) or UUID



◦ New Signature Method Click signature introduced



Agreement Version : 1.5



• Date of Change : 2018-05-31



• Logs



◦ Norwegian BankID is introduced



Agreement Version : 1.6



• Date of Change : 2018-07-31



• Logs



◦ More information about signature added on attest page



Agreement Version : 1.7



• Date of Change : 2019-01-16



• Logs



◦ Draw signature image added on attest page



Agreement Version : 1.8



• Date of Change : 2019-02-01



• Logs



◦ Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9



• Date of Change : 2019-04-04



• Logs



◦ Agreement locale added for agreement created event in auditlog.json



Agreement Version : 1.10



• Date of Change : 2019-05-16



• Logs



◦ Enable rendering of txt files on visual part of the PDF.



Agreement Version : 1.11



• Date of Change : 2019-05-14



• Logs



◦ Agreement expire on changed event added in auditlog.json



Agreement Version : 1.12



• Date of Change : 2020-04-20



• Logs



◦ Localized signing method display text on attest page & in auditlog.json



Agreement Version : 1.13



• Date of Change : 2020-10-22



• Logs



◦ Finnish EID is introduced



Agreement Version : 1.14



• Date of Change : 2021-08-03



• Logs



◦ TBS explanation is extended
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Agreement Version : 1.15



• Date of Change : 2021-11-07



• Logs



◦ Norwegian BankID signing documentation is updated



◦ Norwegian BankID signing by the means of authentication is introduced



Agreement Version : 1.16



• Date of Change : 2022-04-30



• Logs



◦ Danish signing using MitID is introduced



Agreement Version : 1.17



• Date of Change : 2022-07-15



• Logs



◦ Watermark logo removed



◦ Verification page logo changed



Agreement Version : 1.18



• Date of Change : 2023-10-02



• Logs



◦ Qualified electronic signing using Swisscom Mobile ID is introduced



Agreement Version : 1.19



• Date of Change : 2024-04-17



• Logs



◦ Watermark logo added



◦ Verification page logo changed



Reference Documentation
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Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Nets eID Broker Technical reference for service providers, v1.2.3



Swisscom AIS All-in Signing Service Reference Guide, v2.15



Swisscom SRS Integration Guide Smart Registration Service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible



to verify the signatures of agreements signed using the Egreement service.



Overview
This document describes how Egreement handles the signature process, from how to make all



agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.



System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system



protects the signing process.



All parts providing evidence for the signature, such as hardware, operating system and software, have



to be trusted.



Hardware



Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center



with high availability requirements, used by large banks and e-commerce companies.



Software



For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to



show when certain events occur and are an important evidence when validating an agreement.



The platform synchronizes its time over the standardized Network Time Protocol (NTP).



Electronic Signatures
An electronic signature is any electronic means that indicates that a person consents to the contents of



an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such



signatures:



• Simple Electronic Signatures



• Advanced Electronic Signatures



• Qualified Electronic Signatures



These signatures are created using an electronic identity that has a certain security Level of Assurance
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(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,



taking into account the enrollment process as well as protection of the authentication needed to use



the identity.



• Low - For example self-registration.



• Substantial - Providing and verifying identity information in a structured way.



• High - For example a requirement to have a physical meeting before issuing an identity.



Simple Electronic Signature (SES)



• Basic electronic signature with low assurance.



• Typically equivalent to a handwritten signature.



• Minimal identity verification required.



Is defined as "data in electronic form which is attached to or logically associated with other data in



electronic form and which is used by the signatory to sign".



Supported methods



• Draw Signature - A handwritten signature drawn on a digital canvas.



• API Signature - A signature created by consuming the web service exposed by Egreement AB.



• MitID low - Danish MitID on LOA level low



• Click Signature - A signature created by personalized link.



Advanced Electronic Signature (AES)



• is uniquely tied to the signatory,



• uniquely linked to and capable of identifying the signatory



• created in a way that allows the signatory to retain control



• linked to the document in a way that any subsequent change of the data is detectable.



Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.



Supported methods



• Swedish BankID



• Norwegian BankID



• Finnish strong identification



• Danish MitID - MitID on LOA level substantial



• SMS Signature - A signature created by responding to an SMS with context specific content.
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• Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based



email service.



Qualified Electronic Signature (QES)



A qualified electronic signature is an advanced electronic signature which is additionally:



• Highest Level of Assurance and trust.



• created by a qualified signature creation device (QSCD)



• Requires a qualified digital certificate from a qualified trust service provider.



• Legal equivalence to a handwritten signature in many jurisdictions.



Supported methods



Electronic signatures based on PKI where the signature is the highest level of electronic signature



under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.



• Swisscom Mobile ID



Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof



agreement files.



The following chapters introduce some concepts needed to understand cryptography based signatures.



Cryptographic Hash Functions



A cryptographic hash function is any function that can be used to map data of arbitrary size to data of



fixed size where it is practically impossible to find two pieces of input that produces the same hash



value. It is a one way transformation that produces the same result every time. The result is called a



hash and since it is a one way function, it is not possible to re-create the input behind a hash.



Examples on hash functions are:



• SHA.2



• RIPEMD



• Whirlpool



Asymmetric Encryption



In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric
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encryption. The difference between them is that the symmetric encryption uses one single key for both



encryption and decryption, while asymmetric uses one key for encryption and another for decryption.



The fact that there are two keys can also be used for creating signatures and serves as a base for many



types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure



(PKI).



Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only



key that can decrypt the crypto text is the other key belonging to the pair. One key is private and



should not be shared with anyone, the other is public and is used to verify signatures created with the



private key.



Examples on asymmetric keys are:



• RSA



• DSA



Digital Signatures



When signing using asymmetric keys, the signature result is called a raw signature and is just a binary



blob of a specific size, without any information at all. In order for the signature to be used in a



distributed environment, there is a need to add information on who signed the blob, what was signed



and so on.



The combination of metadata and the raw signature is called a digital signature. Some information is



optional:



• Signature time



• X.509 Signature Certificate



• X.509 CA Certificates (who issued the X.509 Signature Certificate)



• Signature text (TBS)



• Hash algorithms used



• Signature algorithm used



• The raw signature



Examples on digital signature formats are:



• CadES/CMS/PKCS#7



• XAdES



Signing
To sign an agreement a number of actions need to be executed:
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• Create text representation of agreement



• Create digital signature



Create text representation



For advanced electronic signatures, where the agreement contents is logically tied to the created



signature, the text needs to be prepared in order to suit the signing method used. The textual



representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text



that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata



with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.



It is not possible to sign the actual agreements, since there is a risk that the agreement files are too



large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and



create a representation of it.



For non-advanced signatures, where the agreement contents is not directly tied to the signature, the



above preparation is normally not needed.



Digital signature clients allow us to send two different types of TBS. They are:



• Visible TBS



• Hidden TBS - Swedish BankID only



Visible TBS



TBS text that is exposed to the signatories by the digital signature clients. General information about



the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different



between signing clients and also have different localizations it will be saved together with the digital



signature. In cases where hidden TBS is not supported, the visible TBS will contain information that



otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,



the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated



as if the ordered agreement files were a single file.



Example



I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016



Hidden TBS



TBS text that is hidden from the signatories by the digital signature clients. Agreement content is



reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients



as a hidden TBS. This is currently only supported for Swedish BankID.
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Example



----------
Content:



"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73



"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------



Create Digital Signature



For advanced electronic signatures, the cryptographic signature is created by applying the private key



from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset



is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods



describes all methods supported.



For non-advanced signatures, signature creation will vary depending on the method.



Signature Methods
Currently, the following signing methods are supported:



• Swedish BankID (advanced electronic signature)



• Norwegian BankID (advanced electronic signature and authentication)



• Finnish strong identification



• Danish MitID



• Swisscom Mobile ID (qualified electronic signature)



• Draw Signature



• API Signature



• SMS Signature



• Email Signature with OneTimePassword



• Click Signature



These are described in detail below.
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Swedish BankID



Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is



owned by a number of large swedish banks.



It is a PKI based solution with support for file based tokens as well as smart cards, supported on a



number of platforms for desktop and mobile.



Signature format



The BankID client produces an XML Digital Signature as specified in BankID Signature profile.



Audit log



Each signature transaction provides information used in user interface and audit logging:



• personNr - In the form of a Swedish personal identity number.



• personSurname - Surname in capital letters.



• personGivenName - Given name in capital letters.



• startDate - Date when signing was started.



• signatureMethod - Will be bankid or bankid-otherunit.



• transactionId - Transaction ID from backend system.



• signature - Signature, base64 encoded.



• tbs - Data being signed, base64 encoded.



• tbsHidden - Hidden data being signed, base64 encoded.



How to validate



Validate the signature according to BankID Signature profile.



Output from validation to provide to Signee Validation in Container Format is:



• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the



signature.



• Hashed TBS.



• TBS Hash algorithm.



Norwegian BankID - advanced electronic signature



Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.



It is a PKI based solution that uses a one time password in combination with a personal password,
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supported on a number of platforms for desktop and mobile.



Signature format



The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message



Syntax, where the detached data being signed is the TBS.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - Person unique ID, not the Norwegian personal identity number.



• personSurname - Surname.



• personGivenName - Given name.



• personDateOfBirth - Date of birth for the person.



• startDate - Date when signing was started.



• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.



• signatureAction - Will be signature.



• transactionId - Transaction ID from backend system.



• signature - Signature, base64 encoded.



• tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.



How to validate



Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic



Message Syntax.



Output from validation to provide to Signee Validation in Container Format is:



• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7



signature.



• Hashed TBS



• Hash algorithm



Norwegian BankID - authentication



Authentication based signing is also provided by the means of Norwegian BankID.
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Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - Person unique ID, not the Norwegian personal identity number.



• personSurname - Surname.



• personGivenName - Given name.



• personDateOfBirth - Date of birth for the person.



• startDate - Date when signing was started.



• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.



• signatureAction - Will be authentication.



• transactionId - Transaction ID from backend system.



How to validate



As an authentication alone does not digitally sign the agreement content, the person details such as



given name, surname and date of birth must be compared with the requested signee.



Finnish strong identification



Strong identification broker services are provided by Telia Finland for banks and mobile operators in



the Finnish Trust Network ("FTN").



Identity format



Telia produces a signed JWT which contains information about the person.



Table 1. Signed Attributes



Attribute Name Attribute Value



urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus



urn:oid:2.16.840.1.113730.3.1.241 Full name



urn:oid:2.5.4.4 Surname



urn:oid:1.2.246.575.1.14 Given name



More information can be found in Telia Tunnistus.
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Audit log



Each signature transaction provides information used in user interface and audit logging:



• personNr - Finnish personal identity code.



• personSurname - Surname



• personGivenName - Given name



• startDate - Date when signing was started.



• signatureMethod - Will be eid-fi.



• transactionId - Transaction ID from backend system.



• signature - Signed JWT (from Telia).



• publicKey - Public key (JWK) for the signed JWT (from Telia).



How to validate



The signed JWT can be verified using the public key.



Danish MitID



Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.



Signature format



The signature flow for Danish MitID is performed as a text followed by end-user authentication, so



there is no signature produced. Thus a signature format does not exist.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - Person unique ID, not the Danish personal identity number.



• personName - Full name.



• personDateOfBirth - Date of birth for the person.



• startDate - Date when signing was started.



• signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.



◦ The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when



initiating the signature.



• signatureAction - Will be authentication.



• transactionId - Transaction ID from backend system.
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• tbs - Data that was shown to user before authenticating, base64 encoded.



More information can be found in Danish MitID.



How to validate



Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the



same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the



entries in the audit log.



Swisscom Mobile ID



Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.



It is a PKI based solution that uses a smartphone application to authenticate signees. After successful



authentication a short lived certificate is issued that is used to produce a Qualified Electronic



Signature.



Signature format



Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message



Syntax, where the detached data being signed is the tbsHidden and message is the message shown to



the user in the Mobile ID client.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• mobile - Mobile no used to trigger the signee’s authentication of the signature.



• personName - Full name.



• personSurname - Surname.



• personGivenName - Given name.



• personSerialNumber - Swisscom evidenceId.



• startDate - Date when signing was started.



• signatureMethod - Will be swisscom-qes.



• transactionId - Transaction ID from backend system.



• signature - Signature, base64 encoded.



• message - Message shown in the Mobile ID client when user approves the signature, base64



encoded.



• tbsHidden - Data signed in the detached CMS signature, base64 encoded.
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More information can be found in Swisscom AIS and Swisscom SRS.



How to validate



Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic



Message Syntax.



Output from validation to provide to Signee Validation in Container Format is:



• User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.



• Hashed TBS



• Hash algorithm



Draw Signature



The draw signature signing method is an electronic counterpart to traditional handwritten signatures.



Using draw signature, the end user draws a signature on a web canvas. The signing method is not



classified as an advanced electronic signature in that it does not tie the user to the contents signed and



does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic



signatures are not required.



Signature format



The signature is represented as an SVG/PNG image.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - In the form of a swedish personal number.



• personSurname - Surname



• personGivenName - Givenname



• signatureMethod - Will be draw-signature.



• signature - The SVG or PNG image, base64 encoded.



• signatureContentType - The content type of signature eg. image/svg, image/png.



How to validate



Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the



same way as an advanced signature. Also, as the case of traditional handwritten signatures where



there are no formal requirements placed, ocular comparison does not add to trustworthiness.
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API Signature



The API Signature is an electronic signature which is done by consuming the web service exposed by



Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web



service. Using this method, user can also send the timestamp of actual time when the sign event took



place. This signing method is not classified as an advanced electronic signature in that it does not tie



the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in



use cases where advanced electronic signatures are not required.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• personNr - In the form of a swedish personal number.



• personSurname - Surname



• personGivenName - Givenname



• signatureMethod - Will be api-signature.



• signedOn - Time at which the agreement was actually signed (stated by user)



How to validate



Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the



same way as an advanced signature.



SMS Signature



SMS Signature is an electronic signature created by responding to an SMS with context specific



content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered



mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP



Number is generated by TOTP algorithm by hashing the current time along with the agreement



information. OTP can be regenerated and verified by the same logic provided the given time &



agreement information are same.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• mobile - Mobile no of the signee.



• timestamp - Date when signing was started.



• agreementName - Name of the agreeement.
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• signatureMethod - Will be sms-signature.



• OTP - One Time Password.



How to validate



One Time Password (OTP) can be verified using the following algorithm from the attributes



(agreementName, mobile, timestamp).



• HASHLG : Use SHA-256 algorithm to generate hash of the given input.



• hash (array): HASHLG( agreementName + mobile + timestamp)



• random (function): hash[ ${param1} ] & ${param2} << ${param3}



• otp : Follow the below steps to generate OTP from the hash.



◦ offset = random(hash.length - 1, 15, 0)



◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |



random(offset + 3, 255, 0)



◦ otp = binary % 1000000



◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.



• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.



Email Signature with OneTimePassword



Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)



based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to



the registered email address of the signee. The Signee has to submit the OTP in order to sign the



agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with



the agreement information. OTP can be regenerated and verified by the same logic, provided the given



time & agreement information are same.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• email - Email address of the signee.



• timestamp - Date when signing was started.



• agreementName - Name of the agreeement.



• signatureMethod - Will be email-signature.



• OTP - One Time Password.
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How to validate



One Time Password (OTP) can be verified using the following algorithm from the attributes



(agreementName, email, timestamp).



• HASHLG : Use SHA-256 algorithm to generate hash of the given input.



• hash (array): HASHLG( agreementName + email + timestamp)



• random (function): hash[ ${param1} ] & ${param2} << ${param3}



• otp : Follow the below steps to generate OTP from the hash.



◦ offset = random(hash.length - 1, 15, 0)



◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |



random(offset + 3, 255, 0)



◦ otp = binary % 1000000



◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.



• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.



Click Signature



Click signature is an electronic signature created by using a personalized link. The personalized link



can be shared by email or directly in an integrated application. When the signee visits the link, it will



take him to the agreement review page where he can click the sign button to sign the agreement.



Audit log



Each signature provides data for the Agreement Signed specified in Container Format. The data



provided is:



• email - Email address of the signee.



• timestamp - Date when signing was started.



• signatureMethod - Will be click-signature.



How to validate



Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has



to keep the link secret.



Reference documentation
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Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Nets eID Broker Technical reference for service providers, v1.2.3



Swisscom AIS All-in Signing Service Reference Guide, v2.15



Swisscom SRS Integration Guide Smart Registration Service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce



that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s



service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to



settle legal disputes. This document describes all the steps needed to validate the agreement.



Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The



agreement is stored as a PDF container where any proof of the validity of the agreement is contained



inside the actual container. The process spans from controlling the actual agreement content to



validating the Public Key Infrastructure (PKI) signature status.



The parts that should be validated and covered by this and other references documents are:



• Container validation



• Agreement content



• Retracing signature steps



Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in



Container Format.



Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container



Format how to locate all files of the agreement.



Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the



agreement to the last signee signing the agreement. The list is sorted by the time each action was



logged.



Audit Log Validation Process



Validate each audit entry in the log according to the "How to validate" section of each specific audit



entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.



If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is



considered invalid.



If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is



important to establish if the agreement is considered invalid because someone has tampered with it, or



if there are errors in the tools or in the documentation?



References



Document name Description



Overview Gives an overview of the Egreement agreement
function and links to the other documents.



Container Format Describes the details of how agreement
information is stored within the container PDF.



Signing Describes how Egreement handles the signature
process.



Validation Describes how to validate a container. Makes
references to other documents for validation
details.



BankidValidation Signature Profile for BankID, v2.3



Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8



Nets eID Broker Technical reference for service providers, v1.2.3



Swisscom AIS All-in Signing Service Reference Guide, v2.15



Swisscom SRS Integration Guide Smart Registration Service, v1.8



Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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 REVISIONSBERÄTTELSE 
 
 
 
Till föreningsstämman i Bostadsrättsföreningen Pallen 7 
769621-5750 
 
Rapport om årsredovisningen 
 
Vi har utfört en revision av årsredovisningen för Bostadsrättsföreningen Pallen 7 för år 2024. 
 
Styrelsens ansvar för årsredovisningen 
Det är styrelsen som har ansvaret för att upprätta en årsredovisning som ger en rättvisande 
bild enligt årsredovisningslagen och för den interna kontroll som styrelsen bedömer är 
nödvändig för att upprätta en årsredovisning som inte innehåller väsentliga felaktigheter, 
vare sig dessa beror på oegentligheter eller på fel. 
 
Revisorns ansvar 
Vårt ansvar är att uttala oss om årsredovisningen på grundval av vår revision. Detta kräver 
att vi planerar och utför revisionen för att uppnå rimlig säkerhet att årsredovisningen inte 
innehåller väsentliga felaktigheter. 
 
En revision innefattar att genom olika åtgärder inhämta revisionsbevis om belopp och annan 
information i årsredovisningen. Revisorn väljer vilka åtgärder som ska utföras, bland annat 
genom att bedöma riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa 
beror på oegentligheter eller på fel. Vid denna riskbedömning beaktar revisorn de delar av 
den interna kontrollen som är relevanta för hur föreningen upprättar årsredovisningen för att 
ge en rättvisande bild i syfte att utforma granskningsåtgärder som är ändamålsenliga med 
hänsyn till omständigheterna, men inte i syfte att göra ett uttalande om effektiviteten i 
föreningens interna kontroll. En revision innefattar också en utvärdering av 
ändamålsenligheten i de redovisningsprinciper som har använts och av rimligheten i 
styrelsens uppskattningar i redovisningen, liksom en utvärdering av den övergripande 
presentationen i årsredovisningen. 
 
Vi anser att de revisionsbevis som har inhämtat är tillräckliga och ändamålsenliga som grund 
för vårt uttalanden. 
 
Uttalanden 
Enligt vår uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen 
och ger en i alla väsentliga avseenden rättvisande bild av föreningens finansiella ställning 
per 2024-12-31 och av dess finansiella resultat för året enligt årsredovisningslagen. 
Förvaltningsberättelsen är förenlig med årsredovisningens övriga delar. 
 
Vi tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 







 
Rapport om andra krav enligt lagar och andra författningar 
 
Utöver vår revision av årsredovisningen har vi även utfört en revision av förslaget till 
dispositioner beträffande föreningens vinst eller förlust samt styrelsens förvaltning för 
Bostadsrättsföreningen Pallen 7 för år 2024. 
 
Styrelsens ansvar 
Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens 
vinst eller förlust, och det är styrelsen som har ansvaret för förvaltningen enligt 
bostadsrättslagen. 
 
Revisorns ansvar 
Vårt ansvar är att med rimlig säkerhet uttala mig om förslaget till dispositioner beträffande 
föreningens vinst eller förlust och om förvaltningen på grundval av vår revision.  
 
Som underlag för vårt uttalande om styrelsens förslag till dispositioner beträffande 
föreningens vinst eller förlust har vi granskat om förslaget är förenligt med 
bostadsrättslagen. 
 
Som underlag för vårt uttalande om ansvarsfrihet har vi utöver revisionen av 
årsredovisningen granskat väsentliga beslut, åtgärder och förhållanden i föreningen för att 
kunna bedöma om någon styrelseledamot är ersättningsskyldig mot föreningen. Vi har även 
granskat om någon styrelseledamot på annat sätt har handlat i strid med bostadsrättslagen, 
årsredovisningslagen eller föreningens stadgar. 
 
Vi anser att de revisionsbevis som inhämtat är tillräckliga och ändamålsenliga som grund för 
våra uttalanden.  
 
Uttalanden 
Vi tillstyrker att föreningsstämman disponerar resultatet enligt förslaget i 
förvaltningsberättelsen och beviljar styrelsens ledamöter ansvarsfrihet för räkenskapsåret.  
 
 
 
 
 
 
 
 
 
Rävisor AB 
David Walman 
Revisor 


 
 


  
 
 
 
 






[ {
  "agreementId" : "41330360-5739-11f0-bfc5-a76a68bd91a2",
  "agreementName" : "Årsredovisning",
  "agreementVersion" : "1.19",
  "agreementFiles" : [ {
    "fileName" : "dd8a0ed0-572e-11f0-965f-0d9df4be2873-signerat.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "1053034",
    "fileHash" : "8591a7b9bfe80d131454767d852df883d645fd97e98b04788d28f2274f7ff370",
    "fileId" : "413ec330-5739-11f0-bf76-216fc43a22b9"
  }, {
    "fileName" : "rb Pallen 7_20250702113941.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "47305",
    "fileHash" : "466cfb3ac65dfb4c983c5e263049c4d5576d1fae82ed67205bc7b76bb8472bef",
    "fileId" : "4151d600-5739-11f0-9eff-f9c901c7cf1b"
  } ],
  "signees" : [ {
    "personName" : "David Oskar Petter Walman",
    "personNr" : "8002043233",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Walman",
    "orgNr" : "7696215750",
    "personGivenName" : "David Oskar Petter",
    "email" : "david.walman@ravisor.se"
  } ],
  "time" : "2025-07-02T13:39:47.000+0200",
  "type" : "api",
  "user" : {
    "personName" : "API API_KEY",
    "orgName" : "Sveriges Mäklar- och Organisationstjänst AB",
    "ipAddress" : "188.126.93.49",
    "orgNr" : "5590421631"
  },
  "eventId" : 12,
  "eventClass" : "agreement_created",
  "id" : "41cc8440-5739-11f0-9ab6-61aea8592eab"
}, {
  "id" : "4266ef80-5739-11f0-9ab6-61aea8592eab",
  "time" : "2025-07-02T13:39:48.000+0200",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "david.walman@ravisor.se"
  } ]
}, {
  "id" : "43aaba20-5739-11f0-9120-837efc00c379",
  "time" : "2025-07-02T13:39:50.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "78.72.120.141"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "David Oskar Petter Walman",
    "personNr" : "8002043233",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Walman",
    "orgNr" : "7696215750",
    "personGivenName" : "David Oskar Petter",
    "email" : "david.walman@ravisor.se"
  }
}, {
  "signeeInfo" : {
    "personName" : "David Oskar Petter Walman",
    "orgName" : "Bostadsrättsföreningen Pallen 7",
    "personSurname" : "Walman",
    "orgNr" : "7696215750",
    "personGivenName" : "David Oskar Petter",
    "email" : "david.walman@ravisor.se"
  },
  "signingMetadata" : {
    "personNr" : "198002043233",
    "personSurname" : "Walman",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiA0MTMzMDM2MC01NzM5LTExZjAtYmZjNS1hNzZhNjhiZDkxYTIKRGF0dW06IDIwMjUtMDctMDIKCg==",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>i/cEBMY5xEh5rro4xiVQ8a/kR3ucMlkt0fYLJmM8nSI=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>MptJce4j3ggiBWRAQU36EE8FDy7JizHlGEY3E0Z53AE=</DigestValue></Reference></SignedInfo><SignatureValue>Jzi0nkN527lxOrMgvAnkMhUSFOS+EUCtRw9VpYbsFkgR9jigCxFx51rcLAyBt/Sg1KOERvjwv9kILwmYPZ9bvF64LFFLJzhf+xZNv+RZnIbn21chvsQ3fwmhsqhXyj/pnwXsAilq8mRH6nGx+IpBW9GQBKTQ5d7yuHERF88GoaN6q6RI9/NOIKjuvYkVv0wgfj0Soa+YkGg93CevdmhgbaqZLwSLVGyfOhV84zIR2BP4ovyJI+LVddnok/umb2MdfTJLeylgO5Kfwl7qH7e9vh9TpD1N9rD8PoYSJq65RX5B1S9rZaogyO3G/tQ9vap0JmN3/mFlNNL8PktFzu2Q7A==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>MIIF5TCCA82gAwIBAgIIXU54/wYOci4wDQYJKoZIhvcNAQENBQAwYzEkMCIGA1UECgwbRmluYW5zaWVsbCBJRC1UZWtuaWsgQklEIEFCMR8wHQYDVQQLDBZCYW5rSUQgTWVtYmVyIEJhbmtzIENBMRowGAYDVQQDDBFCYW5rSUQgUm9vdCBDQSB2MTAeFw0xMjAzMTYxMjIwNTVaFw0zNDEyMzExMjIwNTVaMIGHMQswCQYDVQQGEwJTRTEoMCYGA1UECgwfU3ZlbnNrYSBIYW5kZWxzYmFua2VuIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDA3Nzg2MjE5MDcGA1UEAwwwU3ZlbnNrYSBIYW5kZWxzYmFua2VuIEFCIChwdWJsKSBDQSB2MSBmb3IgQmFua0lEMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAlM4PavO3Nm17HbFAheeR32lkGIMyCOl1+IsQc6/T9X3t5BpEqajEdBUMNmWlLOD1GIGDd0mVoWW2HgvENg2+j2a5FwyycASdBTMu3Xq7eglB070wIIeGJBBqNSGHHLv7DmAK7r9xKX0iICK03jZ5FQfe5lWKey9Vf7SpZQT4lyXuCVNpPy0xiB2ap/+6tthNwknWeydfe9qT5nLEKSL5mpZA6k6/9mU4La1OH+EYBt0rZOVffIsx+CBsEDYmt85N2MswiL+XkMzUh0HPl86XwDfQeBYUSNFevihx1tpZkA9h2E55xCO6A8Rbczc7uZAXMsqJuVoq9bIjn0Yml2dNeCGQ0Zy6qVez51Y+yXgGRj9l3ItD6UNn6lUMXPoukFHHQJovIg0ktRaQMd+/ggEpf5mEzPdvfUWf6wqVgXmItVOpA1PAx+LPvd/RAcQWbeBTIUy5nOPspgOYLfKGPaA7rrU33UyiBcSKX8+x+E5hpD8iJus8bovxjseQEFkBgAZWvWLfHuBdIOhMqJD/TWD+PnRQ5syxFbE206Gh4pIMLKXRtEgl/aZAW3CT3Q0jP3C3DcHQH+hn57FbnblZ4u/s1ZULQtLnDNy9pZY0I/ODd25Db8+hS5FX/tH063YQXMql44F5sPu4JXDWpqzEL0w79UsIjVZlZ4Jnjv7Tzvddnz0CAwEAAaN4MHYwHQYDVR0OBBYEFIiMVkkEzRIDmp1LVpOEIuewAZ2NMA8GA1UdEwEB/wQFMAMBAf8wHwYDVR0jBBgwFoAUZ4q6supIHHr1O2g3J3IG65Fjy1MwEwYDVR0gBAwwCjAIBgYqhXBOAQEwDgYDVR0PAQH/BAQDAgEGMA0GCSqGSIb3DQEBDQUAA4ICAQB6q7Y0y/2fkwkzSiF4VO0YJCKARVDWQN9dBJY8RQVH1W57zgcQl0W4yvJwY4uVFPVNRcVUXl/xj6vX7wr32HPUKfHGK+PGJ69v1Q+Xto/y3Gs5V1HBj+u/4umN9/lgqpp3JroC+i47Z5TKhj4ffN/4/iNKvvITqkdBWeqUFEdMtpekYOSCm1mMHLNPjlCwUG+9x3zOqKKVGaELQE6ZmnauDkkUpa/QnW1k2pIK6B+tsYTmjfhqHKew9ggvy66fJuHkIlF4J5OIaaCVwTHO53lP3m7wWIuOrjNLqKiFdPVAERI+stCojRN4KE00oMaI8WwRuCCewbI+BXptRXYPo5yCABRjWXrscHdVcViUdyUyXzcVQwjgd6xdN15qTI9V2XHoiNH80enY2E5f/ql7ln58Gl3ASOoaI9kdniEzojKhodJhQjDQXFtGjXODbIPiLc4eynb75cXKKoS3jzcVmHJv6LIjeIwGWJ1vHk6agOIS940NSLhB9oruFW/V7oiZNUBIHeKxF74S9aYeEvF7tiCe2IL7HSXBblnrW3t+XhlDgajvMZAQFjjhqF21BkwwaPrX9yVc/4KM8PzKW/zQfPeDE+rEZ1mWWWiJNAf6i1nC9M8XbB7GaTQ3ILMKKi3t5Q9+sG5U4pC7Vu2ZOK2tsmRRHkSH9rtt44vzxJwNsdBrVw==</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIsOFcnNyZWRvdmlzbmluZyIgCklEOiA0MTMzMDM2MC01NzM5LTExZjAtYmZjNS1hNzZhNjhiZDkxYTIKRGF0dW06IDIwMjUtMDctMDIKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiZGQ4YTBlZDAtNTcyZS0xMWYwLTk2NWYtMGQ5ZGY0YmUyODczLXNpZ25lcmF0LnBkZiIKODU5MSBhN2I5IGJmZTggMGQxMyAxNDU0IDc2N2QgODUyZCBmODgzIGQ2NDUgZmQ5NyBlOThiIDA0NzggOGQyOCBmMjI3IDRmN2YgZjM3MAoKInJiIFBhbGxlbiA3XzIwMjUwNzAyMTEzOTQxLnBkZiIKNDY2YyBmYjNhIGM2NWQgZmI0YyA5ODNjIDVlMjYgMzA0OSBjNGQ1IDU3NmQgMWZhZSA4MmVkIDY3MjAgNWJjNyBiNzZiIGI4NDcgMmJlZgotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>NlBRZvgHagM7dM3xMUc4CklnbDk=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40My4w</version><env><ai><type>SU9T</type><deviceInfo>MTguNQ==</deviceInfo><uhi>O2qDTxc/HVwFtg3Q5OMmXejopUg=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>face1</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "45dc4020-5739-11f0-84e4-794a998e390a",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiZGQ4YTBlZDAtNTcyZS0xMWYwLTk2NWYtMGQ5ZGY0YmUyODczLXNpZ25lcmF0LnBkZiIKODU5MSBhN2I5IGJmZTggMGQxMyAxNDU0IDc2N2QgODUyZCBmODgzIGQ2NDUgZmQ5NyBlOThiIDA0NzggOGQyOCBmMjI3IDRmN2YgZjM3MAoKInJiIFBhbGxlbiA3XzIwMjUwNzAyMTEzOTQxLnBkZiIKNDY2YyBmYjNhIGM2NWQgZmI0YyA5ODNjIDVlMjYgMzA0OSBjNGQ1IDU3NmQgMWZhZSA4MmVkIDY3MjAgNWJjNyBiNzZiIGI4NDcgMmJlZgotLS0tLS0tLS0t",
    "personGivenName" : "David Oskar Petter",
    "startDate" : "2025-07-02T11:39:54.759+0000",
    "transactionId" : "1bf1ab652d78a7dbf21b316daca6d6e0"
  },
  "time" : "2025-07-02T13:40:06.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "78.72.120.141"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "4d1db3f0-5739-11f0-b92c-a5b8e41e0cee"
} ]
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Purpose
This document gives an introduction to the collection of reference documentation added to each


agreement signed using Egreement’s service. In case of agreement disputes, this documents and its


referrals should be used as a handbook on how to verify agreements.


Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the


reference documentation.


Glossary


Term Description


Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.


Agreement Creator User who creates the initial agreement and add
contracting parties.


API Application Programming interface


Audit Log The log of events associated with each agreement.


CMS Cryptographic Message Syntax


Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.


Contracting Party User who is to sign an agreement.


Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com


EID Electronic identity such as a certificate or online
identity of some kind.


Hash A cryptographic hash, see Signing


JSON JavaScript Object Notation


NTP Network Time Protocol


OCSP Online Certificate Status Protocol


PKCS Public Key Cryptography Standards
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Term Description


PKI Public Key Infrastructure


PDF Portable Document Format from Adobe Systems


Signee When a contracting party has signed an
agreement, the party becomes a signee.


TBS To Be Signed. A textual representation of an
agreement.


Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.


XML Extensible Markup Language


Agreement Basics
An agreement has a number of artifacts that together form an agreement:


Figure 1. Agreement content


• Agreement name chosen by Agreement Creator.


• Agreement ID automatically generated by Egreement’s system.


• Files of different formats, such as text or images, that form the contractual part of the agreement.


• Audit log, created by the Egreement system, keeping records of all major events that have taken
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place in the process of concluding the agreement.


• Reference documentation on how Egreement manages agreement creation, signing and conclusion.


This very document is the introduction and first part of the reference documentation.


Version Properties
The following properties apply for the current version of the agreement implementation:


• Agreement File hash algorithm: SHA-256


• Agreement File hash encoding: Hex string


• Reference documents:


◦ Overview


◦ Container Format


◦ Signing


◦ Validation


Workflow
The Egreement workflow contains a number of stages.


1. Create agreement - Start


2. Add agreement files - Upload attachments


3. Add contracting parties - Add people who are to sign the agreement


4. Signature creation - All contracting parties sign the agreement


5. Download - Agreement can be downloaded (optional)


Agreement Creation


When an agreement is to be created, the user chooses a name for the agreement and an ID is


automatically generated.


Agreement Files


An agreement file is a part of the agreement. The file can be of any format. If the file format can be


presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties


After the agreement has been set up, all contracting parties who should sign the agreement are added.


Signature Creation


The user should always sign the complete agreement including all attached files. Metadata which will


serve as proof of user consent to the agreement will be automatically added by the system, making the


agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.


The actual signature creation is handled differently depending on signing method.


In the signature workflow, a number of signees can individually sign the same agreement. The


aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing


is described in detail in Signing.


After the last signee has signed, the agreement will be concluded and therefore the process and


agreement files will be closed.


Download


It is possible to download an agreement from the system to store it offline. The downloaded agreement


is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,


are tied to every individual signee. Since this downloaded agreement is more than just a document, it


is referred to as a Container.


Egreement currently supports PDF as container-format which is described more in detail in Container


Format.


Logging


All actions associated with the agreement are stored in the audit log.


Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation


document describes the process how to verify the agreement’s validty.


Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate


agreements concluded through the Egreement application. The document describes the content,


structure and semantics of the agreement container, required to understand in order to evaluate


agreements or settle possible disputes.


Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a


collection of different information artifacts concerning an agreement made between one or more


contracting parties. Artifacts can be the text on which agreement parties are to agree, individual


parties’ acceptance statements, or records of the events associated with the conclusion of the


agreement. In order to store this information in a secure and self-contained manner, a Container is


needed. The container is simply a file storing all the information needed in a structured and well-


defined way.


Generic Container Structure
The container includes the following artifact types:


• Agreement File - One or more documents, or other types of files (such as images), either uploaded


by the agreement creator or provided by the Egreement application, that togehter constitute the


agreement.


• Audit Log - A log, created by the Egreement system, with recordings of all major events that have


taken place in the process of concluding the agreement.


• Reference Documentation - Documentation how Egreement manages agreement creation, signing


and closing.


• Verification - An agreement summary, including a listing of included agreement files, signees and


an extract of the audit log.


PDF Container


The container format used by Egreement is PDF. All of the listed artifact types are stored as so called


attachments in the PDF container. The reason for adding agreement artifacts as attachments is that


this makes it possible to provide traceability throughout the complete signing process. In order for a


reader to easily be able to view the contents of the agreement, a selection of the attachments is


"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview



Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is


recommended to use the official Adobe Acrobat Reader to view Egreement PDF


containers.


Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also


note that the description field holds the artifact type of the attachment.


Figure 2. PDF Attachments
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How to Validate


The container is a valid PDF agreement if it holds the artifacts defined above.


Container Content


Agreement File


Artifact type: Agreement file


Agreement files are the parts of the agreement which the agreement creator uploads or selects to be


included. These could be documents, forms, images or virtually any type of file. Furthermore,


agreement files can be divided into two categories, agreement files possible to visualize and non-


possible to visualize.


Agreement Files Possible to Visualize


Files possible to visualize, are added as attachments to the container just as all other artifact types, but


they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view


the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,


image-type files and text files.


Agreement Files Non-Possible to Visualize


Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,


though it is represented with name, size and hash of the file. These file types are typically technically


hard or impossible to create a visual representation of, e.g. a sound file or a video file.


How to Validate


To understand what has been agreed and to establish if there is a dispute or if the disagreement


between the contracting parties is actually covered by the agreement, please read and understand the


actual content of the agreement.


Audit Log


Artifact type: Audit log


The audit log attachment is a well-defined, JSON formatted, document presenting all the important


events that have occurred from when the agreement was created until the agreement was closed.


Refer to the "Workflow" chapter in Overview for more details.


The following audit log entry types are defined:
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• Agreement Created


• Agreement Viewed


• Agreement Signed


• Agreement Rejected


• Agreement ExpireOn Changed


• Message Sent


The different log entry types are described in detail below.


Common Structures


All log entry types share common information that is included in every log entry logged.


Table 1. Common Attributes


Parameter name Parameter value example(s) Description


time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.


id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b


An ID of this particular event
(can either be a numeric long
value or Time based UUID).


eventClass agreement_created Name of the type, as listed
below.


eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.


userInfo See UserInfo Information about a user.


UserInfo


The UserInfo structure holds information about the user triggering an event, users being contracting


parties of an agreement as well as other users. Note that only a subset of the parameters is included,


depending on the situation where the UserInfo structure is used.


Table 2. UserInfo


Parameter name Parameter value example(s) Description


ipAddress 212.94.55.131 The IP address of the user.


email john@example.org The user’s email address.


mobile +4670123456789 The user’s mobile phone
number.
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Parameter name Parameter value example(s) Description


personNr 19550505-1234 (Sweden),
220750-999Y (Finland)


The user’s personal identity
number.


personName John Smith The first and last name of the
user.


personGivenName John The first name of the user.


personSurname Smith The last name of the user.


orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.


orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.


AgreementFileInfo


The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the


user. See Agreement File.


Table 3. AgreementFileInfo


Parameter name Parameter value example(s) Description


fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b


The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).


fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.


fileMimetype application/pdf The agreement file mime type.


fileSize 42253 The size, in bytes, of the
agreement file.


fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.


How to Validate


See Validation how to validate the entire audit log.


Agreement Created


This event is logged when the agreement is created. This is always the first log entry for each
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agreement, i.e. no events can take place before this event has occurred.


• EventClass: agreement_created


• EventId:


◦ 10: When a private user creates an agreement using the web application.


◦ 11: When a company user creates an agreement using the web application.


◦ 12: Agreement created using the API.


Table 4. Agreement Created Specific Information


Parameter name Parameter value example(s) Description


agreementName MyEmployeeAgreement User specified name of the
agreement.


agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b


System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).


agreementVersion 1.18 Version of the agreement
container format.


agreementLocale sv_SE Locale of the agreement
container.


signees List of UserInfo A listing of the signees defined
as parties in the agreement.


agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.


How to Validate


Validating this audit entry requires a number of steps all documented below.


EventTypeId Validation


Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.


Table 5. EventType effect on UserInfo


Type How to validate UserInfo


10 orgNr and orgName must not be set


11 personNr, orgNr and orgName must be set


12 orgNr and orgName must be set
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Agreement Metadata


All metadata parameters must be validated according to table below.


Table 6. Agreement Created Metadata Verification


Parameter name How to validate


agreementName Must be present


agreementId Must be present


agreementVersion Must be less than or equal to 1.16


agreementLocale If present, Must be a valid locale and container
verification page must be in this language


signees See Signees Validation


agreementFiles See Agreement File Validation


Agreement File Validation


Validate that all Agreement File are the correct ones, that they are included, and that there are no


additional files than the ones listed in the audit log.


Audit Log


Check all agreement files in this audit entry and verify that they all exist in the container. Do this by


identifying the attachment by the ID and name stated in the audit entry.


Attachments


Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and


make sure that they are all listed in the create agreement audit entry.


Check Hashsums


For each agreement file, compute the hash and check that the hash in the audit entry is correct.


Signees Validation


Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees


is equal to the number of Agreement Signed entries.


Agreement Viewed


This event is logged every time an agreement is viewed or downloaded.


• EventClass: agreement_viewed


• EventId:


◦ 20: When a user views an agreement using the web application.
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◦ 21: When a user views an agreement using a mail link.


◦ 22: When a user views an agreement by downloading it using the web application.


◦ 23: When a user views an agreement using a mail link that is protected using two-factor


authentication.


Agreement Viewed Specific Information


None


How to Validate


Check that time of entry is after Agreement Created.


Agreement Signed


This event is logged every time a user signs an agreement.


• EventClass: agreement_signed


• EventId:


◦ 30: When a user signs the agreement, not being the last signee.


◦ 31: When a user signs the agreement as the last signee.


◦ 32: When a user tries to sign the agreement but signing fails.


Table 7. Agreement Signed Specific Information


Parameter name Parameter value example Description


signeeInfo See UserInfo Information about the signee.


signMetadata See SignMetadata Signing metadata produced in
the signing process.


Table 8. SignMetadata


Parameter name Parameter value example Description


signatureMethod bankid The ID of the signing method
used.


signature PD94bWwgdm…duYXR1cmU+ The signature, base64 encoded.
The underlying format depends
on the signature method used.


ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.
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Parameter name Parameter value example Description


message MzJhMDYxN2FhYjRjOWZlNzI1Zj
FiNWJjNDQxMj…


The text shown to the signee
before approving the signature
request. Text is NOT signed, just
kept for audit purposes.


tbs SSBzaWduOiAiQ29udHJhY3QiIA
pJRDogNjdkN2…


The text being signed by the
signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.


tbsHidden LS0tLS0tLS0tLQpDb250ZW50Og
oKImJsdWUucG…


Hidden additional text also
being signed, base64 encoded.
This parameter is only included
for some signing methods.


How to Validate


Check that time of entry is after Agreement Created.


EventType Validation


Table 9. EventType effect on validation


Type How to act


30 Verify as described below.


31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.


TBS Validation


In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where


applicable) will be stored as a part of SignMetadata.


For simple electronic signature methods, TBS validation is not applicable.


Signature Validation


Fetch the signature method pointed out by SigningMethod and verify the signature according to the


corresponding chapter in Signing


Signee Validation


The output from the Signature Validation should be validated according to table below.
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Output type How to validate


Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.


User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.


TBS or hash of TBS If TBS validation applies, check that TBS and/or
tbsHidden matches the SignMetadata.


Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.


Agreement Rejected


This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.


• EventClass: agreement_rejected


• EventId:


◦ 40: Agreement rejected by user.


◦ 41: Agreement auto-rejected due to validity timeout.


◦ 42: Agreement withdrawn by agreement creator.


Agreement Rejected Specific Information


None


How to Validate


If one of these audit entries are found, the agreement is not a valid agreement.


Agreement ExpireOn Changed


This event is logged when the agreement expiry date is changed.


• EventClass: agreement_expire_on_changed


• EventId:


◦ 80: Agreement expiry date changed by user.


Table 10. Agreement ExpireOn Changed Specific Information
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Parameter name Parameter value example Description


agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


How to Validate


Check that time of entry is after Agreement Created.


Message Sent


A message is logged each time the system sends a mail to parties involved in the agreement.


• EventClass: message_sent


• EventId:


◦ 50: Message sent due to event IDs: 10-12


◦ 51: Message sent due to event ID: 30.


◦ 52: Message sent due to event ID: 31.


◦ 53: Message sent due to event ID: 40.


◦ 54: Message sent due to event ID: 41.


◦ 55: Message sent when agreement is shared.


◦ 56: Message sent when agreement sharing is cancelled.


◦ 57: Message sent when agreement validity is about to expire.


◦ 58: Message sent as a reminder of agreement creation.


◦ 60: Message sent due to event ID: 20-23.


Table 11. Message Sent Specific Information


Parameter name Parameter value example Description


sentTo List of UserInfo A listing of the users to whom
the message is sent.


How to Validate


Check that time of entry is after Agreement Created.
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Format


The audit log is included in the container as a JSON-formatted file.


Audit log example


[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.16",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
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    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  }, {
    "personName" : "Alice A",
    "mobile" : "+4670123456789"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
  "eventId" : 30
} ]


Reference Documentation


Artifact type: Reference documentation


Included in the container is also the reference documentation which documents the container format,


overview and details about signing and validation, Etc.


Table 12. Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


Verification


Artifact type: Verification


The verification page is included as an attachment in the container, and is also mirrored to the visible


part of the container PDF. The purpose of the verification is to provide the reader with a summary of


the content of the agreement, in combination with important events that have occurred during the


agreement creation and signing process. An overview of the contents of the verification is given below.


Basic Information


Includes the most basic, and always present, information of the agreement. See Agreement Created for


more details.


• Agreement ID


• Agreement name


• Agreement version


• Creation date


Agreement Files


Lists the different files that the agreement includes. This is primarily the documents uploaded by the


user, which include agreement text and other data. See AgreementFileInfo for more details.


Each agreement file is listed with the following properties:


• Agreement file ID


14



https://www.ietf.org/rfc/rfc2630





• Agreement file name


• Agreement file mime type


• Agreement file size


• Agreement file hash


Signees


Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed


with the following properties:


• Signee person number ID


• Signee name


• Signee sign date


Audit Log Extract


The verification ends with a summarizing extract from the audit log. It includes the most important


events and information from the audit log, whereas audit information that is of secondary importance


is filtered out.


Change Log


Agreement Version : 1.1


• Date of Change : 2017-02-28


• Logs


◦ Representation of agreement parts which are not possible to visualize are to include last


modified date along with the existing information (Name, Size, Hash).


◦ Layout is also changed to display the additional information vertically.


◦ Agreement File section of Verification page to include last modified date & time.


◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).


Agreement Version : 1.2


• Date of Change : 2017-03-15


• Logs


◦ File Title is included in non visible agreement parts.


◦ Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3


• Date of Change : 2017-06-21


• Logs


◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced


Agreement Version : 1.4


• Date of Change : 2018-02-01


• Logs


◦ Audit Events are allowed to have id as Long (number) or UUID


◦ New Signature Method Click signature introduced


Agreement Version : 1.5


• Date of Change : 2018-05-31


• Logs


◦ Norwegian BankID is introduced


Agreement Version : 1.6


• Date of Change : 2018-07-31


• Logs


◦ More information about signature added on attest page


Agreement Version : 1.7


• Date of Change : 2019-01-16


• Logs


◦ Draw signature image added on attest page


Agreement Version : 1.8


• Date of Change : 2019-02-01


• Logs


◦ Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9


• Date of Change : 2019-04-04


• Logs


◦ Agreement locale added for agreement created event in auditlog.json


Agreement Version : 1.10


• Date of Change : 2019-05-16


• Logs


◦ Enable rendering of txt files on visual part of the PDF.


Agreement Version : 1.11


• Date of Change : 2019-05-14


• Logs


◦ Agreement expire on changed event added in auditlog.json


Agreement Version : 1.12


• Date of Change : 2020-04-20


• Logs


◦ Localized signing method display text on attest page & in auditlog.json


Agreement Version : 1.13


• Date of Change : 2020-10-22


• Logs


◦ Finnish EID is introduced


Agreement Version : 1.14


• Date of Change : 2021-08-03


• Logs


◦ TBS explanation is extended
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Agreement Version : 1.15


• Date of Change : 2021-11-07


• Logs


◦ Norwegian BankID signing documentation is updated


◦ Norwegian BankID signing by the means of authentication is introduced


Agreement Version : 1.16


• Date of Change : 2022-04-30


• Logs


◦ Danish signing using MitID is introduced


Agreement Version : 1.17


• Date of Change : 2022-07-15


• Logs


◦ Watermark logo removed


◦ Verification page logo changed


Agreement Version : 1.18


• Date of Change : 2023-10-02


• Logs


◦ Qualified electronic signing using Swisscom Mobile ID is introduced


Agreement Version : 1.19


• Date of Change : 2024-04-17


• Logs


◦ Watermark logo added


◦ Verification page logo changed


Reference Documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible


to verify the signatures of agreements signed using the Egreement service.


Overview
This document describes how Egreement handles the signature process, from how to make all


agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.


System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system


protects the signing process.


All parts providing evidence for the signature, such as hardware, operating system and software, have


to be trusted.


Hardware


Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center


with high availability requirements, used by large banks and e-commerce companies.


Software


For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to


show when certain events occur and are an important evidence when validating an agreement.


The platform synchronizes its time over the standardized Network Time Protocol (NTP).


Electronic Signatures
An electronic signature is any electronic means that indicates that a person consents to the contents of


an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such


signatures:


• Simple Electronic Signatures


• Advanced Electronic Signatures


• Qualified Electronic Signatures


These signatures are created using an electronic identity that has a certain security Level of Assurance
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(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,


taking into account the enrollment process as well as protection of the authentication needed to use


the identity.


• Low - For example self-registration.


• Substantial - Providing and verifying identity information in a structured way.


• High - For example a requirement to have a physical meeting before issuing an identity.


Simple Electronic Signature (SES)


• Basic electronic signature with low assurance.


• Typically equivalent to a handwritten signature.


• Minimal identity verification required.


Is defined as "data in electronic form which is attached to or logically associated with other data in


electronic form and which is used by the signatory to sign".


Supported methods


• Draw Signature - A handwritten signature drawn on a digital canvas.


• API Signature - A signature created by consuming the web service exposed by Egreement AB.


• MitID low - Danish MitID on LOA level low


• Click Signature - A signature created by personalized link.


Advanced Electronic Signature (AES)


• is uniquely tied to the signatory,


• uniquely linked to and capable of identifying the signatory


• created in a way that allows the signatory to retain control


• linked to the document in a way that any subsequent change of the data is detectable.


Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.


Supported methods


• Swedish BankID


• Norwegian BankID


• Finnish strong identification


• Danish MitID - MitID on LOA level substantial


• SMS Signature - A signature created by responding to an SMS with context specific content.
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• Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based


email service.


Qualified Electronic Signature (QES)


A qualified electronic signature is an advanced electronic signature which is additionally:


• Highest Level of Assurance and trust.


• created by a qualified signature creation device (QSCD)


• Requires a qualified digital certificate from a qualified trust service provider.


• Legal equivalence to a handwritten signature in many jurisdictions.


Supported methods


Electronic signatures based on PKI where the signature is the highest level of electronic signature


under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.


• Swisscom Mobile ID


Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof


agreement files.


The following chapters introduce some concepts needed to understand cryptography based signatures.


Cryptographic Hash Functions


A cryptographic hash function is any function that can be used to map data of arbitrary size to data of


fixed size where it is practically impossible to find two pieces of input that produces the same hash


value. It is a one way transformation that produces the same result every time. The result is called a


hash and since it is a one way function, it is not possible to re-create the input behind a hash.


Examples on hash functions are:


• SHA.2


• RIPEMD


• Whirlpool


Asymmetric Encryption


In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric
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encryption. The difference between them is that the symmetric encryption uses one single key for both


encryption and decryption, while asymmetric uses one key for encryption and another for decryption.


The fact that there are two keys can also be used for creating signatures and serves as a base for many


types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure


(PKI).


Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only


key that can decrypt the crypto text is the other key belonging to the pair. One key is private and


should not be shared with anyone, the other is public and is used to verify signatures created with the


private key.


Examples on asymmetric keys are:


• RSA


• DSA


Digital Signatures


When signing using asymmetric keys, the signature result is called a raw signature and is just a binary


blob of a specific size, without any information at all. In order for the signature to be used in a


distributed environment, there is a need to add information on who signed the blob, what was signed


and so on.


The combination of metadata and the raw signature is called a digital signature. Some information is


optional:


• Signature time


• X.509 Signature Certificate


• X.509 CA Certificates (who issued the X.509 Signature Certificate)


• Signature text (TBS)


• Hash algorithms used


• Signature algorithm used


• The raw signature


Examples on digital signature formats are:


• CadES/CMS/PKCS#7


• XAdES


Signing
To sign an agreement a number of actions need to be executed:
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• Create text representation of agreement


• Create digital signature


Create text representation


For advanced electronic signatures, where the agreement contents is logically tied to the created


signature, the text needs to be prepared in order to suit the signing method used. The textual


representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text


that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata


with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.


It is not possible to sign the actual agreements, since there is a risk that the agreement files are too


large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and


create a representation of it.


For non-advanced signatures, where the agreement contents is not directly tied to the signature, the


above preparation is normally not needed.


Digital signature clients allow us to send two different types of TBS. They are:


• Visible TBS


• Hidden TBS - Swedish BankID only


Visible TBS


TBS text that is exposed to the signatories by the digital signature clients. General information about


the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different


between signing clients and also have different localizations it will be saved together with the digital


signature. In cases where hidden TBS is not supported, the visible TBS will contain information that


otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,


the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated


as if the ordered agreement files were a single file.


Example


I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016


Hidden TBS


TBS text that is hidden from the signatories by the digital signature clients. Agreement content is


reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients


as a hidden TBS. This is currently only supported for Swedish BankID.
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Example


----------
Content:


"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73


"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------


Create Digital Signature


For advanced electronic signatures, the cryptographic signature is created by applying the private key


from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset


is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods


describes all methods supported.


For non-advanced signatures, signature creation will vary depending on the method.


Signature Methods
Currently, the following signing methods are supported:


• Swedish BankID (advanced electronic signature)


• Norwegian BankID (advanced electronic signature and authentication)


• Finnish strong identification


• Danish MitID


• Swisscom Mobile ID (qualified electronic signature)


• Draw Signature


• API Signature


• SMS Signature


• Email Signature with OneTimePassword


• Click Signature


These are described in detail below.
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Swedish BankID


Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is


owned by a number of large swedish banks.


It is a PKI based solution with support for file based tokens as well as smart cards, supported on a


number of platforms for desktop and mobile.


Signature format


The BankID client produces an XML Digital Signature as specified in BankID Signature profile.


Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - In the form of a Swedish personal identity number.


• personSurname - Surname in capital letters.


• personGivenName - Given name in capital letters.


• startDate - Date when signing was started.


• signatureMethod - Will be bankid or bankid-otherunit.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed, base64 encoded.


• tbsHidden - Hidden data being signed, base64 encoded.


How to validate


Validate the signature according to BankID Signature profile.


Output from validation to provide to Signee Validation in Container Format is:


• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the


signature.


• Hashed TBS.


• TBS Hash algorithm.


Norwegian BankID - advanced electronic signature


Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.


It is a PKI based solution that uses a one time password in combination with a personal password,
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supported on a number of platforms for desktop and mobile.


Signature format


The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the TBS.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be signature.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7


signature.


• Hashed TBS


• Hash algorithm


Norwegian BankID - authentication


Authentication based signing is also provided by the means of Norwegian BankID.
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Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.


How to validate


As an authentication alone does not digitally sign the agreement content, the person details such as


given name, surname and date of birth must be compared with the requested signee.


Finnish strong identification


Strong identification broker services are provided by Telia Finland for banks and mobile operators in


the Finnish Trust Network ("FTN").


Identity format


Telia produces a signed JWT which contains information about the person.


Table 1. Signed Attributes


Attribute Name Attribute Value


urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus


urn:oid:2.16.840.1.113730.3.1.241 Full name


urn:oid:2.5.4.4 Surname


urn:oid:1.2.246.575.1.14 Given name


More information can be found in Telia Tunnistus.
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Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - Finnish personal identity code.


• personSurname - Surname


• personGivenName - Given name


• startDate - Date when signing was started.


• signatureMethod - Will be eid-fi.


• transactionId - Transaction ID from backend system.


• signature - Signed JWT (from Telia).


• publicKey - Public key (JWK) for the signed JWT (from Telia).


How to validate


The signed JWT can be verified using the public key.


Danish MitID


Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.


Signature format


The signature flow for Danish MitID is performed as a text followed by end-user authentication, so


there is no signature produced. Thus a signature format does not exist.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Danish personal identity number.


• personName - Full name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.


◦ The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when


initiating the signature.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.
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• tbs - Data that was shown to user before authenticating, base64 encoded.


More information can be found in Danish MitID.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the


entries in the audit log.


Swisscom Mobile ID


Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.


It is a PKI based solution that uses a smartphone application to authenticate signees. After successful


authentication a short lived certificate is issued that is used to produce a Qualified Electronic


Signature.


Signature format


Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the tbsHidden and message is the message shown to


the user in the Mobile ID client.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no used to trigger the signee’s authentication of the signature.


• personName - Full name.


• personSurname - Surname.


• personGivenName - Given name.


• personSerialNumber - Swisscom evidenceId.


• startDate - Date when signing was started.


• signatureMethod - Will be swisscom-qes.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• message - Message shown in the Mobile ID client when user approves the signature, base64


encoded.


• tbsHidden - Data signed in the detached CMS signature, base64 encoded.
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More information can be found in Swisscom AIS and Swisscom SRS.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.


• Hashed TBS


• Hash algorithm


Draw Signature


The draw signature signing method is an electronic counterpart to traditional handwritten signatures.


Using draw signature, the end user draws a signature on a web canvas. The signing method is not


classified as an advanced electronic signature in that it does not tie the user to the contents signed and


does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic


signatures are not required.


Signature format


The signature is represented as an SVG/PNG image.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be draw-signature.


• signature - The SVG or PNG image, base64 encoded.


• signatureContentType - The content type of signature eg. image/svg, image/png.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. Also, as the case of traditional handwritten signatures where


there are no formal requirements placed, ocular comparison does not add to trustworthiness.
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API Signature


The API Signature is an electronic signature which is done by consuming the web service exposed by


Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web


service. Using this method, user can also send the timestamp of actual time when the sign event took


place. This signing method is not classified as an advanced electronic signature in that it does not tie


the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in


use cases where advanced electronic signatures are not required.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be api-signature.


• signedOn - Time at which the agreement was actually signed (stated by user)


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature.


SMS Signature


SMS Signature is an electronic signature created by responding to an SMS with context specific


content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered


mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP


Number is generated by TOTP algorithm by hashing the current time along with the agreement


information. OTP can be regenerated and verified by the same logic provided the given time &


agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.
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• signatureMethod - Will be sms-signature.


• OTP - One Time Password.


How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, mobile, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + mobile + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Email Signature with OneTimePassword


Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)


based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to


the registered email address of the signee. The Signee has to submit the OTP in order to sign the


agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with


the agreement information. OTP can be regenerated and verified by the same logic, provided the given


time & agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.


• signatureMethod - Will be email-signature.


• OTP - One Time Password.
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How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, email, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + email + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Click Signature


Click signature is an electronic signature created by using a personalized link. The personalized link


can be shared by email or directly in an integrated application. When the signee visits the link, it will


take him to the agreement review page where he can click the sign button to sign the agreement.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• signatureMethod - Will be click-signature.


How to validate


Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has


to keep the link secret.


Reference documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce


that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s


service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to


settle legal disputes. This document describes all the steps needed to validate the agreement.


Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The


agreement is stored as a PDF container where any proof of the validity of the agreement is contained


inside the actual container. The process spans from controlling the actual agreement content to


validating the Public Key Infrastructure (PKI) signature status.


The parts that should be validated and covered by this and other references documents are:


• Container validation


• Agreement content


• Retracing signature steps


Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in


Container Format.


Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container


Format how to locate all files of the agreement.


Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the


agreement to the last signee signing the agreement. The list is sorted by the time each action was


logged.


Audit Log Validation Process


Validate each audit entry in the log according to the "How to validate" section of each specific audit


entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.


If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is


considered invalid.


If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is


important to establish if the agreement is considered invalid because someone has tampered with it, or


if there are errors in the tools or in the documentation?


References


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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