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Styrelsen för Brf Vasafortet i Linköping, organisationsnummer 769633-4452, avger härmed följande
årsredovisning för räkenskapsåret 2024-01-01 - 2024-12-31. Om inte annat särskilt anges, redovisas alla belopp i
hela kronor.

 

Förvaltningsberättelse
Verksamheten
Allmänt om verksamheten
Föreningen har till ändamål att främja medlemmarnas ekonomiska intresse genom att i föreningens hus
upplåta bostadslägenheter under nyttjanderätt och utan tidsbegränsning.

Bostadsrättsföreningen registrerades 2016-12-05. Föreningens nuvarande ekonomiska plan registrerades 2018-
09-12 och nuvarande stadgar registrerades 2017-08-15 hos Bolagsverket.

Föreningen har ingen aktuell underhållsplan.
 
Föreningens säte är i Linköping.

 
Föreningen disponerar tomten genom:
Äganderätt

 
Försäkring
Länsförsäkringar Östgöta.

 
Styrelse
Ordförande Jonas Ljungberg
Ledamot Mikael Karlsson
Ledamot Otto Ottosson
Ledamot Carl Henrik Prestor
Ledamot Emil Andersson

 
Styrelsen har under året hållit 8 sammanträden.
Firmatecknare har varit två i förening av ledamöterna.

 
Föreningsstämma
Ordinarie föreningsstämma hölls 2024-05-30.

 
Revisor
Revisor Fridolf Gustavsson

 
Valberedning
Valberedningen har bestått av Stellan Eklöf.
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Information om fastigheten
Föreningens adresser:

Erdtmans gata 1 och 3
Slöjdgatan 5
Idun Lovéns gata 2 och 4

 
Nybyggnadsår: 2018
Värdeår: 2018

 
Fastighetsbeteckning: ALNEN 17

 

Totalt antal bostadslägenheter: 77

Totalyta (m²): 5 099.5

Bostadslägenheter
upplåtna med bostadsrätt

Antal Total yta m²

1 rok 12 395
2 rok 42 2 360.5
3 rok 19 1 547
4 rok 4 393
Summa 77 4 695.5

 

 
 

Lokaler
upplåtna med hyresrätt

Antal Total yta m²

7 404
 

Förvaltning
Ekonomisk förvaltning - FRUBO AB

Väsentliga händelser under räkenskapsåret
Under 2024 tecknades ett nytt hyresavtal med Capio Vårdcentral med att göra om en av våra lokaler på
Erdtmans gata 3 till en BVC (Barnavårds central). Vi ser detta som positivt då det är en stabil och långvarig
hyresgäst som bedriver sin verksamhet under dagtid.

Vi utförde en garantibesiktning (5års besiktning) i februari. Där vi uppmärksammade några saker på fasaden
som Byggherren kommer åtgärda.

Kort därefter gjordes även en OVK för att se till att ventilationen fungerar som den ska.

Vi gjorde även en större investering på införskaffande av solceller.
Installationen av dessa blev klar i augusti och bidrar till att minska våra elkostnader och även främja miljön.
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Medlemsinformation
116 medlemmar vid räkenskapsårets början.
Under året har 10 överlåtelser skett.
8 medlemmar har utträtt ur föreningen.
12 medlemmar har upptagits.
Medlemmar vid räkenskapsårets slut 120

 

77 bostadsrätter
 

120 medlemmar vid räkenskapsårets slut
 

Flerårsöversikt
2024 2023 2022 2021

Nettoomsättning, tkr 3 752 3 517 3 608 3 601
Resultat efter finansiella poster, tkr - 607 - 323 23 12
Balansomslutning 211 838 212 709 213 508 218 108
Soliditet¹, % 85 85 85 83
Årsavgift / kvm upplåten med bostadsrätt 722 726
Skuldsättning / kvm 5 980 6 124
Skuldsättning / kvm upplåten med bostadsrätt 6 494 6 651
Sparande / kvm 185 232
Räntekänslighet 9 9
Energikostnad / kvm 151 148
Årsavgifternas andel i % av totala rörelseintäkter 88 88
¹ Justerat eget kapital i procent av balansomslutning

 
Nyckeltalsdefinitioner

Soliditet: Eget kapital / Totala tillgångar x 100

Årsavgift per kvm upplåten med bostadsrätt: Alla årsavgifter som tas ut för ytor upplåtna med bostadsrätt,
inklusive avgifter baserade på individuella mätningar av förbrukning, fördelat per kvm upplåten med
bostadsrätt. Avgifter för tjänster som en medlem kan välja som tillval ingår inte.

Skuldsättning per kvm: Räntebärande skulder på balansdagen dividerat med antalet kvadratmeter
upplåtna med bostadsrätt och hyresrätt, dvs. samtliga ytor som föreningen tar ut en avgift eller hyra för.

Skuldsättning per kvm upplåten med bostadsrätt: Räntebärande skulder på balansdagen dividerat med
antalet kvadratmeter upplåtna med bostadsrätt.

Sparande per kvm: Justerat resultat fördelat per kvm upplåten med bostadsrätt och hyresrätt. Med justerat
resultat avses årets resultat ökat med årets avskrivningar, årets kostnad för utrangeringar och årets kostnad
för planerat underhåll samt avdrag resp. tillägg av intäkter och kostnader som är väsentliga och som inte är
en del av den normala verksamheten.

Räntekänslighet: Räntebärande skulder på balansdagen dividerat med föreningens intäkter från årsavgifter
under räkenskapsåret. Nyckeltalet visar hur många procent årsavgifterna kan behöva höjas om räntan stiger
med 1 procentenhet.

Energikostnad per kvm: Kostnader för värme, el och vatten (inkl. kostnader som vidaredebiteras) fördelat per
kvm bostadsrätt och hyresrätt.

Årsavgifternas andel i procent av totala rörelseintäkter: Årsavgifter dividerat med totala rörelseintäkter.
Nyckeltalet visar hur stor del av föreningens totala rörelseintäkter som kommer från årsavgifter.
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Upplysning vid förlust
Föreningens ekonomi ser vi fortfarande som god då vi har ett positivt kassaflöde och har kunnat amorterat
500 000:- utöver ordinarie amortering.
Detta har gjort att föreningens skuldsättning ligger under 6000 kr/kvm.
Styrelsens strategi har varit att kontinuerligt minska föreningens skuldsättning vilket då även minskar
räntekänsligheten.
Då vi efter utförd garantibesiktning ej sett några större behov av underhållsåtgärder anser vi i nuläget att det
är bättre att minska storleken på våra lån än att avsätta en summa för framtida underhållsbehov.

  
Årets amortering
Föreningen har under året amorterat 735 402 kronor. 
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- 1 417 513 - 322 599

- 322 599 322 599
- 607 189

- 2 218 405 - 607 189

Förändringar i eget kapital
Insatser Fondför yttre underhåll Balanserat resultat Årets resultat

Belopp vid årets ingång 180 950 000 1 662 879
Resultatdisposition enligt stämman:
Reservering fond för yttre underhåll 478 293 -478 293
Balanseras i ny räkning
Årets resultat
Belopp vid årets utgång 180 950 000 2 141 172

 

Resultatdisposition
Till föreningsstämmans förfogande står följande medel:
Balanserat resultat - 2 218 405 
Årets resultat - 607 189 
Totalt - 2 825 594 

Styrelsen föreslår att medlen disponeras enligt följande:
Reservering fond för yttre underhåll 478 293 
Balanseras i ny räkning - 3 303 887 
Totalt - 2 825 594 
Enligt föreningens stadgar ska 0,3% av fastighetens taxeringsvärde sättas av till fond för yttre underhåll.
Föreningens resultat och ställning i övrigt framgår av efterföljande resultat- och balansräkning med noter.
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Resultaträkning
1 januari - 31 december Not 2024 2023

 
RÖRELSEINTÄKTER
Nettoomsättning 1 3 752 179 3 516 853
Övriga rörelseintäkter 96 069 354 314

Summa Rörelseintäkter 3 848 248 3 871 167
 
RÖRELSEKOSTNADER
Driftkostnader 2 -1 642 819 -1 755 549
Övriga externa kostnader 3 -156 888 -148 234
Personalkostnader -105 950 -96 100
Avskrivningar -1 549 926 -1 507 104

Summa Rörelsekostnader -3 455 583 -3 506 987
 
 
RÖRELSERESULTAT 392 665 364 180
 
FINANSIELLA POSTER
Övriga ränteintäkter och liknande resultatposter 62 755 4 038
Räntekostnader och liknande resultatposter -1 062 609 -690 817

Summa Finansiella poster -999 854 -686 779
 
RESULTAT EFTER FINANSIELLA POSTER -607 189 -322 599
 
RESULTAT FÖRE SKATT -607 189 -322 599
 
ÅRETS RESULTAT -607 189 -322 599

 

Brf Vasafortet i Linköping
769633-4452

7 (14)

ID
:7

c2
18

b0
0-

0d
ff

-1
1f

0-
9c

60
-4

d5
1d

92
79

e0
e

St
at

us
: S

ig
ne

ra
t a

v 
al

la



Balansräkning
TILLGÅNGAR Not 2024-12-31 2023-12-31

 
ANLÄGGNINGSTILLGÅNGAR
Materiella anläggningstillgångar
Byggnader och mark 4 210 404 995 210 941 271

Summa materiella anläggningstillgångar 210 404 995 210 941 271
 
SUMMA ANLÄGGNINGSTILLGÅNGAR 210 404 995 210 941 271
 
 
OMSÄTTNINGSTILLGÅNGAR
Kortfristiga fordringar
Avgifts- och hyresfordringar 4 444 10 022
Övriga fordringar 56 565 56 778
Förutbetalda kostnader och upplupna intäkter 5 104 835 93 531

Summa kortfristiga fordringar 165 844 160 331
 
Kassa och bank
Kassa och bank 1 266 809 1 607 798

Summa kassa och bank 1 266 809 1 607 798
 
SUMMA OMSÄTTNINGSTILLGÅNGAR 1 432 653 1 768 129
 
 
SUMMA TILLGÅNGAR 211 837 648 212 709 400
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Balansräkning
EGET KAPITAL OCH SKULDER Not 2024-12-31 2023-12-31

 
EGET KAPITAL
Bundet eget kapital
Medlemsinsatser 180 950 000 180 950 000
Fond för yttre underhåll 2 141 172 1 662 879

Summa bundet eget kapital 183 091 172 182 612 879
 
Fritt eget kapital
Balanserat resultat -2 218 405 -1 417 513
Årets resultat -607 189 -322 599

Summa fritt eget kapital -2 825 594 -1 740 112
 
SUMMA EGET KAPITAL 180 265 578 180 872 767
 
 
LÅNGFRISTIGA SKULDER
Skulder till kreditinstitut 6 0 7 442 377

Summa långfristiga skulder 0 7 442 377
 
SUMMA LÅNGFRISTIGA SKULDER 0 7 442 377
 
 
KORTFRISTIGA SKULDER
Leverantörsskulder 218 714 107 162
Skatteskulder 48 620 48 620
Övriga skulder 38 927 0
Upplupna kostnader och förutbetalda intäkter 7 772 276 451 917
Skulder till kreditinstitut 6 30 493 533 23 786 557

Summa kortfristiga skulder 31 572 070 24 394 256
 
SUMMA KORTFRISTIGA SKULDER 31 572 070 24 394 256
 
 
SUMMA EGET KAPITAL OCH SKULDER 211 837 648 212 709 400
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Kassaflödesanalys
Not

2024-01-01
2024-12-31

2023-01-01
2023-12-31

 
DEN LÖPANDE VERKSAMHETEN
Rörelseresultat 392 666 364 180
Justeringar för poster som inte ingår i kassaflödet
Avskrivningar 1 549 926 1 507 104
Summa 1 942 592 1 871 284
 
Erhållen ränta 62 755 4 038
Erlagd ränta -1 062 609 -690 817
Kassaflöde från den löpande verksamheten före
förändringar av rörelsekapital

942 737 1 184 505

 
Kassaflöde från förändringar i rörelsekapital
Förändring av rörelsefordringar -5 514 50 871
Förändring av rörelseskulder 470 838 -132 990

Kassaflöde från den löpande verksamheten 1 408 061 1 102 386

 
INVESTERINGSVERKSAMHETEN
Ombyggnation lokal -513 775
Solcellsanläggning -499 875

Kassaflöde från investeringsverksamheten -1 013 650

 
FINANSIERINGSVERKSAMHETEN
Amortering -735 402 -343 180

Kassaflöde från finansieringsverksamheten -735 402 -343 180

Årets kassaflöde -340 991 759 206

Likvida medel vid årets början 1 607 799 848 592

Likvida medel vid årets slut 1 266 808 1 607 799
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Noter
Redovisningsprinciper

Årsredovisningen är upprättad i enlighet med årsredovisningslagen och Bokföringsnämndens allmänna råd
(BFNAR 2016:10) om årsredovisning i mindre företag (K2).

Avskrivning
Tillämpade avskrivningstider:

Anläggningstillgång Nyttjandeperiod (år) Avskrivning (%)

Byggnad 100 1
Ombyggnation lokal 6 16,67
Solcellsanläggning 10 10

 
 

Not 1. Nettoomsättning 2024 2023
Årsavgifter bostäder 3 232 992 3 232 992
Hyresintäkter lokaler 378 814 110 264
Fastighetsskatt 2 484 0
Debiterade elkostnader 156 889 173 597
Övriga avgifts- och hyresbortfall -19 000 0
Totalt nettoomsättning 3 752 179 3 516 853
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Not 2. Driftkostnader 2024 2023
Fastighetsel 304 987 322 133
Uppvärmning 295 017 280 054
Vatten och avlopp 172 528 150 121
Sophämtning 179 165 179 229
Obligatorisk ventilationskontroll, OVK 24 671 1 516
Hissbesiktning 10 851 9 260
Brandskydd 1 375 0
Fastighetsskötsel 170 249 170 007
Fastighetsskötsel extra 13 313 3 507
Fastighetsstäd 57 098 58 579
Fastighetsstäd extra 2 368 0
Porttelefon 25 560 25 166
Bredband 127 551 115 424
Försäkring 76 070 71 076
Försäkringsskador 0 82 431
Fastighetsavgift/fastighetsskatt 24 310 24 310
Samfällighetskostnader 23 547 46 475
Förbrukningsmaterial 1 400 4 932
Förbrukningsinventarier 0 6 678
Reparation och underhåll 0 32 410
Portar och lås 18 981 6 111
Hiss 825 20 058
Tvättstuga 3 180 5 029
Sophantering/återvinning 23 291 11 959
Lokaler 8 742 1 612
Uppvärmning 35 598 225
VVS 9 186 65 754
Ventilation 30 488 33 508
Material 1 442 0
Övrigt reparation och underhåll 1 027 27 986
Totalt driftkostnader 1 642 819 1 755 549

 

Not 3. Övriga externa kostnader 2024 2023
Föreningsstämma 0 1 455
Arvode ekonomisk förvaltning 99 903 97 351
Extra ekonomisk förvaltning 15 989 8 638
Ekonomisk och teknisk förvaltning 0 18 000
Revisionsarvode 16 045 15 454
Konsultarvode 9 896 0
Bankkostnader 5 025 5 556
Inkassokostnader 0 180
Övriga administrativa kostnader 0 1 600
Föreningsomkostnader 5 341 0
Övriga kostnader 4 689 0
Totalt övriga externa kostnader 156 888 148 234
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Not 4. Byggnader och mark 2024-12-31 2023-12-31

Ackumulerade anskaffningsvärden
Anskaffningsvärde byggnad 218 100 000 218 100 000
Ombyggnation av lokal 513 775 0
Solcellsanläggning 499 875 0
Utgående anskaffningsvärden 219 113 650 218 100 000
Ackumulerade avskrivningar
Ingående avskrivningar - 7 158 729 - 5 651 625
Årets avskrivningar - 1 549 926 - 1 507 104
Utgående avskrivningar -8 708 655 -7 158 729
Utgående redovisat värde 210 404 995 210 941 271

Taxeringsvärden
Taxeringsvärde byggnader 124 794 000 124 794 000
Taxeringsvärde mark 34 637 000 34 637 000

159 431 000 159 431 000
 

Not 5. Förutbetalda kostnader och upplupna intäkter 2024-12-31 2023-12-31

Länsförsäkringar 61 236 55 658
Tele 2 34 770 29 563
FRUBO AB 8 829 8 310
Summa 104 835 93 531
 

Not 6. Skulder till kreditinstitut

Villkors-
ändringsdag

Räntesats
2024-12-31

Belopp
2024-12-31

Belopp
2023-12-31

DB 1302-01-16929 0 11 816 540
DB 1302-01-39082 0 11 845 853
DB 1302-01-27017 0 7 566 541
DB 1302-01-51864 3 mån 3,496 % 30 493 532 0
Summa skulder till kreditinstitut 30 493 532 31 228 934
      
Kortfristig del av skulder till kreditinstitut -30 493 532 -23 786 557

0 7 442 377
 

Not 7. Upplupna kostnader och förutbetalda intäkter 2024-12-31 2023-12-31

FRUBO 2 844 0
Eon 22 164 28 303
Tekniska Verken 83 353 85 220
PreZero Recycling 3 680 3 087
Hemfrid 4 770 4 744
Uppl kostnad revision 10 000 10 000
Uppl räntor 269 475 5 367
Förskottsbet avgift/hyra 255 089 211 703
Arvoden och soc avg 120 901 103 493
Summa 772 276 451 917
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Jonas Ljungberg Mikael Karlsson

Otto Ottosson Carl Henrik Prestor

Emil Andersson

Fridolf Gustavsson

Underskrifter
Linköping enligt de datum som framgår av våra elektroniska underskrifter.

Min revisionsberättelse har lämnats enligt det datum som framgår av min elektroniska underskrift.
 

Not 8. Ställda säkerheter 2024-12-31 2023-12-31

Fastighetsinteckningar 37 250 000 37 250 000
Summa: 37 250 000 37 250 000
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Brf Vasafortet i Linköping, Org.nr 769633-4452 

  

  

Revisionsberättelse 

  

Till föreningsstämman i Brf Vasafortet i Linköping 

Org.nr 769633-4452 

 

 

Rapport om årsredovisningen 

  

Uttalanden 

Jag har utfört en revision av årsredovisningen för Brf Vasafortet i Linköping för räkenskapsåret 2024. 

  

Enligt min uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen och ger en i alla 

väsentliga avseenden rättvisande bild av föreningens finansiella ställning per den 2024-12-31 och av dess 

finansiella resultat för året enligt årsredovisningslagen. Förvaltningsberättelsen är förenlig med 

årsredovisningens övriga delar. 

  

Jag tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen för föreningen. 

  

Grund för uttalanden 

Jag har utfört revisionen enligt International Standards on Auditing (ISA) och god revisionssed i Sverige. 

Mitt ansvar enligt dessa standarder beskrivs närmare i avsnittet Revisorns ansvar. Jag är oberoende i 

förhållande till föreningen enligt god revisorssed i Sverige och har i övrigt fullgjort mitt yrkesetiska ansvar 

enligt dessa krav. 

  

Jag anser att de revisionsbevis jag har inhämtat är tillräckliga och ändamålsenliga som grund för mina 

uttalanden. 

  

Styrelsens ansvar 

Det är styrelsen som har ansvaret för att årsredovisningen upprättas och att den ger en rättvisande bild enligt 

årsredovisningslagen. Styrelsen ansvarar även för den interna kontroll som de bedömer är nödvändig för att 

upprätta en årsredovisning som inte innehåller några väsentliga felaktigheter, vare sig dessa beror på 

oegentligheter eller misstag. 

  

Vid upprättandet av årsredovisningen ansvarar styrelsen för bedömningen av föreningens förmåga att 

fortsätta verksamheten. De upplyser, när så är tillämpligt, om förhållanden som kan påverka förmågan att 

fortsätta verksamheten och att använda antagandet om fortsatt drift. Antagandet om fortsatt drift tillämpas 

dock inte om beslut har fattats om att avveckla verksamheten. 

  

Revisorns ansvar 

Mina mål är att uppnå en rimlig grad av säkerhet om huruvida årsredovisningen som helhet inte innehåller 

några väsentliga felaktigheter, vare sig dessa beror på oegentligheter eller misstag, och att lämna en 

revisionsberättelse som innehåller mina uttalanden. Rimlig säkerhet är en hög grad av säkerhet, men är ingen 

garanti för att en revision som utförs enligt ISA och god revisionssed i Sverige alltid kommer att upptäcka en 

väsentlig felaktighet om en sådan finns. Felaktigheter kan uppstå på grund av oegentligheter eller misstag 

och anses vara väsentliga om de enskilt eller tillsammans rimligen kan förväntas påverka de ekonomiska 

beslut som användare fattar med grund i årsredovisningen. 

  

Som del av en revision enligt ISA använder jag professionellt omdöme och har en professionellt skeptisk 

inställning under hela revisionen. Dessutom: 

  

- identifierar och bedömer jag riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa beror på 

oegentligheter eller misstag, utformar och utför granskningsåtgärder bland annat utifrån dessa risker och 

inhämtar revisionsbevis som är tillräckliga och ändamålsenliga för att utgöra en grund för mina uttalanden. 

Risken för att inte upptäcka en väsentlig felaktighet till följd av oegentligheter är högre än för en väsentlig 

felaktighet som beror på misstag, eftersom oegentligheter kan innefatta agerande i maskopi, förfalskning, 
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Brf Vasafortet i Linköping, Org.nr 769633-4452 

avsiktliga utelämnanden, felaktig information eller åsidosättande av intern kontroll. 

  

- skaffar jag mig en förståelse av den del av föreningens interna kontroll som har betydelse för min revision 

för att utforma granskningsåtgärder som är lämpliga med hänsyn till omständigheterna, men inte för att uttala 

mig om effektiviteten i den interna kontrollen. 

  

- utvärderar jag lämpligheten i de redovisningsprinciper som används och rimligheten i styrelsens  

uppskattningar i redovisningen och tillhörande upplysningar. 

  

- drar jag en slutsats om lämpligheten i att styrelsen använder antagandet om fortsatt drift vid upprättandet av 

årsredovisningen. Jag drar också en slutsats, med grund i de inhämtade revisionsbevisen, om huruvida det 

finns någon väsentlig osäkerhetsfaktor som avser sådana händelser eller förhållanden som kan leda till 

betydande tvivel om föreningens förmåga att fortsätta verksamheten. Om jag drar slutsatsen att det finns en 

väsentlig osäkerhetsfaktor, måste jag i revisionsberättelsen fästa uppmärksamheten på upplysningarna i 

årsredovisningen om den väsentliga osäkerhetsfaktorn eller, om sådana upplysningar är otillräckliga, 

modifiera uttalandet om årsredovisningen. Mina slutsatser baseras på de revisionsbevis som inhämtas fram 

till datumet för revisionsberättelsen. Dock kan framtida händelser eller förhållanden göra att en förening inte 

längre kan fortsätta verksamheten. 

  

- utvärderar jag den övergripande presentationen, strukturen och innehållet i årsredovisningen, däribland 

upplysningarna, och om årsredovisningen återger de underliggande transaktionerna och händelserna på ett 

sätt som ger en rättvisande bild. 

  

Jag måste informera styrelsen om bland annat revisionens planerade omfattning och inriktning samt 

tidpunkten för den. Jag måste också informera om betydelsefulla iakttagelser under revisionen, däribland de 

eventuella betydande brister i den interna kontrollen som jag identifierat.  

  

  

Rapport om andra krav enligt lagar och andra författningar 

  

Uttalanden 

Utöver min revision av årsredovisningen har jag även utfört en revision av styrelsens förvaltning för Brf 

Vasafortet i Linköping för räkenskapsåret 2024 samt av förslaget till dispositioner beträffande föreningens 

vinst eller förlust. 

  

Jag tillstyrker att föreningsstämman behandlar förlusten enligt förslaget i förvaltningsberättelsen och beviljar 

styrelsens ledamöter ansvarsfrihet för räkenskapsåret. 

  

Grund för uttalanden 

Jag har utfört revisionen enligt god revisionssed i Sverige. Mitt ansvar enligt denna beskrivs närmare i 

avsnittet Revisorns ansvar. Jag är oberoende i förhållande till föreningen enligt god revisorssed i Sverige och 

har i övrigt fullgjort mitt yrkesetiska ansvar enligt dessa krav. 

  

Jag anser att de revisionsbevis jag har inhämtat är tillräckliga och ändamålsenliga som grund för mina 

uttalanden. 

  

Styrelsens ansvar 

Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens vinst eller förlust. 

Vid förslag till utdelning innefattar detta bland annat en bedömning av om utdelningen är försvarlig med 

hänsyn till de krav som föreningens verksamhetsart, omfattning och risker ställer på storleken av föreningens 

egna kapital, konsolideringsbehov, likviditet och ställning i övrigt. 

  

Styrelsen ansvarar för föreningens organisation och förvaltningen av föreningens angelägenheter. Detta 

innefattar bland annat att fortlöpande bedöma föreningens ekonomiska situation och att tillse att föreningens 

organisation är utformad så att bokföringen, medelsförvaltningen och föreningens ekonomiska 

angelägenheter i övrigt kontrolleras på ett betryggande sätt.  
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Brf Vasafortet i Linköping, Org.nr 769633-4452 

Revisorns ansvar 

Mitt mål beträffande revisionen av förvaltningen, och därmed mitt uttalande om ansvarsfrihet, är att inhämta 

revisionsbevis för att med en rimlig grad av säkerhet kunna bedöma om någon styrelseledamot i något 

väsentligt avseende: 

  

- företagit någon åtgärd eller gjort sig skyldig till någon försummelse som kan föranleda 

ersättningsskyldighet mot föreningen, eller 

  

- på något annat sätt handlat i strid med bostadsrättslagen, tillämpliga delar av lagen om ekonomiska 

föreningar, årsredovisningslagen eller stadgarna. 

  

Mitt mål beträffande revisionen av förslaget till dispositioner av föreningens vinst eller förlust, och därmed 

mitt uttalande om detta, är att med rimlig grad av säkerhet bedöma om förslaget är förenligt med 

bostadsrättslagen.  

  

Rimlig säkerhet är en hög grad av säkerhet, men ingen garanti för att en revision som utförs enligt god 

revisionssed i Sverige alltid kommer att upptäcka åtgärder eller försummelser som kan föranleda 

ersättningsskyldighet mot föreningen, eller att ett förslag till dispositioner av föreningens vinst eller förlust 

inte är förenligt med bostadsrättslagen. 

  

Som en del av en revision enligt god revisionssed i Sverige använder jag professionellt omdöme och har en 

professionellt skeptisk inställning under hela revisionen. Granskningen av förvaltningen och förslaget till 

dispositioner av föreningens vinst eller förlust grundar sig främst på revisionen av räkenskaperna. Vilka 

tillkommande granskningsåtgärder som utförs baseras på min professionella bedömning med utgångspunkt i 

risk och väsentlighet. Det innebär att jag fokuserar granskningen på sådana åtgärder, områden och 

förhållanden som är väsentliga för verksamheten och där avsteg och överträdelser skulle ha särskild 

betydelse för föreningens situation. Jag går igenom och prövar fattade beslut, beslutsunderlag, vidtagna 

åtgärder och andra förhållanden som är relevanta för mitt uttalande om ansvarsfrihet. Som underlag för mitt 

uttalande om styrelsens förslag till dispositioner beträffande föreningens vinst eller förlust har jag granskat 

om förslaget är förenligt med bostadsrättslagen. 

  

  

Linköping 

Datum enligt digital signering  

  

  

_________________________________  

Fridolf Gustavsson   

Auktoriserad revisor  
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Styrelsen för Brf Vasafortet i Linköping, organisationsnummer 769633-4452, avger härmed följande
årsredovisning för räkenskapsåret 2024-01-01 - 2024-12-31. Om inte annat särskilt anges, redovisas alla belopp i
hela kronor.


 


Förvaltningsberättelse
Verksamheten
Allmänt om verksamheten
Föreningen har till ändamål att främja medlemmarnas ekonomiska intresse genom att i föreningens hus
upplåta bostadslägenheter under nyttjanderätt och utan tidsbegränsning.


Bostadsrättsföreningen registrerades 2016-12-05. Föreningens nuvarande ekonomiska plan registrerades 2018-
09-12 och nuvarande stadgar registrerades 2017-08-15 hos Bolagsverket.


Föreningen har ingen aktuell underhållsplan.
 
Föreningens säte är i Linköping.


 
Föreningen disponerar tomten genom:
Äganderätt


 
Försäkring
Länsförsäkringar Östgöta.


 
Styrelse
Ordförande Jonas Ljungberg
Ledamot Mikael Karlsson
Ledamot Otto Ottosson
Ledamot Carl Henrik Prestor
Ledamot Emil Andersson


 
Styrelsen har under året hållit 8 sammanträden.
Firmatecknare har varit två i förening av ledamöterna.


 
Föreningsstämma
Ordinarie föreningsstämma hölls 2024-05-30.


 
Revisor
Revisor Fridolf Gustavsson


 
Valberedning
Valberedningen har bestått av Stellan Eklöf.
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Information om fastigheten
Föreningens adresser:


Erdtmans gata 1 och 3
Slöjdgatan 5
Idun Lovéns gata 2 och 4


 
Nybyggnadsår: 2018
Värdeår: 2018


 
Fastighetsbeteckning: ALNEN 17


 


Totalt antal bostadslägenheter: 77


Totalyta (m²): 5 099.5


Bostadslägenheter
upplåtna med bostadsrätt


Antal Total yta m²


1 rok 12 395
2 rok 42 2 360.5
3 rok 19 1 547
4 rok 4 393
Summa 77 4 695.5


 


 
 


Lokaler
upplåtna med hyresrätt


Antal Total yta m²


7 404
 


Förvaltning
Ekonomisk förvaltning - FRUBO AB


Väsentliga händelser under räkenskapsåret
Under 2024 tecknades ett nytt hyresavtal med Capio Vårdcentral med att göra om en av våra lokaler på
Erdtmans gata 3 till en BVC (Barnavårds central). Vi ser detta som positivt då det är en stabil och långvarig
hyresgäst som bedriver sin verksamhet under dagtid.


Vi utförde en garantibesiktning (5års besiktning) i februari. Där vi uppmärksammade några saker på fasaden
som Byggherren kommer åtgärda.


Kort därefter gjordes även en OVK för att se till att ventilationen fungerar som den ska.


Vi gjorde även en större investering på införskaffande av solceller.
Installationen av dessa blev klar i augusti och bidrar till att minska våra elkostnader och även främja miljön.
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Medlemsinformation
116 medlemmar vid räkenskapsårets början.
Under året har 10 överlåtelser skett.
8 medlemmar har utträtt ur föreningen.
12 medlemmar har upptagits.
Medlemmar vid räkenskapsårets slut 120


 


77 bostadsrätter
 


120 medlemmar vid räkenskapsårets slut
 


Flerårsöversikt
2024 2023 2022 2021


Nettoomsättning, tkr 3 752 3 517 3 608 3 601
Resultat efter finansiella poster, tkr - 607 - 323 23 12
Balansomslutning 211 838 212 709 213 508 218 108
Soliditet¹, % 85 85 85 83
Årsavgift / kvm upplåten med bostadsrätt 722 726
Skuldsättning / kvm 5 980 6 124
Skuldsättning / kvm upplåten med bostadsrätt 6 494 6 651
Sparande / kvm 185 232
Räntekänslighet 9 9
Energikostnad / kvm 151 148
Årsavgifternas andel i % av totala rörelseintäkter 88 88
¹ Justerat eget kapital i procent av balansomslutning


 
Nyckeltalsdefinitioner


Soliditet: Eget kapital / Totala tillgångar x 100


Årsavgift per kvm upplåten med bostadsrätt: Alla årsavgifter som tas ut för ytor upplåtna med bostadsrätt,
inklusive avgifter baserade på individuella mätningar av förbrukning, fördelat per kvm upplåten med
bostadsrätt. Avgifter för tjänster som en medlem kan välja som tillval ingår inte.


Skuldsättning per kvm: Räntebärande skulder på balansdagen dividerat med antalet kvadratmeter
upplåtna med bostadsrätt och hyresrätt, dvs. samtliga ytor som föreningen tar ut en avgift eller hyra för.


Skuldsättning per kvm upplåten med bostadsrätt: Räntebärande skulder på balansdagen dividerat med
antalet kvadratmeter upplåtna med bostadsrätt.


Sparande per kvm: Justerat resultat fördelat per kvm upplåten med bostadsrätt och hyresrätt. Med justerat
resultat avses årets resultat ökat med årets avskrivningar, årets kostnad för utrangeringar och årets kostnad
för planerat underhåll samt avdrag resp. tillägg av intäkter och kostnader som är väsentliga och som inte är
en del av den normala verksamheten.


Räntekänslighet: Räntebärande skulder på balansdagen dividerat med föreningens intäkter från årsavgifter
under räkenskapsåret. Nyckeltalet visar hur många procent årsavgifterna kan behöva höjas om räntan stiger
med 1 procentenhet.


Energikostnad per kvm: Kostnader för värme, el och vatten (inkl. kostnader som vidaredebiteras) fördelat per
kvm bostadsrätt och hyresrätt.


Årsavgifternas andel i procent av totala rörelseintäkter: Årsavgifter dividerat med totala rörelseintäkter.
Nyckeltalet visar hur stor del av föreningens totala rörelseintäkter som kommer från årsavgifter.
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Upplysning vid förlust
Föreningens ekonomi ser vi fortfarande som god då vi har ett positivt kassaflöde och har kunnat amorterat
500 000:- utöver ordinarie amortering.
Detta har gjort att föreningens skuldsättning ligger under 6000 kr/kvm.
Styrelsens strategi har varit att kontinuerligt minska föreningens skuldsättning vilket då även minskar
räntekänsligheten.
Då vi efter utförd garantibesiktning ej sett några större behov av underhållsåtgärder anser vi i nuläget att det
är bättre att minska storleken på våra lån än att avsätta en summa för framtida underhållsbehov.


  
Årets amortering
Föreningen har under året amorterat 735 402 kronor. 
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- 1 417 513 - 322 599


- 322 599 322 599
- 607 189


- 2 218 405 - 607 189


Förändringar i eget kapital
Insatser Fondför yttre underhåll Balanserat resultat Årets resultat


Belopp vid årets ingång 180 950 000 1 662 879
Resultatdisposition enligt stämman:
Reservering fond för yttre underhåll 478 293 -478 293
Balanseras i ny räkning
Årets resultat
Belopp vid årets utgång 180 950 000 2 141 172


 


Resultatdisposition
Till föreningsstämmans förfogande står följande medel:
Balanserat resultat - 2 218 405 
Årets resultat - 607 189 
Totalt - 2 825 594 


Styrelsen föreslår att medlen disponeras enligt följande:
Reservering fond för yttre underhåll 478 293 
Balanseras i ny räkning - 3 303 887 
Totalt - 2 825 594 
Enligt föreningens stadgar ska 0,3% av fastighetens taxeringsvärde sättas av till fond för yttre underhåll.
Föreningens resultat och ställning i övrigt framgår av efterföljande resultat- och balansräkning med noter.
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Resultaträkning
1 januari - 31 december Not 2024 2023


 
RÖRELSEINTÄKTER
Nettoomsättning 1 3 752 179 3 516 853
Övriga rörelseintäkter 96 069 354 314


Summa Rörelseintäkter 3 848 248 3 871 167
 
RÖRELSEKOSTNADER
Driftkostnader 2 -1 642 819 -1 755 549
Övriga externa kostnader 3 -156 888 -148 234
Personalkostnader -105 950 -96 100
Avskrivningar -1 549 926 -1 507 104


Summa Rörelsekostnader -3 455 583 -3 506 987
 
 
RÖRELSERESULTAT 392 665 364 180
 
FINANSIELLA POSTER
Övriga ränteintäkter och liknande resultatposter 62 755 4 038
Räntekostnader och liknande resultatposter -1 062 609 -690 817


Summa Finansiella poster -999 854 -686 779
 
RESULTAT EFTER FINANSIELLA POSTER -607 189 -322 599
 
RESULTAT FÖRE SKATT -607 189 -322 599
 
ÅRETS RESULTAT -607 189 -322 599
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Balansräkning
TILLGÅNGAR Not 2024-12-31 2023-12-31


 
ANLÄGGNINGSTILLGÅNGAR
Materiella anläggningstillgångar
Byggnader och mark 4 210 404 995 210 941 271


Summa materiella anläggningstillgångar 210 404 995 210 941 271
 
SUMMA ANLÄGGNINGSTILLGÅNGAR 210 404 995 210 941 271
 
 
OMSÄTTNINGSTILLGÅNGAR
Kortfristiga fordringar
Avgifts- och hyresfordringar 4 444 10 022
Övriga fordringar 56 565 56 778
Förutbetalda kostnader och upplupna intäkter 5 104 835 93 531


Summa kortfristiga fordringar 165 844 160 331
 
Kassa och bank
Kassa och bank 1 266 809 1 607 798


Summa kassa och bank 1 266 809 1 607 798
 
SUMMA OMSÄTTNINGSTILLGÅNGAR 1 432 653 1 768 129
 
 
SUMMA TILLGÅNGAR 211 837 648 212 709 400
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Balansräkning
EGET KAPITAL OCH SKULDER Not 2024-12-31 2023-12-31


 
EGET KAPITAL
Bundet eget kapital
Medlemsinsatser 180 950 000 180 950 000
Fond för yttre underhåll 2 141 172 1 662 879


Summa bundet eget kapital 183 091 172 182 612 879
 
Fritt eget kapital
Balanserat resultat -2 218 405 -1 417 513
Årets resultat -607 189 -322 599


Summa fritt eget kapital -2 825 594 -1 740 112
 
SUMMA EGET KAPITAL 180 265 578 180 872 767
 
 
LÅNGFRISTIGA SKULDER
Skulder till kreditinstitut 6 0 7 442 377


Summa långfristiga skulder 0 7 442 377
 
SUMMA LÅNGFRISTIGA SKULDER 0 7 442 377
 
 
KORTFRISTIGA SKULDER
Leverantörsskulder 218 714 107 162
Skatteskulder 48 620 48 620
Övriga skulder 38 927 0
Upplupna kostnader och förutbetalda intäkter 7 772 276 451 917
Skulder till kreditinstitut 6 30 493 533 23 786 557


Summa kortfristiga skulder 31 572 070 24 394 256
 
SUMMA KORTFRISTIGA SKULDER 31 572 070 24 394 256
 
 
SUMMA EGET KAPITAL OCH SKULDER 211 837 648 212 709 400
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Kassaflödesanalys
Not


2024-01-01
2024-12-31


2023-01-01
2023-12-31


 
DEN LÖPANDE VERKSAMHETEN
Rörelseresultat 392 666 364 180
Justeringar för poster som inte ingår i kassaflödet
Avskrivningar 1 549 926 1 507 104
Summa 1 942 592 1 871 284
 
Erhållen ränta 62 755 4 038
Erlagd ränta -1 062 609 -690 817
Kassaflöde från den löpande verksamheten före
förändringar av rörelsekapital


942 737 1 184 505


 
Kassaflöde från förändringar i rörelsekapital
Förändring av rörelsefordringar -5 514 50 871
Förändring av rörelseskulder 470 838 -132 990


Kassaflöde från den löpande verksamheten 1 408 061 1 102 386


 
INVESTERINGSVERKSAMHETEN
Ombyggnation lokal -513 775
Solcellsanläggning -499 875


Kassaflöde från investeringsverksamheten -1 013 650


 
FINANSIERINGSVERKSAMHETEN
Amortering -735 402 -343 180


Kassaflöde från finansieringsverksamheten -735 402 -343 180


Årets kassaflöde -340 991 759 206


Likvida medel vid årets början 1 607 799 848 592


Likvida medel vid årets slut 1 266 808 1 607 799
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Noter
Redovisningsprinciper


Årsredovisningen är upprättad i enlighet med årsredovisningslagen och Bokföringsnämndens allmänna råd
(BFNAR 2016:10) om årsredovisning i mindre företag (K2).


Avskrivning
Tillämpade avskrivningstider:


Anläggningstillgång Nyttjandeperiod (år) Avskrivning (%)


Byggnad 100 1
Ombyggnation lokal 6 16,67
Solcellsanläggning 10 10


 
 


Not 1. Nettoomsättning 2024 2023
Årsavgifter bostäder 3 232 992 3 232 992
Hyresintäkter lokaler 378 814 110 264
Fastighetsskatt 2 484 0
Debiterade elkostnader 156 889 173 597
Övriga avgifts- och hyresbortfall -19 000 0
Totalt nettoomsättning 3 752 179 3 516 853
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Not 2. Driftkostnader 2024 2023
Fastighetsel 304 987 322 133
Uppvärmning 295 017 280 054
Vatten och avlopp 172 528 150 121
Sophämtning 179 165 179 229
Obligatorisk ventilationskontroll, OVK 24 671 1 516
Hissbesiktning 10 851 9 260
Brandskydd 1 375 0
Fastighetsskötsel 170 249 170 007
Fastighetsskötsel extra 13 313 3 507
Fastighetsstäd 57 098 58 579
Fastighetsstäd extra 2 368 0
Porttelefon 25 560 25 166
Bredband 127 551 115 424
Försäkring 76 070 71 076
Försäkringsskador 0 82 431
Fastighetsavgift/fastighetsskatt 24 310 24 310
Samfällighetskostnader 23 547 46 475
Förbrukningsmaterial 1 400 4 932
Förbrukningsinventarier 0 6 678
Reparation och underhåll 0 32 410
Portar och lås 18 981 6 111
Hiss 825 20 058
Tvättstuga 3 180 5 029
Sophantering/återvinning 23 291 11 959
Lokaler 8 742 1 612
Uppvärmning 35 598 225
VVS 9 186 65 754
Ventilation 30 488 33 508
Material 1 442 0
Övrigt reparation och underhåll 1 027 27 986
Totalt driftkostnader 1 642 819 1 755 549


 


Not 3. Övriga externa kostnader 2024 2023
Föreningsstämma 0 1 455
Arvode ekonomisk förvaltning 99 903 97 351
Extra ekonomisk förvaltning 15 989 8 638
Ekonomisk och teknisk förvaltning 0 18 000
Revisionsarvode 16 045 15 454
Konsultarvode 9 896 0
Bankkostnader 5 025 5 556
Inkassokostnader 0 180
Övriga administrativa kostnader 0 1 600
Föreningsomkostnader 5 341 0
Övriga kostnader 4 689 0
Totalt övriga externa kostnader 156 888 148 234
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Not 4. Byggnader och mark 2024-12-31 2023-12-31


Ackumulerade anskaffningsvärden
Anskaffningsvärde byggnad 218 100 000 218 100 000
Ombyggnation av lokal 513 775 0
Solcellsanläggning 499 875 0
Utgående anskaffningsvärden 219 113 650 218 100 000
Ackumulerade avskrivningar
Ingående avskrivningar - 7 158 729 - 5 651 625
Årets avskrivningar - 1 549 926 - 1 507 104
Utgående avskrivningar -8 708 655 -7 158 729
Utgående redovisat värde 210 404 995 210 941 271


Taxeringsvärden
Taxeringsvärde byggnader 124 794 000 124 794 000
Taxeringsvärde mark 34 637 000 34 637 000


159 431 000 159 431 000
 


Not 5. Förutbetalda kostnader och upplupna intäkter 2024-12-31 2023-12-31


Länsförsäkringar 61 236 55 658
Tele 2 34 770 29 563
FRUBO AB 8 829 8 310
Summa 104 835 93 531
 


Not 6. Skulder till kreditinstitut


Villkors-
ändringsdag


Räntesats
2024-12-31


Belopp
2024-12-31


Belopp
2023-12-31


DB 1302-01-16929 0 11 816 540
DB 1302-01-39082 0 11 845 853
DB 1302-01-27017 0 7 566 541
DB 1302-01-51864 3 mån 3,496 % 30 493 532 0
Summa skulder till kreditinstitut 30 493 532 31 228 934
      
Kortfristig del av skulder till kreditinstitut -30 493 532 -23 786 557


0 7 442 377
 


Not 7. Upplupna kostnader och förutbetalda intäkter 2024-12-31 2023-12-31


FRUBO 2 844 0
Eon 22 164 28 303
Tekniska Verken 83 353 85 220
PreZero Recycling 3 680 3 087
Hemfrid 4 770 4 744
Uppl kostnad revision 10 000 10 000
Uppl räntor 269 475 5 367
Förskottsbet avgift/hyra 255 089 211 703
Arvoden och soc avg 120 901 103 493
Summa 772 276 451 917
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Jonas Ljungberg Mikael Karlsson


Otto Ottosson Carl Henrik Prestor


Emil Andersson


Fridolf Gustavsson


Underskrifter
Linköping enligt de datum som framgår av våra elektroniska underskrifter.


Min revisionsberättelse har lämnats enligt det datum som framgår av min elektroniska underskrift.
 


Not 8. Ställda säkerheter 2024-12-31 2023-12-31


Fastighetsinteckningar 37 250 000 37 250 000
Summa: 37 250 000 37 250 000
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    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "9013c0b0-0e0e-11f0-a281-39ffcb4960d1",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=",
    "personGivenName" : "Sven Göran Otto",
    "startDate" : "2025-03-31T09:00:16.054+0000",
    "transactionId" : "c3909f41ff1f50c4a6798b0c7b00d2f1"
  },
  "time" : "2025-03-31T11:00:40.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "83.249.180.152"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "9e9b6340-0e0e-11f0-9c60-4d51d9279e0e"
}, {
  "id" : "9f02b090-0e0e-11f0-9c60-4d51d9279e0e",
  "time" : "2025-03-31T11:00:40.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "carl.jonas.ljungberg@gmail.com"
  }, {
    "email" : "M.karlsson@live.se"
  }, {
    "email" : "carlgprestor@gmail.com"
  }, {
    "email" : "emil.o.andersson@icloud.com"
  } ]
}, {
  "id" : "0ac50df0-0e0f-11f0-a281-39ffcb4960d1",
  "time" : "2025-03-31T11:03:41.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "154.14.127.68"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carl.jonas.ljungberg@gmail.com"
  }
}, {
  "id" : "aecbb750-0e0f-11f0-9369-416e292e9743",
  "time" : "2025-03-31T11:08:16.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "172.226.48.67"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carlgprestor@gmail.com"
  }
}, {
  "id" : "c17983f0-0e0f-11f0-9369-416e292e9743",
  "time" : "2025-03-31T11:08:48.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "172.226.48.67"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carlgprestor@gmail.com"
  }
}, {
  "id" : "c1e8e790-0e0f-11f0-9c60-4d51d9279e0e",
  "time" : "2025-03-31T11:08:48.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "172.226.49.20"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carlgprestor@gmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carlgprestor@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "199901219510",
    "personSurname" : "Prestor",
    "tbs" : "SSBzaWduOiAiQnJmIFZhc2Fmb3J0ZXQgw4Vyc3JlZG92aXNuaW5nIDIwMjQiIApJRDogN2MyMThiMDAtMGRmZi0xMWYwLTljNjAtNGQ1MWQ5Mjc5ZTBlCkRhdGU6IDMxLzAzLzIwMjUKCg==",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>14asLkGFglr6uXc1gbTGi7J2AbuHUkuxOoJONs4qxTI=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>UeCr5PpfD0rSsj5X1CXTxWyBTie9GccKQTwrK4okLKY=</DigestValue></Reference></SignedInfo><SignatureValue>FkmYuSX9BBvoc+ZEMIb1LOT07mkx+TvIjqEfYHmT3LMnAWFboV3gr1x6oQ4a4wyibBQ2I/LrDkjllkPTs3gOrTFQbjHZH86eAcs+HJiS8CbKzncg/u4x+aiM8pwpuDivGFwoo4LlZWCHlh3WJ0fSqmGesNr+Afog5P+VKLUOIJpHPEMF/EdJETWZeelH1MIZCxdbu8z0X7Z5p9R1H+dkIS9k5PGK/5q0mlf1DKu89MrfaukXdEcmCNxvwThCg0I0UEyRnm4QofG6UiolNDf6otthliyhIRZdPQWpVlwaB40JipYehN9Juz8C7FBO2bJsJzDoJ//M5jQOtJ84EIb8Qw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>MIIGHDCCBASgAwIBAgIIJ8Xg9PzzFZowDQYJKoZIhvcNAQENBQAwgYsxCzAJBgNVBAYTAlNFMTMwMQYDVQQKDCpMw6Ruc2bDtnJzw6RrcmluZ2FyIEJhbmsgQWt0aWVib2xhZyAocHVibCkxEzARBgNVBAUTCjUxNjQwMTk4NzgxMjAwBgNVBAMMKUzDpG5zZsO2cnPDpGtyaW5nYXIgQmFuayBDQSB2MSBmb3IgQmFua0lEMB4XDTEyMDEwMzA5MDQwN1oXDTM0MTIwMTA5MDQwN1owgZUxCzAJBgNVBAYTAlNFMTMwMQYDVQQKDCpMw6Ruc2bDtnJzw6RrcmluZ2FyIEJhbmsgQWt0aWVib2xhZyAocHVibCkxEzARBgNVBAUTCjUxNjQwMTk4NzgxPDA6BgNVBAMMM0zDpG5zZsO2cnPDpGtyaW5nYXIgQmFuayBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRDCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAOl18mVjNQ1USNMNS55OJHfB//dGrp12Y/5qxH3ALuGfLIhB/DGGHEUT90BGrD06QLzKYnxJ5qYNNR8Tp/xX4zb+8Eu0AWugDuhzo6h1JaH7HVbWEGRA7ImbSI43I4B5XoI40d/TD3HSmLknAOPY+skwkQbl0MBp0DIB7mesGOUv3PwguLff336/k81eMFlFBWWVDu4QXAL0mEXgxZlwJyqbX2OxsDoApelFzQo6Q0DB7p6wJvhd8tl9nkcvfkVHsq9+umFRBFaMQ7eWho/NMdpr5ei3gvdj77bNRrqd0uaDW96zzMmxIyybEoHoWffqms1b9LV4ovlkZAxxAvnKjm15nR05bQCEg1FwuMhV/yQjJp8YALfaaxThmv4JwzcSILLblx1YqwFulRdozaGlyGmgXdGWl9r/4qbNczSLJpnTvJnNRt7qHbaXLDsFcNegozxry+JGM7pIQ9cE4zqiQHBibmqJvI03X+2Y2vz1cNXDljtwpu9nOxS10ucjAQV6ySh+T7emRAdkNdl56CeDc6dZCIxJHf8Rc0ri2u3bMltwGtLzF8KMSd7GVH1jKva0hhQik+WBYmrvKmQhPIxktE6U1HDgD5NJzA+hMltUb0xg+ULaXFGdrKpCbfH0TXqWoRJJy/p+Da6SLvfs+cqwfWiA7P9jGq9Cc+75xWvENaI7AgMBAAGjeDB2MB0GA1UdDgQWBBQzrEalOXY7sK7fct6j4lYPdK1VKDAPBgNVHRMBAf8EBTADAQH/MB8GA1UdIwQYMBaAFEhgPBUd+cOmy54Z89iRpHPcv4NRMBMGA1UdIAQMMAowCAYGKoVwTgEFMA4GA1UdDwEB/wQEAwIBBjANBgkqhkiG9w0BAQ0FAAOCAgEAbeDwk8c3FIoKqE/jDXBmVTMDinpNpFIRl2ox+pwroP87NTQiQL2sP+ey6noFH3RfaMlg1SWF4Yi1zpVLSOjXplyRUGGzZ8CRsESnorNeLWcmKPkiY+PeFQqiC0JEAezrlWGwiOr85xAL8j8sRWByvvXwmzB410WqI/TsufA9qzU7RhlWX8Grh6nQzbxDlYq/kWpWslxzdhIVrDJ5moLR8mTXiq+/fPwn7/W3OjrBrJw+YQb+VX0KGK+1YsFJTpumG7ZFjHlcl5HytPm79hhRqY/pPitE0hi+L73l5RzdzGS9QfXxxLa6oQeQHCFxfoANVVu9ZWF+YRray7dgbfhf14P2nhPRQ1YR2r2k0RHK4MoezxwixpSyHp32xnG//zr0uSo+Ppz6aRxxI6TsdCfuMFp6p8f5Qq/Yx7soa+N3v+DQ2C+5McRiMlSIkKZOQMWhNASmygLWzQ/F4AJWClB5BXZ/uSJ4rj8vHPxCIJRldGXtmJxKvMGJfhB+GhV9xq3UwaGp5gdQvAPWSAAR/TeB9FsXqKqqIo+1ykMn0888R+Xysh7zZGIAAF5FFs6SFgndcaug0alXzYbrA4NdgE6QLso93h+eHea4KMqDVEhyipl1gs+GmniEeC8iZmsA/jonDrc+xNB0KxoekRWUtR/j/xq47wRnctL1COorUXxVdEU=</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SSBzaWduOiAiQnJmIFZhc2Fmb3J0ZXQgw4Vyc3JlZG92aXNuaW5nIDIwMjQiIApJRDogN2MyMThiMDAtMGRmZi0xMWYwLTljNjAtNGQ1MWQ5Mjc5ZTBlCkRhdGU6IDMxLzAzLzIwMjUKCg==</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpDb250ZW50OgoKIjc2OTYzMy00NDUyIC0gQnJmIFZhc2Fmb3J0ZXQgaSBMaW5rw7ZwaW5nIC0gw4Vyc3JlZG92aXNuaW5nLnBkZiIKZTY3MyAxZGYwIDkwN2UgN2ZmOCBiNjc3IDdkOTYgNDNiYSA0ZTkwIDE2NDQgN2Q4NCAwYTlkIDQ1NzEgMTJlOSA5ZmRjIDA5ZTggYjRiNwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>qQOtj3wuJryJeKXNcmxOnQNzxHg=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>VJItMjn3/qruCTXEdLB5uQ12upA=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>face1</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "d8258040-0e0f-11f0-9369-416e292e9743",
    "tbsHidden" : "LS0tLS0tLS0tLQpDb250ZW50OgoKIjc2OTYzMy00NDUyIC0gQnJmIFZhc2Fmb3J0ZXQgaSBMaW5rw7ZwaW5nIC0gw4Vyc3JlZG92aXNuaW5nLnBkZiIKZTY3MyAxZGYwIDkwN2UgN2ZmOCBiNjc3IDdkOTYgNDNiYSA0ZTkwIDE2NDQgN2Q4NCAwYTlkIDQ1NzEgMTJlOSA5ZmRjIDA5ZTggYjRiNwotLS0tLS0tLS0t",
    "personGivenName" : "Carl Henric Georg",
    "startDate" : "2025-03-31T09:09:26.544+0000",
    "transactionId" : "624c229779d41eb20cd583d63c4ce203"
  },
  "time" : "2025-03-31T11:09:32.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "172.226.49.20"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "dc0663f0-0e0f-11f0-9369-416e292e9743"
}, {
  "id" : "dcd91d40-0e0f-11f0-9369-416e292e9743",
  "time" : "2025-03-31T11:09:34.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "carl.jonas.ljungberg@gmail.com"
  }, {
    "email" : "M.karlsson@live.se"
  }, {
    "email" : "emil.o.andersson@icloud.com"
  }, {
    "email" : "otto.ottosson007@gmail.com"
  } ]
}, {
  "id" : "63eaf510-0e15-11f0-9229-9f568a49ef7d",
  "time" : "2025-03-31T11:49:08.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "172.226.49.36"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "M.karlsson@live.se"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "M.karlsson@live.se"
  },
  "signingMetadata" : {
    "personNr" : "199306085474",
    "personSurname" : "Karlsson",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>VLJ+r0bVpepfdYXR9mbo5Y68pQFqVT3+oYptx8dzju0=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>cCx6TqQCK9Bgo98bs9oQYmY/qj+HIndAKjh4CLBLUCU=</DigestValue></Reference></SignedInfo><SignatureValue>jsgL/1aDrF1eTvXzp9E+lmz84oCq9LAX5nVJ5H3SFyxQQTlDcYJFcdFRsM8btheIjfZtEjJnbqyUq+a8lK9aSVJw8kJUdN6jzn69jn4cCA9BuQfp1OBoMU8FV4P9FMY8bsz2uOrPtWBSsP0gRZWpmXrBd2/W6jbWQ1VXE0IL0MgxtUPGWS8kYefSKhBG0YCeEMJ4Xa7A7ZjK7JKGCALt4/+Nt3m6AnxOKb4vHdGPkictbTR3njH0f5STGk3FvNhYRmqb2pUpDFy9gXDLn7boUqLeqykonW6jJUFMNADpX0Q7LGiIMu06RrKZ21QKjoQU569p51sXYDxsqm/cr53stA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>e7WQH4bzstv9+8zaq5iwwW0GP2o=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>P0IX4Ruh64TpwGIY5o91BYO3fiY=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>face1</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "85806920-0e16-11f0-9369-416e292e9743",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=",
    "personGivenName" : "Mikael",
    "startDate" : "2025-03-31T09:57:14.404+0000",
    "transactionId" : "bbd311c7b026da19f03cb421db30b2c2"
  },
  "time" : "2025-03-31T11:57:21.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "104.28.31.63"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "89b204e0-0e16-11f0-a281-39ffcb4960d1"
}, {
  "id" : "8a320a50-0e16-11f0-a281-39ffcb4960d1",
  "time" : "2025-03-31T11:57:21.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "carl.jonas.ljungberg@gmail.com"
  }, {
    "email" : "carlgprestor@gmail.com"
  }, {
    "email" : "emil.o.andersson@icloud.com"
  }, {
    "email" : "otto.ottosson007@gmail.com"
  } ]
}, {
  "id" : "a05fc400-0e18-11f0-9229-9f568a49ef7d",
  "time" : "2025-03-31T12:12:18.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.191.138.32"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "emil.o.andersson@icloud.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "emil.o.andersson@icloud.com"
  },
  "signingMetadata" : {
    "personNr" : "199403308258",
    "personSurname" : "ANDERSSON",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>YKApqZTeuwmWnZWID44bCczY8bwTEM3+hsx+RfFqIKc=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>pwI02i3hrR4CcfdNWimwlzCO4leL0Rrasyu61+zi1dQ=</DigestValue></Reference></SignedInfo><SignatureValue>AeBfDrfITog6yV9u+cXLxYkaI+XON787kBu5ISJiVlrhE7MxHY6MRv1DdpZomsc/nQ+4Fnke9zmzvNxqUjK18EqCDervd7z+/Qb09gcFPYolLRmGadCjgyCKdNeRqc8SyM+sNNzb7Ne2kw59Y/opMU4Ym8l8MHWtd4QwT2e7JuAeBKMaRIMBbj22zkagKJB97YC5rSdTK2HrBa2lTVdbyEwnERslG54/L2gjkzx5Oy5nkDO9P8QqyD2FlF1RbPEjfNu9slOWvdbsrlVFzwJn4JeUmSntZ1FGum7ZVjrv91ADC5WQ3vg5mLBd/CDvIl5ieLgTgU2Atn70wfzNOPqbUg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>MIIFcDCCA1igAwIBAgIIIxVp0gjSBCUwDQYJKoZIhvcNAQELBQAwfTELMAkGA1UEBhMCU0UxMDAuBgNVBAoMJ1NrYW5kaW5hdmlza2EgRW5za2lsZGEgQmFua2VuIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDMyOTA4MTEnMCUGA1UEAwweU0VCIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMB4XDTIzMDkyMTIyMDAwMFoXDTI2MDkyMTIxNTk1OVowgcoxCzAJBgNVBAYTAlNFMTAwLgYDVQQKDCdTa2FuZGluYXZpc2thIEVuc2tpbGRhIEJhbmtlbiBBQiAocHVibCkxEjAQBgNVBAQMCUFOREVSU1NPTjENMAsGA1UEKgwERU1JTDEVMBMGA1UEBRMMMTk5NDAzMzA4MjU4MTYwNAYDVQQpDC0oMjMwOTIyIDE5LjQ2KSBFTUlMIEFOREVSU1NPTiAtIE1vYmlsdCBCYW5rSUQxFzAVBgNVBAMMDkVNSUwgQU5ERVJTU09OMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEAnoXThCQWXMwrcyGLdlfG0NrT7medjJeKrLicM3q/9Gt0MAZkWdfXsIsCE3uzjFUGP/cRg817WA01Jj49gAfnLRuaYGqvs/yr6pT9fyLluqKnYqC1QiDV0UaHaBHnlQIAkUWbDDM/8fvu+4dUOxnsuL96cL4y7i424WIGw4RpcoHpKhO8ANvPAMd1cv9VgQzVDg/4WcVsmBo0tXXPLsgV5NujZ17VgvfL+CkTQPGftRS26AscDvm+exwht5b9OuDGxVTNPlSh9D1yyaLfnjGP6vhwGO34wWJbVLJZ+hbmZBCCUI1iQAw7aa/2urBhrH4dOBlH4votLAUWiWdwwcWSTQIDAQABo4GlMIGiMDsGCCsGAQUFBwEBBC8wLTArBggrBgEFBQcwAYYfaHR0cDovL29jc3AucmV2b2NhdGlvbnN0YXR1cy5zZTATBgNVHSAEDDAKMAgGBiqFcE4BBTAOBgNVHQ8BAf8EBAMCBkAwHwYDVR0jBBgwFoAUhywBjeCqvk2X7eMmfYDu8ljDljkwHQYDVR0OBBYEFPIFhYMyMHdQ9a0+KemP0Ct2c8CAMA0GCSqGSIb3DQEBCwUAA4ICAQCYtuK8Nfx1zghj1B8JJp5Gh9v3hgBMu0p9orv3q/e5iVHnidRLvivqo9yYH8LDVZuAnVUbvoR31mmAjvXmBNJMydW5hgJfs0LQwe6EeyYYltVLYIjJHMlmqIFB3R3K5sVW2bkowDVPk52N63GPjOwN/mADwTKLONd5yTPjgDJwLLcH8D4FcEowdXftn7yxFYyrksN2Tfl5/tLOFPOjLw3z69J5jjzTGTcKcSdqSJoO927JMJvZTuE9wK3y18ugKsCTlUVTBOfPnJLPwUfCdwOnKLZiRsugw99qmD2/kJFmwe88yWyDpOMNXXyfzivWGgcW6KkwQP1RGCWBpCnhQxJrzutV9xyD0sJB59dRP9h0seGzjqoxgRMTOutmQhyfb8kHFcmjH5FAoU9vWMCpBo3UEozeXfvGd8pDbKvY2p3gEMjttPvgtQRIUdiubdaQeXhMP7H7bNJAnkIK2CemuLgcM3fXuqwsrojnPqGdcaFC0CQXggaBv6yqv7xxg10qTp6UxMhb1Ong2SGmUWSeiLDdBkjZ/tEVOPC4I5XWXk3HqE/HTLiGzdBEOxRkh4Go0c6RLEAVUwtFth9WXsV74wxMSB4a01ZOlBQCg+HkVXy+ABVvqtQpW48XGFEIsXGPMTk2G8DgZntoYHsqPTZbCXSgVMCKjvrT7HkBJWFRgMbsmg==</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>63lXgvjhKYg3E1eC8dbPoobKUoY=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>IcsqZMacb4G9lLhC6rd5I4AKg8o=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "a3a970c0-0e18-11f0-a281-39ffcb4960d1",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=",
    "personGivenName" : "EMIL",
    "startDate" : "2025-03-31T10:12:23.904+0000",
    "transactionId" : "0820b24628bcac6b6ccabe12791fd3cf"
  },
  "time" : "2025-03-31T12:12:35.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "94.191.138.32"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "aa7a9690-0e18-11f0-9369-416e292e9743"
}, {
  "id" : "ab490a20-0e18-11f0-9369-416e292e9743",
  "time" : "2025-03-31T12:12:36.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "carl.jonas.ljungberg@gmail.com"
  }, {
    "email" : "M.karlsson@live.se"
  }, {
    "email" : "carlgprestor@gmail.com"
  }, {
    "email" : "otto.ottosson007@gmail.com"
  } ]
}, {
  "id" : "a7ce0240-0e1a-11f0-8402-6fa9eb1c6183",
  "time" : "2025-03-31T12:26:49.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "154.14.127.68"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carl.jonas.ljungberg@gmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vasafortet",
    "email" : "carl.jonas.ljungberg@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "198403131652",
    "personSurname" : "LJUNGBERG",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>lQnGPShXqSN72IM13r0zQ6zqymQUjX+70Qk8IaQZx24=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>GiuBcVGBidkzMWojtjXjCnuYI1Snm3sIt59lJfBFkiE=</DigestValue></Reference></SignedInfo><SignatureValue>umEV3qNIvCELL4w6EbcFZS8HeVlvM5Neb5lHz/BVhDLrv8B7+kaasv0RERGIrHTAA7eTImwpdnJF3MS2nvClZgN1ReSFI8hSylgnzl2AR35qnGL6zvfDuZ28tbSlhFG6vGoe/47W7kI2uFogkVm4GmfY5aabp6qCD3CF3VSw7FOTxmBsYzFcXA+4KiSgDuQL8FsOooPZ4pYEpM3K0oosYzP5wY7lS5e5B8ds+E2fxQMF9Pta5iwvz+Begh/aNGnvBcbl617CPNQ196l2qZEmrNtnJxv3yjaEMFLaWC69jU3Y0BcE0Xz7DUVcl9DB//eyF3ZH7ZXnjX8qbUAUVaQmhQ==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>6/EC5Mp/FB7VijnU2DvBMtogizo=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTcuNi4x</deviceInfo><uhi>/tA77raNPkgE2nHuFK6tYokUsAg=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>face1</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "ac0d59a0-0e1a-11f0-97e9-1f10aabe313e",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=",
    "personGivenName" : "JONAS",
    "startDate" : "2025-03-31T10:26:56.947+0000",
    "transactionId" : "6de5b1f672845a6e6eee9d1a865ac8d9"
  },
  "time" : "2025-03-31T12:27:05.000+0200",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "154.14.127.68"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "b120a2d0-0e1a-11f0-a281-39ffcb4960d1"
}, {
  "id" : "b18c35e0-0e1a-11f0-a281-39ffcb4960d1",
  "time" : "2025-03-31T12:27:05.000+0200",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "M.karlsson@live.se"
  }, {
    "email" : "carlgprestor@gmail.com"
  }, {
    "email" : "emil.o.andersson@icloud.com"
  }, {
    "email" : "otto.ottosson007@gmail.com"
  } ]
}, {
  "id" : "b18d6e60-0e1a-11f0-a281-39ffcb4960d1",
  "time" : "2025-03-31T12:27:05.000+0200",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "Fridolf@fridolfrevision.se"
  } ]
}, {
  "id" : "dbc146d0-0e1e-11f0-8402-6fa9eb1c6183",
  "time" : "2025-03-31T12:56:54.000+0200",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.204"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Fridolf Revision",
    "email" : "Fridolf@fridolfrevision.se"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Fridolf Revision",
    "email" : "Fridolf@fridolfrevision.se"
  },
  "signingMetadata" : {
    "personNr" : "198910081952",
    "personSurname" : "Gustavsson",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>AtLZuln3483WDrajQqTPa050f5dr33pipSpDVsV5qpM=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>cl/wNwZOSZ9ryVLws0yOshfCxcS7fHkOOkG2gWk/aws=</DigestValue></Reference></SignedInfo><SignatureValue>c8EQdXXX3Wej9AH1lYggEQ28zhCqex3L6tK7q5rnOn8mMQqMx3XLb5slj+CfPfljopcSwGmj74eh+XF52xQPhDbOwfOcmLjj51/Y5bRPPTOU6K2uL3hpG9rHXt97agSRaExlCAanSZwLsuoiYg0Whw84U+O3ANtk1OM3Ren8f8zWTxyLhW0dCa3lHAfIa9WLJsljoq85M+UipwpTGjHrqcpv/k3OL5iDTRWgsttbWI9gZys4I8OY2hKHDWMU2rIehakVSvDdkE07vUv7dlxpK70PB/10mXABGf2PH+qNs/2Er8ZPGqXHQkIChCUC1tjInmO4N/FHk23M+n9yC1nsPg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWYXNhZm9ydGV0IMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDdjMjE4YjAwLTBkZmYtMTFmMC05YzYwLTRkNTFkOTI3OWUwZQpEYXR1bTogMjAyNS0wMy0zMQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>tVqxUiETS8EMfSrvQHVOoNx32PI=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4w</version><env><ai><type>SU9T</type><deviceInfo>MTcuNi4x</deviceInfo><uhi>1qAIoSlTmPqIAwlsLctRhmUu7Lc=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "199dea80-0e1f-11f0-9369-416e292e9743",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiNzY5NjMzLTQ0NTIgLSBCcmYgVmFzYWZvcnRldCBpIExpbmvDtnBpbmcgLSDDhXJzcmVkb3Zpc25pbmcucGRmIgplNjczIDFkZjAgOTA3ZSA3ZmY4IGI2NzcgN2Q5NiA0M2JhIDRlOTAgMTY0NCA3ZDg0IDBhOWQgNDU3MSAxMmU5IDlmZGMgMDllOCBiNGI3Ci0tLS0tLS0tLS0=",
    "personGivenName" : "Fridolf Elmer",
    "startDate" : "2025-03-31T10:58:38.773+0000",
    "transactionId" : "1d91473ace4f8922757c6ce3623165d9"
  },
  "time" : "2025-03-31T12:58:57.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.204"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "25221110-0e1f-11f0-97e9-1f10aabe313e"
} ]
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate


agreements concluded through the Egreement application. The document describes the content,


structure and semantics of the agreement container, required to understand in order to evaluate


agreements or settle possible disputes.


Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a


collection of different information artifacts concerning an agreement made between one or more


contracting parties. Artifacts can be the text on which agreement parties are to agree, individual


parties’ acceptance statements, or records of the events associated with the conclusion of the


agreement. In order to store this information in a secure and self-contained manner, a Container is


needed. The container is simply a file storing all the information needed in a structured and well-


defined way.


Generic Container Structure
The container includes the following artifact types:


• Agreement File - One or more documents, or other types of files (such as images), either uploaded


by the agreement creator or provided by the Egreement application, that togehter constitute the


agreement.


• Audit Log - A log, created by the Egreement system, with recordings of all major events that have


taken place in the process of concluding the agreement.


• Reference Documentation - Documentation how Egreement manages agreement creation, signing


and closing.


• Verification - An agreement summary, including a listing of included agreement files, signees and


an extract of the audit log.


PDF Container


The container format used by Egreement is PDF. All of the listed artifact types are stored as so called


attachments in the PDF container. The reason for adding agreement artifacts as attachments is that


this makes it possible to provide traceability throughout the complete signing process. In order for a


reader to easily be able to view the contents of the agreement, a selection of the attachments is


"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview



Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is


recommended to use the official Adobe Acrobat Reader to view Egreement PDF


containers.


Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also


note that the description field holds the artifact type of the attachment.


Figure 2. PDF Attachments
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How to Validate


The container is a valid PDF agreement if it holds the artifacts defined above.


Container Content


Agreement File


Artifact type: Agreement file


Agreement files are the parts of the agreement which the agreement creator uploads or selects to be


included. These could be documents, forms, images or virtually any type of file. Furthermore,


agreement files can be divided into two categories, agreement files possible to visualize and non-


possible to visualize.


Agreement Files Possible to Visualize


Files possible to visualize, are added as attachments to the container just as all other artifact types, but


they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view


the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,


image-type files and text files.


Agreement Files Non-Possible to Visualize


Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,


though it is represented with name, size and hash of the file. These file types are typically technically


hard or impossible to create a visual representation of, e.g. a sound file or a video file.


How to Validate


To understand what has been agreed and to establish if there is a dispute or if the disagreement


between the contracting parties is actually covered by the agreement, please read and understand the


actual content of the agreement.


Audit Log


Artifact type: Audit log


The audit log attachment is a well-defined, JSON formatted, document presenting all the important


events that have occurred from when the agreement was created until the agreement was closed.


Refer to the "Workflow" chapter in Overview for more details.


The following audit log entry types are defined:
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• Agreement Created


• Agreement Viewed


• Agreement Signed


• Agreement Rejected


• Agreement ExpireOn Changed


• Message Sent


The different log entry types are described in detail below.


Common Structures


All log entry types share common information that is included in every log entry logged.


Table 1. Common Attributes


Parameter name Parameter value example(s) Description


time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.


id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b


An ID of this particular event
(can either be a numeric long
value or Time based UUID).


eventClass agreement_created Name of the type, as listed
below.


eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.


userInfo See UserInfo Information about a user.


UserInfo


The UserInfo structure holds information about the user triggering an event, users being contracting


parties of an agreement as well as other users. Note that only a subset of the parameters is included,


depending on the situation where the UserInfo structure is used.


Table 2. UserInfo


Parameter name Parameter value example(s) Description


ipAddress 212.94.55.131 The IP address of the user.


email john@example.org The user’s email address.


mobile +4670123456789 The user’s mobile phone
number.
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Parameter name Parameter value example(s) Description


personNr 19550505-1234 (Sweden),
220750-999Y (Finland)


The user’s personal identity
number.


personName John Smith The first and last name of the
user.


personGivenName John The first name of the user.


personSurname Smith The last name of the user.


orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.


orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.


AgreementFileInfo


The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the


user. See Agreement File.


Table 3. AgreementFileInfo


Parameter name Parameter value example(s) Description


fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b


The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).


fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.


fileMimetype application/pdf The agreement file mime type.


fileSize 42253 The size, in bytes, of the
agreement file.


fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.


How to Validate


See Validation how to validate the entire audit log.


Agreement Created


This event is logged when the agreement is created. This is always the first log entry for each
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agreement, i.e. no events can take place before this event has occurred.


• EventClass: agreement_created


• EventId:


◦ 10: When a private user creates an agreement using the web application.


◦ 11: When a company user creates an agreement using the web application.


◦ 12: Agreement created using the API.


Table 4. Agreement Created Specific Information


Parameter name Parameter value example(s) Description


agreementName MyEmployeeAgreement User specified name of the
agreement.


agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b


System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).


agreementVersion 1.18 Version of the agreement
container format.


agreementLocale sv_SE Locale of the agreement
container.


signees List of UserInfo A listing of the signees defined
as parties in the agreement.


agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.


How to Validate


Validating this audit entry requires a number of steps all documented below.


EventTypeId Validation


Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.


Table 5. EventType effect on UserInfo


Type How to validate UserInfo


10 orgNr and orgName must not be set


11 personNr, orgNr and orgName must be set


12 orgNr and orgName must be set


6



https://en.wikipedia.org/wiki/Universally_unique_identifier

https://en.wikipedia.org/wiki/Universally_unique_identifier





Agreement Metadata


All metadata parameters must be validated according to table below.


Table 6. Agreement Created Metadata Verification


Parameter name How to validate


agreementName Must be present


agreementId Must be present


agreementVersion Must be less than or equal to 1.16


agreementLocale If present, Must be a valid locale and container
verification page must be in this language


signees See Signees Validation


agreementFiles See Agreement File Validation


Agreement File Validation


Validate that all Agreement File are the correct ones, that they are included, and that there are no


additional files than the ones listed in the audit log.


Audit Log


Check all agreement files in this audit entry and verify that they all exist in the container. Do this by


identifying the attachment by the ID and name stated in the audit entry.


Attachments


Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and


make sure that they are all listed in the create agreement audit entry.


Check Hashsums


For each agreement file, compute the hash and check that the hash in the audit entry is correct.


Signees Validation


Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees


is equal to the number of Agreement Signed entries.


Agreement Viewed


This event is logged every time an agreement is viewed or downloaded.


• EventClass: agreement_viewed


• EventId:


◦ 20: When a user views an agreement using the web application.
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◦ 21: When a user views an agreement using a mail link.


◦ 22: When a user views an agreement by downloading it using the web application.


◦ 23: When a user views an agreement using a mail link that is protected using two-factor


authentication.


Agreement Viewed Specific Information


None


How to Validate


Check that time of entry is after Agreement Created.


Agreement Signed


This event is logged every time a user signs an agreement.


• EventClass: agreement_signed


• EventId:


◦ 30: When a user signs the agreement, not being the last signee.


◦ 31: When a user signs the agreement as the last signee.


◦ 32: When a user tries to sign the agreement but signing fails.


Table 7. Agreement Signed Specific Information


Parameter name Parameter value example Description


signeeInfo See UserInfo Information about the signee.


signMetadata See SignMetadata Signing metadata produced in
the signing process.


Table 8. SignMetadata


Parameter name Parameter value example Description


signatureMethod bankid The ID of the signing method
used.


signature PD94bWwgdm…duYXR1cmU+ The signature, base64 encoded.
The underlying format depends
on the signature method used.


ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.
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Parameter name Parameter value example Description


message MzJhMDYxN2FhYjRjOWZlNzI1Zj
FiNWJjNDQxMj…


The text shown to the signee
before approving the signature
request. Text is NOT signed, just
kept for audit purposes.


tbs SSBzaWduOiAiQ29udHJhY3QiIA
pJRDogNjdkN2…


The text being signed by the
signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.


tbsHidden LS0tLS0tLS0tLQpDb250ZW50Og
oKImJsdWUucG…


Hidden additional text also
being signed, base64 encoded.
This parameter is only included
for some signing methods.


How to Validate


Check that time of entry is after Agreement Created.


EventType Validation


Table 9. EventType effect on validation


Type How to act


30 Verify as described below.


31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.


TBS Validation


In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where


applicable) will be stored as a part of SignMetadata.


For simple electronic signature methods, TBS validation is not applicable.


Signature Validation


Fetch the signature method pointed out by SigningMethod and verify the signature according to the


corresponding chapter in Signing


Signee Validation


The output from the Signature Validation should be validated according to table below.
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Output type How to validate


Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.


User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.


TBS or hash of TBS If TBS validation applies, check that TBS and/or
tbsHidden matches the SignMetadata.


Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.


Agreement Rejected


This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.


• EventClass: agreement_rejected


• EventId:


◦ 40: Agreement rejected by user.


◦ 41: Agreement auto-rejected due to validity timeout.


◦ 42: Agreement withdrawn by agreement creator.


Agreement Rejected Specific Information


None


How to Validate


If one of these audit entries are found, the agreement is not a valid agreement.


Agreement ExpireOn Changed


This event is logged when the agreement expiry date is changed.


• EventClass: agreement_expire_on_changed


• EventId:


◦ 80: Agreement expiry date changed by user.


Table 10. Agreement ExpireOn Changed Specific Information
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Parameter name Parameter value example Description


agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


How to Validate


Check that time of entry is after Agreement Created.


Message Sent


A message is logged each time the system sends a mail to parties involved in the agreement.


• EventClass: message_sent


• EventId:


◦ 50: Message sent due to event IDs: 10-12


◦ 51: Message sent due to event ID: 30.


◦ 52: Message sent due to event ID: 31.


◦ 53: Message sent due to event ID: 40.


◦ 54: Message sent due to event ID: 41.


◦ 55: Message sent when agreement is shared.


◦ 56: Message sent when agreement sharing is cancelled.


◦ 57: Message sent when agreement validity is about to expire.


◦ 58: Message sent as a reminder of agreement creation.


◦ 60: Message sent due to event ID: 20-23.


Table 11. Message Sent Specific Information


Parameter name Parameter value example Description


sentTo List of UserInfo A listing of the users to whom
the message is sent.


How to Validate


Check that time of entry is after Agreement Created.
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Format


The audit log is included in the container as a JSON-formatted file.


Audit log example


[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.16",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
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    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  }, {
    "personName" : "Alice A",
    "mobile" : "+4670123456789"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
  "eventId" : 30
} ]


Reference Documentation


Artifact type: Reference documentation


Included in the container is also the reference documentation which documents the container format,


overview and details about signing and validation, Etc.


Table 12. Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


Verification


Artifact type: Verification


The verification page is included as an attachment in the container, and is also mirrored to the visible


part of the container PDF. The purpose of the verification is to provide the reader with a summary of


the content of the agreement, in combination with important events that have occurred during the


agreement creation and signing process. An overview of the contents of the verification is given below.


Basic Information


Includes the most basic, and always present, information of the agreement. See Agreement Created for


more details.


• Agreement ID


• Agreement name


• Agreement version


• Creation date


Agreement Files


Lists the different files that the agreement includes. This is primarily the documents uploaded by the


user, which include agreement text and other data. See AgreementFileInfo for more details.


Each agreement file is listed with the following properties:


• Agreement file ID
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• Agreement file name


• Agreement file mime type


• Agreement file size


• Agreement file hash


Signees


Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed


with the following properties:


• Signee person number ID


• Signee name


• Signee sign date


Audit Log Extract


The verification ends with a summarizing extract from the audit log. It includes the most important


events and information from the audit log, whereas audit information that is of secondary importance


is filtered out.


Change Log


Agreement Version : 1.1


• Date of Change : 2017-02-28


• Logs


◦ Representation of agreement parts which are not possible to visualize are to include last


modified date along with the existing information (Name, Size, Hash).


◦ Layout is also changed to display the additional information vertically.


◦ Agreement File section of Verification page to include last modified date & time.


◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).


Agreement Version : 1.2


• Date of Change : 2017-03-15


• Logs


◦ File Title is included in non visible agreement parts.


◦ Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3


• Date of Change : 2017-06-21


• Logs


◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced


Agreement Version : 1.4


• Date of Change : 2018-02-01


• Logs


◦ Audit Events are allowed to have id as Long (number) or UUID


◦ New Signature Method Click signature introduced


Agreement Version : 1.5


• Date of Change : 2018-05-31


• Logs


◦ Norwegian BankID is introduced


Agreement Version : 1.6


• Date of Change : 2018-07-31


• Logs


◦ More information about signature added on attest page


Agreement Version : 1.7


• Date of Change : 2019-01-16


• Logs


◦ Draw signature image added on attest page


Agreement Version : 1.8


• Date of Change : 2019-02-01


• Logs


◦ Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9


• Date of Change : 2019-04-04


• Logs


◦ Agreement locale added for agreement created event in auditlog.json


Agreement Version : 1.10


• Date of Change : 2019-05-16


• Logs


◦ Enable rendering of txt files on visual part of the PDF.


Agreement Version : 1.11


• Date of Change : 2019-05-14


• Logs


◦ Agreement expire on changed event added in auditlog.json


Agreement Version : 1.12


• Date of Change : 2020-04-20


• Logs


◦ Localized signing method display text on attest page & in auditlog.json


Agreement Version : 1.13


• Date of Change : 2020-10-22


• Logs


◦ Finnish EID is introduced


Agreement Version : 1.14


• Date of Change : 2021-08-03


• Logs


◦ TBS explanation is extended
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Agreement Version : 1.15


• Date of Change : 2021-11-07


• Logs


◦ Norwegian BankID signing documentation is updated


◦ Norwegian BankID signing by the means of authentication is introduced


Agreement Version : 1.16


• Date of Change : 2022-04-30


• Logs


◦ Danish signing using MitID is introduced


Agreement Version : 1.17


• Date of Change : 2022-07-15


• Logs


◦ Watermark logo removed


◦ Verification page logo changed


Agreement Version : 1.18


• Date of Change : 2023-10-02


• Logs


◦ Qualified electronic signing using Swisscom Mobile ID is introduced


Agreement Version : 1.19


• Date of Change : 2024-04-17


• Logs


◦ Watermark logo added


◦ Verification page logo changed


Reference Documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible


to verify the signatures of agreements signed using the Egreement service.


Overview
This document describes how Egreement handles the signature process, from how to make all


agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.


System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system


protects the signing process.


All parts providing evidence for the signature, such as hardware, operating system and software, have


to be trusted.


Hardware


Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center


with high availability requirements, used by large banks and e-commerce companies.


Software


For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to


show when certain events occur and are an important evidence when validating an agreement.


The platform synchronizes its time over the standardized Network Time Protocol (NTP).


Electronic Signatures
An electronic signature is any electronic means that indicates that a person consents to the contents of


an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such


signatures:


• Simple Electronic Signatures


• Advanced Electronic Signatures


• Qualified Electronic Signatures


These signatures are created using an electronic identity that has a certain security Level of Assurance
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(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,


taking into account the enrollment process as well as protection of the authentication needed to use


the identity.


• Low - For example self-registration.


• Substantial - Providing and verifying identity information in a structured way.


• High - For example a requirement to have a physical meeting before issuing an identity.


Simple Electronic Signature (SES)


• Basic electronic signature with low assurance.


• Typically equivalent to a handwritten signature.


• Minimal identity verification required.


Is defined as "data in electronic form which is attached to or logically associated with other data in


electronic form and which is used by the signatory to sign".


Supported methods


• Draw Signature - A handwritten signature drawn on a digital canvas.


• API Signature - A signature created by consuming the web service exposed by Egreement AB.


• MitID low - Danish MitID on LOA level low


• Click Signature - A signature created by personalized link.


Advanced Electronic Signature (AES)


• is uniquely tied to the signatory,


• uniquely linked to and capable of identifying the signatory


• created in a way that allows the signatory to retain control


• linked to the document in a way that any subsequent change of the data is detectable.


Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.


Supported methods


• Swedish BankID


• Norwegian BankID


• Finnish strong identification


• Danish MitID - MitID on LOA level substantial


• SMS Signature - A signature created by responding to an SMS with context specific content.
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• Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based


email service.


Qualified Electronic Signature (QES)


A qualified electronic signature is an advanced electronic signature which is additionally:


• Highest Level of Assurance and trust.


• created by a qualified signature creation device (QSCD)


• Requires a qualified digital certificate from a qualified trust service provider.


• Legal equivalence to a handwritten signature in many jurisdictions.


Supported methods


Electronic signatures based on PKI where the signature is the highest level of electronic signature


under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.


• Swisscom Mobile ID


Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof


agreement files.


The following chapters introduce some concepts needed to understand cryptography based signatures.


Cryptographic Hash Functions


A cryptographic hash function is any function that can be used to map data of arbitrary size to data of


fixed size where it is practically impossible to find two pieces of input that produces the same hash


value. It is a one way transformation that produces the same result every time. The result is called a


hash and since it is a one way function, it is not possible to re-create the input behind a hash.


Examples on hash functions are:


• SHA.2


• RIPEMD


• Whirlpool


Asymmetric Encryption


In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric
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encryption. The difference between them is that the symmetric encryption uses one single key for both


encryption and decryption, while asymmetric uses one key for encryption and another for decryption.


The fact that there are two keys can also be used for creating signatures and serves as a base for many


types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure


(PKI).


Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only


key that can decrypt the crypto text is the other key belonging to the pair. One key is private and


should not be shared with anyone, the other is public and is used to verify signatures created with the


private key.


Examples on asymmetric keys are:


• RSA


• DSA


Digital Signatures


When signing using asymmetric keys, the signature result is called a raw signature and is just a binary


blob of a specific size, without any information at all. In order for the signature to be used in a


distributed environment, there is a need to add information on who signed the blob, what was signed


and so on.


The combination of metadata and the raw signature is called a digital signature. Some information is


optional:


• Signature time


• X.509 Signature Certificate


• X.509 CA Certificates (who issued the X.509 Signature Certificate)


• Signature text (TBS)


• Hash algorithms used


• Signature algorithm used


• The raw signature


Examples on digital signature formats are:


• CadES/CMS/PKCS#7


• XAdES


Signing
To sign an agreement a number of actions need to be executed:
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• Create text representation of agreement


• Create digital signature


Create text representation


For advanced electronic signatures, where the agreement contents is logically tied to the created


signature, the text needs to be prepared in order to suit the signing method used. The textual


representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text


that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata


with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.


It is not possible to sign the actual agreements, since there is a risk that the agreement files are too


large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and


create a representation of it.


For non-advanced signatures, where the agreement contents is not directly tied to the signature, the


above preparation is normally not needed.


Digital signature clients allow us to send two different types of TBS. They are:


• Visible TBS


• Hidden TBS - Swedish BankID only


Visible TBS


TBS text that is exposed to the signatories by the digital signature clients. General information about


the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different


between signing clients and also have different localizations it will be saved together with the digital


signature. In cases where hidden TBS is not supported, the visible TBS will contain information that


otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,


the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated


as if the ordered agreement files were a single file.


Example


I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016


Hidden TBS


TBS text that is hidden from the signatories by the digital signature clients. Agreement content is


reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients


as a hidden TBS. This is currently only supported for Swedish BankID.
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Example


----------
Content:


"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73


"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------


Create Digital Signature


For advanced electronic signatures, the cryptographic signature is created by applying the private key


from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset


is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods


describes all methods supported.


For non-advanced signatures, signature creation will vary depending on the method.


Signature Methods
Currently, the following signing methods are supported:


• Swedish BankID (advanced electronic signature)


• Norwegian BankID (advanced electronic signature and authentication)


• Finnish strong identification


• Danish MitID


• Swisscom Mobile ID (qualified electronic signature)


• Draw Signature


• API Signature


• SMS Signature


• Email Signature with OneTimePassword


• Click Signature


These are described in detail below.
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Swedish BankID


Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is


owned by a number of large swedish banks.


It is a PKI based solution with support for file based tokens as well as smart cards, supported on a


number of platforms for desktop and mobile.


Signature format


The BankID client produces an XML Digital Signature as specified in BankID Signature profile.


Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - In the form of a Swedish personal identity number.


• personSurname - Surname in capital letters.


• personGivenName - Given name in capital letters.


• startDate - Date when signing was started.


• signatureMethod - Will be bankid or bankid-otherunit.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed, base64 encoded.


• tbsHidden - Hidden data being signed, base64 encoded.


How to validate


Validate the signature according to BankID Signature profile.


Output from validation to provide to Signee Validation in Container Format is:


• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the


signature.


• Hashed TBS.


• TBS Hash algorithm.


Norwegian BankID - advanced electronic signature


Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.


It is a PKI based solution that uses a one time password in combination with a personal password,
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supported on a number of platforms for desktop and mobile.


Signature format


The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the TBS.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be signature.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7


signature.


• Hashed TBS


• Hash algorithm


Norwegian BankID - authentication


Authentication based signing is also provided by the means of Norwegian BankID.
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Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.


How to validate


As an authentication alone does not digitally sign the agreement content, the person details such as


given name, surname and date of birth must be compared with the requested signee.


Finnish strong identification


Strong identification broker services are provided by Telia Finland for banks and mobile operators in


the Finnish Trust Network ("FTN").


Identity format


Telia produces a signed JWT which contains information about the person.


Table 1. Signed Attributes


Attribute Name Attribute Value


urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus


urn:oid:2.16.840.1.113730.3.1.241 Full name


urn:oid:2.5.4.4 Surname


urn:oid:1.2.246.575.1.14 Given name


More information can be found in Telia Tunnistus.
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Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - Finnish personal identity code.


• personSurname - Surname


• personGivenName - Given name


• startDate - Date when signing was started.


• signatureMethod - Will be eid-fi.


• transactionId - Transaction ID from backend system.


• signature - Signed JWT (from Telia).


• publicKey - Public key (JWK) for the signed JWT (from Telia).


How to validate


The signed JWT can be verified using the public key.


Danish MitID


Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.


Signature format


The signature flow for Danish MitID is performed as a text followed by end-user authentication, so


there is no signature produced. Thus a signature format does not exist.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Danish personal identity number.


• personName - Full name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.


◦ The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when


initiating the signature.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.
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• tbs - Data that was shown to user before authenticating, base64 encoded.


More information can be found in Danish MitID.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the


entries in the audit log.


Swisscom Mobile ID


Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.


It is a PKI based solution that uses a smartphone application to authenticate signees. After successful


authentication a short lived certificate is issued that is used to produce a Qualified Electronic


Signature.


Signature format


Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the tbsHidden and message is the message shown to


the user in the Mobile ID client.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no used to trigger the signee’s authentication of the signature.


• personName - Full name.


• personSurname - Surname.


• personGivenName - Given name.


• personSerialNumber - Swisscom evidenceId.


• startDate - Date when signing was started.


• signatureMethod - Will be swisscom-qes.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• message - Message shown in the Mobile ID client when user approves the signature, base64


encoded.


• tbsHidden - Data signed in the detached CMS signature, base64 encoded.


11







More information can be found in Swisscom AIS and Swisscom SRS.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.


• Hashed TBS


• Hash algorithm


Draw Signature


The draw signature signing method is an electronic counterpart to traditional handwritten signatures.


Using draw signature, the end user draws a signature on a web canvas. The signing method is not


classified as an advanced electronic signature in that it does not tie the user to the contents signed and


does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic


signatures are not required.


Signature format


The signature is represented as an SVG/PNG image.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be draw-signature.


• signature - The SVG or PNG image, base64 encoded.


• signatureContentType - The content type of signature eg. image/svg, image/png.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. Also, as the case of traditional handwritten signatures where


there are no formal requirements placed, ocular comparison does not add to trustworthiness.
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API Signature


The API Signature is an electronic signature which is done by consuming the web service exposed by


Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web


service. Using this method, user can also send the timestamp of actual time when the sign event took


place. This signing method is not classified as an advanced electronic signature in that it does not tie


the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in


use cases where advanced electronic signatures are not required.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be api-signature.


• signedOn - Time at which the agreement was actually signed (stated by user)


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature.


SMS Signature


SMS Signature is an electronic signature created by responding to an SMS with context specific


content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered


mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP


Number is generated by TOTP algorithm by hashing the current time along with the agreement


information. OTP can be regenerated and verified by the same logic provided the given time &


agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.
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• signatureMethod - Will be sms-signature.


• OTP - One Time Password.


How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, mobile, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + mobile + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Email Signature with OneTimePassword


Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)


based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to


the registered email address of the signee. The Signee has to submit the OTP in order to sign the


agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with


the agreement information. OTP can be regenerated and verified by the same logic, provided the given


time & agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.


• signatureMethod - Will be email-signature.


• OTP - One Time Password.
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How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, email, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + email + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Click Signature


Click signature is an electronic signature created by using a personalized link. The personalized link


can be shared by email or directly in an integrated application. When the signee visits the link, it will


take him to the agreement review page where he can click the sign button to sign the agreement.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• signatureMethod - Will be click-signature.


How to validate


Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has


to keep the link secret.


Reference documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce


that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s


service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to


settle legal disputes. This document describes all the steps needed to validate the agreement.


Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The


agreement is stored as a PDF container where any proof of the validity of the agreement is contained


inside the actual container. The process spans from controlling the actual agreement content to


validating the Public Key Infrastructure (PKI) signature status.


The parts that should be validated and covered by this and other references documents are:


• Container validation


• Agreement content


• Retracing signature steps


Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in


Container Format.


Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container


Format how to locate all files of the agreement.


Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the


agreement to the last signee signing the agreement. The list is sorted by the time each action was


logged.


Audit Log Validation Process


Validate each audit entry in the log according to the "How to validate" section of each specific audit


entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.


If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is


considered invalid.


If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is


important to establish if the agreement is considered invalid because someone has tampered with it, or


if there are errors in the tools or in the documentation?


References


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document gives an introduction to the collection of reference documentation added to each


agreement signed using Egreement’s service. In case of agreement disputes, this documents and its


referrals should be used as a handbook on how to verify agreements.


Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the


reference documentation.


Glossary


Term Description


Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.


Agreement Creator User who creates the initial agreement and add
contracting parties.


API Application Programming interface


Audit Log The log of events associated with each agreement.


CMS Cryptographic Message Syntax


Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.


Contracting Party User who is to sign an agreement.


Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com


EID Electronic identity such as a certificate or online
identity of some kind.


Hash A cryptographic hash, see Signing


JSON JavaScript Object Notation


NTP Network Time Protocol


OCSP Online Certificate Status Protocol


PKCS Public Key Cryptography Standards
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Term Description


PKI Public Key Infrastructure


PDF Portable Document Format from Adobe Systems


Signee When a contracting party has signed an
agreement, the party becomes a signee.


TBS To Be Signed. A textual representation of an
agreement.


Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.


XML Extensible Markup Language


Agreement Basics
An agreement has a number of artifacts that together form an agreement:


Figure 1. Agreement content


• Agreement name chosen by Agreement Creator.


• Agreement ID automatically generated by Egreement’s system.


• Files of different formats, such as text or images, that form the contractual part of the agreement.


• Audit log, created by the Egreement system, keeping records of all major events that have taken
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place in the process of concluding the agreement.


• Reference documentation on how Egreement manages agreement creation, signing and conclusion.


This very document is the introduction and first part of the reference documentation.


Version Properties
The following properties apply for the current version of the agreement implementation:


• Agreement File hash algorithm: SHA-256


• Agreement File hash encoding: Hex string


• Reference documents:


◦ Overview


◦ Container Format


◦ Signing


◦ Validation


Workflow
The Egreement workflow contains a number of stages.


1. Create agreement - Start


2. Add agreement files - Upload attachments


3. Add contracting parties - Add people who are to sign the agreement


4. Signature creation - All contracting parties sign the agreement


5. Download - Agreement can be downloaded (optional)


Agreement Creation


When an agreement is to be created, the user chooses a name for the agreement and an ID is


automatically generated.


Agreement Files


An agreement file is a part of the agreement. The file can be of any format. If the file format can be


presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties


After the agreement has been set up, all contracting parties who should sign the agreement are added.


Signature Creation


The user should always sign the complete agreement including all attached files. Metadata which will


serve as proof of user consent to the agreement will be automatically added by the system, making the


agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.


The actual signature creation is handled differently depending on signing method.


In the signature workflow, a number of signees can individually sign the same agreement. The


aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing


is described in detail in Signing.


After the last signee has signed, the agreement will be concluded and therefore the process and


agreement files will be closed.


Download


It is possible to download an agreement from the system to store it offline. The downloaded agreement


is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,


are tied to every individual signee. Since this downloaded agreement is more than just a document, it


is referred to as a Container.


Egreement currently supports PDF as container-format which is described more in detail in Container


Format.


Logging


All actions associated with the agreement are stored in the audit log.


Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation


document describes the process how to verify the agreement’s validty.


Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate


agreements concluded through the Egreement application. The document describes the content,


structure and semantics of the agreement container, required to understand in order to evaluate


agreements or settle possible disputes.


Overview
An agreement in the Egreement sense is not just a single document. Instead, an agreement is a


collection of different information artifacts concerning an agreement made between one or more


contracting parties. Artifacts can be the text on which agreement parties are to agree, individual


parties’ acceptance statements, or records of the events associated with the conclusion of the


agreement. In order to store this information in a secure and self-contained manner, a Container is


needed. The container is simply a file storing all the information needed in a structured and well-


defined way.


Generic Container Structure
The container includes the following artifact types:


• Agreement File - One or more documents, or other types of files (such as images), either uploaded


by the agreement creator or provided by the Egreement application, that togehter constitute the


agreement.


• Audit Log - A log, created by the Egreement system, with recordings of all major events that have


taken place in the process of concluding the agreement.


• Reference Documentation - Documentation how Egreement manages agreement creation, signing


and closing.


• Verification - An agreement summary, including a listing of included agreement files, signees and


an extract of the audit log.


PDF Container


The container format used by Egreement is PDF. All of the listed artifact types are stored as so called


attachments in the PDF container. The reason for adding agreement artifacts as attachments is that


this makes it possible to provide traceability throughout the complete signing process. In order for a


reader to easily be able to view the contents of the agreement, a selection of the attachments is


"mirrored" to the main (visible) part of the PDF.
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Figure 1. Container Overview



Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is


recommended to use the official Adobe Acrobat Reader to view Egreement PDF


containers.


Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also


note that the description field holds the artifact type of the attachment.


Figure 2. PDF Attachments
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How to Validate


The container is a valid PDF agreement if it holds the artifacts defined above.


Container Content


Agreement File


Artifact type: Agreement file


Agreement files are the parts of the agreement which the agreement creator uploads or selects to be


included. These could be documents, forms, images or virtually any type of file. Furthermore,


agreement files can be divided into two categories, agreement files possible to visualize and non-


possible to visualize.


Agreement Files Possible to Visualize


Files possible to visualize, are added as attachments to the container just as all other artifact types, but


they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view


the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,


image-type files and text files.


Agreement Files Non-Possible to Visualize


Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,


though it is represented with name, size and hash of the file. These file types are typically technically


hard or impossible to create a visual representation of, e.g. a sound file or a video file.


How to Validate


To understand what has been agreed and to establish if there is a dispute or if the disagreement


between the contracting parties is actually covered by the agreement, please read and understand the


actual content of the agreement.


Audit Log


Artifact type: Audit log


The audit log attachment is a well-defined, JSON formatted, document presenting all the important


events that have occurred from when the agreement was created until the agreement was closed.


Refer to the "Workflow" chapter in Overview for more details.


The following audit log entry types are defined:
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• Agreement Created


• Agreement Viewed


• Agreement Signed


• Agreement Rejected


• Agreement ExpireOn Changed


• Message Sent


The different log entry types are described in detail below.


Common Structures


All log entry types share common information that is included in every log entry logged.


Table 1. Common Attributes


Parameter name Parameter value example(s) Description


time 2016-03-21T10:03:28.010+0000 Time when the entry was logged
as yyyy-MM-dd’T’HH:mm:ss.SSSZ.


id 540431, 1e8f69a4-07c1-11e8-
ba89-0ed5f89f718b


An ID of this particular event
(can either be a numeric long
value or Time based UUID).


eventClass agreement_created Name of the type, as listed
below.


eventId 10 Each type includes a set of IDs.
See respective log entry type
description for details.


userInfo See UserInfo Information about a user.


UserInfo


The UserInfo structure holds information about the user triggering an event, users being contracting


parties of an agreement as well as other users. Note that only a subset of the parameters is included,


depending on the situation where the UserInfo structure is used.


Table 2. UserInfo


Parameter name Parameter value example(s) Description


ipAddress 212.94.55.131 The IP address of the user.


email john@example.org The user’s email address.


mobile +4670123456789 The user’s mobile phone
number.
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Parameter name Parameter value example(s) Description


personNr 19550505-1234 (Sweden),
220750-999Y (Finland)


The user’s personal identity
number.


personName John Smith The first and last name of the
user.


personGivenName John The first name of the user.


personSurname Smith The last name of the user.


orgNr 551234-1234 The organization number of the
organization on behalf of which
the user is operating.


orgName Acme AB The organization name of the
organization on behalf of which
the user is operating.


AgreementFileInfo


The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the


user. See Agreement File.


Table 3. AgreementFileInfo


Parameter name Parameter value example(s) Description


fileId 6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b


The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).


fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.


fileMimetype application/pdf The agreement file mime type.


fileSize 42253 The size, in bytes, of the
agreement file.


fileHash 3d7c514b…66b786a4 The hash of the agreement file,
encoded as a hex string.


How to Validate


See Validation how to validate the entire audit log.


Agreement Created


This event is logged when the agreement is created. This is always the first log entry for each
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agreement, i.e. no events can take place before this event has occurred.


• EventClass: agreement_created


• EventId:


◦ 10: When a private user creates an agreement using the web application.


◦ 11: When a company user creates an agreement using the web application.


◦ 12: Agreement created using the API.


Table 4. Agreement Created Specific Information


Parameter name Parameter value example(s) Description


agreementName MyEmployeeAgreement User specified name of the
agreement.


agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b


System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).


agreementVersion 1.18 Version of the agreement
container format.


agreementLocale sv_SE Locale of the agreement
container.


signees List of UserInfo A listing of the signees defined
as parties in the agreement.


agreementFiles List of AgreementFileInfo A listing of the agreement files
included in the agreement.


How to Validate


Validating this audit entry requires a number of steps all documented below.


EventTypeId Validation


Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.


Table 5. EventType effect on UserInfo


Type How to validate UserInfo


10 orgNr and orgName must not be set


11 personNr, orgNr and orgName must be set


12 orgNr and orgName must be set
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Agreement Metadata


All metadata parameters must be validated according to table below.


Table 6. Agreement Created Metadata Verification


Parameter name How to validate


agreementName Must be present


agreementId Must be present


agreementVersion Must be less than or equal to 1.16


agreementLocale If present, Must be a valid locale and container
verification page must be in this language


signees See Signees Validation


agreementFiles See Agreement File Validation


Agreement File Validation


Validate that all Agreement File are the correct ones, that they are included, and that there are no


additional files than the ones listed in the audit log.


Audit Log


Check all agreement files in this audit entry and verify that they all exist in the container. Do this by


identifying the attachment by the ID and name stated in the audit entry.


Attachments


Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and


make sure that they are all listed in the create agreement audit entry.


Check Hashsums


For each agreement file, compute the hash and check that the hash in the audit entry is correct.


Signees Validation


Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees


is equal to the number of Agreement Signed entries.


Agreement Viewed


This event is logged every time an agreement is viewed or downloaded.


• EventClass: agreement_viewed


• EventId:


◦ 20: When a user views an agreement using the web application.
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◦ 21: When a user views an agreement using a mail link.


◦ 22: When a user views an agreement by downloading it using the web application.


◦ 23: When a user views an agreement using a mail link that is protected using two-factor


authentication.


Agreement Viewed Specific Information


None


How to Validate


Check that time of entry is after Agreement Created.


Agreement Signed


This event is logged every time a user signs an agreement.


• EventClass: agreement_signed


• EventId:


◦ 30: When a user signs the agreement, not being the last signee.


◦ 31: When a user signs the agreement as the last signee.


◦ 32: When a user tries to sign the agreement but signing fails.


Table 7. Agreement Signed Specific Information


Parameter name Parameter value example Description


signeeInfo See UserInfo Information about the signee.


signMetadata See SignMetadata Signing metadata produced in
the signing process.


Table 8. SignMetadata


Parameter name Parameter value example Description


signatureMethod bankid The ID of the signing method
used.


signature PD94bWwgdm…duYXR1cmU+ The signature, base64 encoded.
The underlying format depends
on the signature method used.


ocspResponse MIIEXgoBAK…jks3yrAUvE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.
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Parameter name Parameter value example Description


message MzJhMDYxN2FhYjRjOWZlNzI1Zj
FiNWJjNDQxMj…


The text shown to the signee
before approving the signature
request. Text is NOT signed, just
kept for audit purposes.


tbs SSBzaWduOiAiQ29udHJhY3QiIA
pJRDogNjdkN2…


The text being signed by the
signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.


tbsHidden LS0tLS0tLS0tLQpDb250ZW50Og
oKImJsdWUucG…


Hidden additional text also
being signed, base64 encoded.
This parameter is only included
for some signing methods.


How to Validate


Check that time of entry is after Agreement Created.


EventType Validation


Table 9. EventType effect on validation


Type How to act


30 Verify as described below.


31 Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.


TBS Validation


In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where


applicable) will be stored as a part of SignMetadata.


For simple electronic signature methods, TBS validation is not applicable.


Signature Validation


Fetch the signature method pointed out by SigningMethod and verify the signature according to the


corresponding chapter in Signing


Signee Validation


The output from the Signature Validation should be validated according to table below.
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Output type How to validate


Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.


User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.


TBS or hash of TBS If TBS validation applies, check that TBS and/or
tbsHidden matches the SignMetadata.


Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.


Agreement Rejected


This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.


• EventClass: agreement_rejected


• EventId:


◦ 40: Agreement rejected by user.


◦ 41: Agreement auto-rejected due to validity timeout.


◦ 42: Agreement withdrawn by agreement creator.


Agreement Rejected Specific Information


None


How to Validate


If one of these audit entries are found, the agreement is not a valid agreement.


Agreement ExpireOn Changed


This event is logged when the agreement expiry date is changed.


• EventClass: agreement_expire_on_changed


• EventId:


◦ 80: Agreement expiry date changed by user.


Table 10. Agreement ExpireOn Changed Specific Information
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Parameter name Parameter value example Description


agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000 Time when agreement was
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


agreementExpireOn 2016-03-31T10:03:28.010+0000 Time when agreement is
scheduled to expire as yyyy-MM-
dd’T’HH:mm:ss.SSSZ.


How to Validate


Check that time of entry is after Agreement Created.


Message Sent


A message is logged each time the system sends a mail to parties involved in the agreement.


• EventClass: message_sent


• EventId:


◦ 50: Message sent due to event IDs: 10-12


◦ 51: Message sent due to event ID: 30.


◦ 52: Message sent due to event ID: 31.


◦ 53: Message sent due to event ID: 40.


◦ 54: Message sent due to event ID: 41.


◦ 55: Message sent when agreement is shared.


◦ 56: Message sent when agreement sharing is cancelled.


◦ 57: Message sent when agreement validity is about to expire.


◦ 58: Message sent as a reminder of agreement creation.


◦ 60: Message sent due to event ID: 20-23.


Table 11. Message Sent Specific Information


Parameter name Parameter value example Description


sentTo List of UserInfo A listing of the users to whom
the message is sent.


How to Validate


Check that time of entry is after Agreement Created.
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Format


The audit log is included in the container as a JSON-formatted file.


Audit log example


[ {
  "agreementId" : "160400034502",
  "agreementName" : "Package patent",
  "agreementVersion" : "1.16",
  "agreementLocale": "sv_SE",
  "agreementFiles" : [ {
    "fileSize" : "722085",
    "fileId" : "4081",
    "fileHash" : "01e70b3f3d48df504f19a912e171df2f2533a2a8bf73d052c004e27bf64671a0",
    "fileMimetype" : "application/pdf",
    "fileName" : "patent.pdf"
  }, {
    "fileSize" : "180269",
    "fileId" : "4082",
    "fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
    "fileMimetype" : "image/png",
    "fileName" : "fig1.png"
  } ],
  "signees" : [ {
    "personNr" : "191111112222",
    "personName" : "Alice A"
  }, {
    "personNr" : "193333334444",
    "personName" : "Bob B"
  } ],
  "id" : 778333,
  "time" : "2016-04-26T16:39:30.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_created",
  "eventId" : 10
}, {
  "id" : 778334,
  "time" : "2016-04-26T16:39:31.000+0000",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
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    "ipAddress" : "1.2.3.4"
  },
  "sentTo" : [ {
    "email" : "alice.a@eavtal.se",
    "personName" : "Alice A"
  }, {
    "personName" : "Alice A",
    "mobile" : "+4670123456789"
  } ]
}, {
  "signingMethod" : "bankid",
  "signeeInfo" : {
    "personSurname" : "B",
    "personNr" : "193333334444",
    "personGivenName" : "Bob",
    "personName" : "Bob B"
  },
  "signingMetadata" : {
    "ocspResponse" : "MII...z5Q==",
    "startDate" : "2016-04-26T16:39:32.000+0000",
    "signatureMethod" : "bankid",
    "signature" : "PD9...cmU+"
  },
  "id" : 778335,
  "time" : "2016-04-26T16:39:43.000+0000",
  "user" : {
    "personNr" : "193333334444",
    "personName" : "Bob B",
    "ipAddress" : "1.2.3.4"
  },
  "eventClass" : "agreement_signed",
  "eventId" : 30
} ]


Reference Documentation


Artifact type: Reference documentation


Included in the container is also the reference documentation which documents the container format,


overview and details about signing and validation, Etc.


Table 12. Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


Verification


Artifact type: Verification


The verification page is included as an attachment in the container, and is also mirrored to the visible


part of the container PDF. The purpose of the verification is to provide the reader with a summary of


the content of the agreement, in combination with important events that have occurred during the


agreement creation and signing process. An overview of the contents of the verification is given below.


Basic Information


Includes the most basic, and always present, information of the agreement. See Agreement Created for


more details.


• Agreement ID


• Agreement name


• Agreement version


• Creation date


Agreement Files


Lists the different files that the agreement includes. This is primarily the documents uploaded by the


user, which include agreement text and other data. See AgreementFileInfo for more details.


Each agreement file is listed with the following properties:


• Agreement file ID
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• Agreement file name


• Agreement file mime type


• Agreement file size


• Agreement file hash


Signees


Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed


with the following properties:


• Signee person number ID


• Signee name


• Signee sign date


Audit Log Extract


The verification ends with a summarizing extract from the audit log. It includes the most important


events and information from the audit log, whereas audit information that is of secondary importance


is filtered out.


Change Log


Agreement Version : 1.1


• Date of Change : 2017-02-28


• Logs


◦ Representation of agreement parts which are not possible to visualize are to include last


modified date along with the existing information (Name, Size, Hash).


◦ Layout is also changed to display the additional information vertically.


◦ Agreement File section of Verification page to include last modified date & time.


◦ ToBeSigned (TBS) text is separated into two types(visible & hidden).


Agreement Version : 1.2


• Date of Change : 2017-03-15


• Logs


◦ File Title is included in non visible agreement parts.


◦ Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3


• Date of Change : 2017-06-21


• Logs


◦ New Signature Methods EMail signature & Email signature with OneTimePassword introduced


Agreement Version : 1.4


• Date of Change : 2018-02-01


• Logs


◦ Audit Events are allowed to have id as Long (number) or UUID


◦ New Signature Method Click signature introduced


Agreement Version : 1.5


• Date of Change : 2018-05-31


• Logs


◦ Norwegian BankID is introduced


Agreement Version : 1.6


• Date of Change : 2018-07-31


• Logs


◦ More information about signature added on attest page


Agreement Version : 1.7


• Date of Change : 2019-01-16


• Logs


◦ Draw signature image added on attest page


Agreement Version : 1.8


• Date of Change : 2019-02-01


• Logs


◦ Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9


• Date of Change : 2019-04-04


• Logs


◦ Agreement locale added for agreement created event in auditlog.json


Agreement Version : 1.10


• Date of Change : 2019-05-16


• Logs


◦ Enable rendering of txt files on visual part of the PDF.


Agreement Version : 1.11


• Date of Change : 2019-05-14


• Logs


◦ Agreement expire on changed event added in auditlog.json


Agreement Version : 1.12


• Date of Change : 2020-04-20


• Logs


◦ Localized signing method display text on attest page & in auditlog.json


Agreement Version : 1.13


• Date of Change : 2020-10-22


• Logs


◦ Finnish EID is introduced


Agreement Version : 1.14


• Date of Change : 2021-08-03


• Logs


◦ TBS explanation is extended
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Agreement Version : 1.15


• Date of Change : 2021-11-07


• Logs


◦ Norwegian BankID signing documentation is updated


◦ Norwegian BankID signing by the means of authentication is introduced


Agreement Version : 1.16


• Date of Change : 2022-04-30


• Logs


◦ Danish signing using MitID is introduced


Agreement Version : 1.17


• Date of Change : 2022-07-15


• Logs


◦ Watermark logo removed


◦ Verification page logo changed


Agreement Version : 1.18


• Date of Change : 2023-10-02


• Logs


◦ Qualified electronic signing using Swisscom Mobile ID is introduced


Agreement Version : 1.19


• Date of Change : 2024-04-17


• Logs


◦ Watermark logo added


◦ Verification page logo changed


Reference Documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
The purpose of this document is to provide deep knowledge of the signature process making it possible


to verify the signatures of agreements signed using the Egreement service.


Overview
This document describes how Egreement handles the signature process, from how to make all


agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.


System
For the agreement signatures to be trustworthy, it is important that a stable and high-quality system


protects the signing process.


All parts providing evidence for the signature, such as hardware, operating system and software, have


to be trusted.


Hardware


Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center


with high availability requirements, used by large banks and e-commerce companies.


Software


For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to


show when certain events occur and are an important evidence when validating an agreement.


The platform synchronizes its time over the standardized Network Time Protocol (NTP).


Electronic Signatures
An electronic signature is any electronic means that indicates that a person consents to the contents of


an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such


signatures:


• Simple Electronic Signatures


• Advanced Electronic Signatures


• Qualified Electronic Signatures


These signatures are created using an electronic identity that has a certain security Level of Assurance


1







(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,


taking into account the enrollment process as well as protection of the authentication needed to use


the identity.


• Low - For example self-registration.


• Substantial - Providing and verifying identity information in a structured way.


• High - For example a requirement to have a physical meeting before issuing an identity.


Simple Electronic Signature (SES)


• Basic electronic signature with low assurance.


• Typically equivalent to a handwritten signature.


• Minimal identity verification required.


Is defined as "data in electronic form which is attached to or logically associated with other data in


electronic form and which is used by the signatory to sign".


Supported methods


• Draw Signature - A handwritten signature drawn on a digital canvas.


• API Signature - A signature created by consuming the web service exposed by Egreement AB.


• MitID low - Danish MitID on LOA level low


• Click Signature - A signature created by personalized link.


Advanced Electronic Signature (AES)


• is uniquely tied to the signatory,


• uniquely linked to and capable of identifying the signatory


• created in a way that allows the signatory to retain control


• linked to the document in a way that any subsequent change of the data is detectable.


Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.


Supported methods


• Swedish BankID


• Norwegian BankID


• Finnish strong identification


• Danish MitID - MitID on LOA level substantial


• SMS Signature - A signature created by responding to an SMS with context specific content.
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• Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based


email service.


Qualified Electronic Signature (QES)


A qualified electronic signature is an advanced electronic signature which is additionally:


• Highest Level of Assurance and trust.


• created by a qualified signature creation device (QSCD)


• Requires a qualified digital certificate from a qualified trust service provider.


• Legal equivalence to a handwritten signature in many jurisdictions.


Supported methods


Electronic signatures based on PKI where the signature is the highest level of electronic signature


under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.


• Swisscom Mobile ID


Cryptography
Cryptography is a central part of many signature solutions, for example to provide tamper-proof


agreement files.


The following chapters introduce some concepts needed to understand cryptography based signatures.


Cryptographic Hash Functions


A cryptographic hash function is any function that can be used to map data of arbitrary size to data of


fixed size where it is practically impossible to find two pieces of input that produces the same hash


value. It is a one way transformation that produces the same result every time. The result is called a


hash and since it is a one way function, it is not possible to re-create the input behind a hash.


Examples on hash functions are:


• SHA.2


• RIPEMD


• Whirlpool


Asymmetric Encryption


In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric
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encryption. The difference between them is that the symmetric encryption uses one single key for both


encryption and decryption, while asymmetric uses one key for encryption and another for decryption.


The fact that there are two keys can also be used for creating signatures and serves as a base for many


types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure


(PKI).


Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only


key that can decrypt the crypto text is the other key belonging to the pair. One key is private and


should not be shared with anyone, the other is public and is used to verify signatures created with the


private key.


Examples on asymmetric keys are:


• RSA


• DSA


Digital Signatures


When signing using asymmetric keys, the signature result is called a raw signature and is just a binary


blob of a specific size, without any information at all. In order for the signature to be used in a


distributed environment, there is a need to add information on who signed the blob, what was signed


and so on.


The combination of metadata and the raw signature is called a digital signature. Some information is


optional:


• Signature time


• X.509 Signature Certificate


• X.509 CA Certificates (who issued the X.509 Signature Certificate)


• Signature text (TBS)


• Hash algorithms used


• Signature algorithm used


• The raw signature


Examples on digital signature formats are:


• CadES/CMS/PKCS#7


• XAdES


Signing
To sign an agreement a number of actions need to be executed:
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• Create text representation of agreement


• Create digital signature


Create text representation


For advanced electronic signatures, where the agreement contents is logically tied to the created


signature, the text needs to be prepared in order to suit the signing method used. The textual


representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text


that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata


with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.


It is not possible to sign the actual agreements, since there is a risk that the agreement files are too


large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and


create a representation of it.


For non-advanced signatures, where the agreement contents is not directly tied to the signature, the


above preparation is normally not needed.


Digital signature clients allow us to send two different types of TBS. They are:


• Visible TBS


• Hidden TBS - Swedish BankID only


Visible TBS


TBS text that is exposed to the signatories by the digital signature clients. General information about


the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different


between signing clients and also have different localizations it will be saved together with the digital


signature. In cases where hidden TBS is not supported, the visible TBS will contain information that


otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,


the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated


as if the ordered agreement files were a single file.


Example


I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016


Hidden TBS


TBS text that is hidden from the signatories by the digital signature clients. Agreement content is


reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients


as a hidden TBS. This is currently only supported for Swedish BankID.
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Example


----------
Content:


"Contract"
1103 b497 984e 433c 38d4 f4ef f775 33ad 0cef 8c07 9995 5b37 7c8e e4df 66f7 de73


"Codes of conduct"
2cf9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acc5 ebbb 5134 c7a4 90f2
----------


Create Digital Signature


For advanced electronic signatures, the cryptographic signature is created by applying the private key


from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset


is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods


describes all methods supported.


For non-advanced signatures, signature creation will vary depending on the method.


Signature Methods
Currently, the following signing methods are supported:


• Swedish BankID (advanced electronic signature)


• Norwegian BankID (advanced electronic signature and authentication)


• Finnish strong identification


• Danish MitID


• Swisscom Mobile ID (qualified electronic signature)


• Draw Signature


• API Signature


• SMS Signature


• Email Signature with OneTimePassword


• Click Signature


These are described in detail below.
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Swedish BankID


Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is


owned by a number of large swedish banks.


It is a PKI based solution with support for file based tokens as well as smart cards, supported on a


number of platforms for desktop and mobile.


Signature format


The BankID client produces an XML Digital Signature as specified in BankID Signature profile.


Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - In the form of a Swedish personal identity number.


• personSurname - Surname in capital letters.


• personGivenName - Given name in capital letters.


• startDate - Date when signing was started.


• signatureMethod - Will be bankid or bankid-otherunit.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed, base64 encoded.


• tbsHidden - Hidden data being signed, base64 encoded.


How to validate


Validate the signature according to BankID Signature profile.


Output from validation to provide to Signee Validation in Container Format is:


• User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the


signature.


• Hashed TBS.


• TBS Hash algorithm.


Norwegian BankID - advanced electronic signature


Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.


It is a PKI based solution that uses a one time password in combination with a personal password,
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supported on a number of platforms for desktop and mobile.


Signature format


The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the TBS.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be signature.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7


signature.


• Hashed TBS


• Hash algorithm


Norwegian BankID - authentication


Authentication based signing is also provided by the means of Norwegian BankID.
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Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Norwegian personal identity number.


• personSurname - Surname.


• personGivenName - Given name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be norbankid-netcentric or norbankid-mobile.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.


How to validate


As an authentication alone does not digitally sign the agreement content, the person details such as


given name, surname and date of birth must be compared with the requested signee.


Finnish strong identification


Strong identification broker services are provided by Telia Finland for banks and mobile operators in


the Finnish Trust Network ("FTN").


Identity format


Telia produces a signed JWT which contains information about the person.


Table 1. Signed Attributes


Attribute Name Attribute Value


urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkilötunnus


urn:oid:2.16.840.1.113730.3.1.241 Full name


urn:oid:2.5.4.4 Surname


urn:oid:1.2.246.575.1.14 Given name


More information can be found in Telia Tunnistus.
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Audit log


Each signature transaction provides information used in user interface and audit logging:


• personNr - Finnish personal identity code.


• personSurname - Surname


• personGivenName - Given name


• startDate - Date when signing was started.


• signatureMethod - Will be eid-fi.


• transactionId - Transaction ID from backend system.


• signature - Signed JWT (from Telia).


• publicKey - Public key (JWK) for the signed JWT (from Telia).


How to validate


The signed JWT can be verified using the public key.


Danish MitID


Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.


Signature format


The signature flow for Danish MitID is performed as a text followed by end-user authentication, so


there is no signature produced. Thus a signature format does not exist.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - Person unique ID, not the Danish personal identity number.


• personName - Full name.


• personDateOfBirth - Date of birth for the person.


• startDate - Date when signing was started.


• signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.


◦ The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when


initiating the signature.


• signatureAction - Will be authentication.


• transactionId - Transaction ID from backend system.
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• tbs - Data that was shown to user before authenticating, base64 encoded.


More information can be found in Danish MitID.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the


entries in the audit log.


Swisscom Mobile ID


Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.


It is a PKI based solution that uses a smartphone application to authenticate signees. After successful


authentication a short lived certificate is issued that is used to produce a Qualified Electronic


Signature.


Signature format


Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message


Syntax, where the detached data being signed is the tbsHidden and message is the message shown to


the user in the Mobile ID client.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no used to trigger the signee’s authentication of the signature.


• personName - Full name.


• personSurname - Surname.


• personGivenName - Given name.


• personSerialNumber - Swisscom evidenceId.


• startDate - Date when signing was started.


• signatureMethod - Will be swisscom-qes.


• transactionId - Transaction ID from backend system.


• signature - Signature, base64 encoded.


• message - Message shown in the Mobile ID client when user approves the signature, base64


encoded.


• tbsHidden - Data signed in the detached CMS signature, base64 encoded.
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More information can be found in Swisscom AIS and Swisscom SRS.


How to validate


Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic


Message Syntax.


Output from validation to provide to Signee Validation in Container Format is:


• User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.


• Hashed TBS


• Hash algorithm


Draw Signature


The draw signature signing method is an electronic counterpart to traditional handwritten signatures.


Using draw signature, the end user draws a signature on a web canvas. The signing method is not


classified as an advanced electronic signature in that it does not tie the user to the contents signed and


does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic


signatures are not required.


Signature format


The signature is represented as an SVG/PNG image.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be draw-signature.


• signature - The SVG or PNG image, base64 encoded.


• signatureContentType - The content type of signature eg. image/svg, image/png.


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature. Also, as the case of traditional handwritten signatures where


there are no formal requirements placed, ocular comparison does not add to trustworthiness.
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API Signature


The API Signature is an electronic signature which is done by consuming the web service exposed by


Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web


service. Using this method, user can also send the timestamp of actual time when the sign event took


place. This signing method is not classified as an advanced electronic signature in that it does not tie


the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in


use cases where advanced electronic signatures are not required.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• personNr - In the form of a swedish personal number.


• personSurname - Surname


• personGivenName - Givenname


• signatureMethod - Will be api-signature.


• signedOn - Time at which the agreement was actually signed (stated by user)


How to validate


Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the


same way as an advanced signature.


SMS Signature


SMS Signature is an electronic signature created by responding to an SMS with context specific


content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered


mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP


Number is generated by TOTP algorithm by hashing the current time along with the agreement


information. OTP can be regenerated and verified by the same logic provided the given time &


agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• mobile - Mobile no of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.
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• signatureMethod - Will be sms-signature.


• OTP - One Time Password.


How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, mobile, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + mobile + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Email Signature with OneTimePassword


Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)


based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to


the registered email address of the signee. The Signee has to submit the OTP in order to sign the


agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with


the agreement information. OTP can be regenerated and verified by the same logic, provided the given


time & agreement information are same.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• agreementName - Name of the agreeement.


• signatureMethod - Will be email-signature.


• OTP - One Time Password.
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How to validate


One Time Password (OTP) can be verified using the following algorithm from the attributes


(agreementName, email, timestamp).


• HASHLG : Use SHA-256 algorithm to generate hash of the given input.


• hash (array): HASHLG( agreementName + email + timestamp)


• random (function): hash[ ${param1} ] & ${param2} << ${param3}


• otp : Follow the below steps to generate OTP from the hash.


◦ offset = random(hash.length - 1, 15, 0)


◦ binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |


random(offset + 3, 255, 0)


◦ otp = binary % 1000000


◦ If the output is less than 6 digits, add the remaining digits as '0' in prefix.


• Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.


Click Signature


Click signature is an electronic signature created by using a personalized link. The personalized link


can be shared by email or directly in an integrated application. When the signee visits the link, it will


take him to the agreement review page where he can click the sign button to sign the agreement.


Audit log


Each signature provides data for the Agreement Signed specified in Container Format. The data


provided is:


• email - Email address of the signee.


• timestamp - Date when signing was started.


• signatureMethod - Will be click-signature.


How to validate


Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has


to keep the link secret.


Reference documentation
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Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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Purpose
Agreements might need validation in case of disputes where one or more contracting parties renounce


that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s


service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to


settle legal disputes. This document describes all the steps needed to validate the agreement.


Overview
Validating an agreement is quite a complicated process requiring technical skills or software. The


agreement is stored as a PDF container where any proof of the validity of the agreement is contained


inside the actual container. The process spans from controlling the actual agreement content to


validating the Public Key Infrastructure (PKI) signature status.


The parts that should be validated and covered by this and other references documents are:


• Container validation


• Agreement content


• Retracing signature steps


Container Validation
Verify that the container is an agreement PDF container. See the "Container Content" chapter in


Container Format.


Agreement Content
Read and validate all parts of the agreement attached to the container. See "PDF Container" Container


Format how to locate all files of the agreement.


Retracing Signature Steps
The audit log is a list of entries holding all actions associated with the agreement, from creating the


agreement to the last signee signing the agreement. The list is sorted by the time each action was


logged.


Audit Log Validation Process


Validate each audit entry in the log according to the "How to validate" section of each specific audit


entry type chapter. The audit entry types are described in detail in Container Format, where each
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entry type is described in a separate chapter.


If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is


considered invalid.


If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is


important to establish if the agreement is considered invalid because someone has tampered with it, or


if there are errors in the tools or in the documentation?


References


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630


2



https://www.ietf.org/rfc/rfc2630



		Validation

		Table of Contents

		Purpose

		Overview

		Container Validation

		Agreement Content

		Retracing Signature Steps

		Audit Log Validation Process



		References






Verifikat Status: Signerat av alla


Titel: Brf Vasafortet Årsredovisning 2024 Skapat: 2025-03-31


ID: 7c218b00-0dff-11f0-9c60-4d51d9279e0e


Underskrifter
Brf Vasafortet
otto.ottosson007@gmail.com
Signerat: 2025-03-31 11:00 BankID Sven Göran Otto Ottosson


Brf Vasafortet
carlgprestor@gmail.com
Signerat: 2025-03-31 11:09 BankID Carl Henric Georg
Prestor


Brf Vasafortet
M.karlsson@live.se
Signerat: 2025-03-31 11:57 BankID Mikael Karlsson


Brf Vasafortet
emil.o.andersson@icloud.com
Signerat: 2025-03-31 12:12 BankID EMIL ANDERSSON


Brf Vasafortet
carl.jonas.ljungberg@gmail.com
Signerat: 2025-03-31 12:27 BankID JONAS LJUNGBERG


Fridolf Revision
Fridolf@fridolfrevision.se
Signerat: 2025-03-31 12:58 BankID Fridolf Elmer
Gustavsson


Filer
Filnamn Storlek Kontrollsumma


769633-4452 - Brf Vasafortet i Linköping -
Årsredovisning.pdf


616.7 kB e673 1df0 907e 7ff8 b677 7d96 43ba 4e90


1644 7d84 0a9d 4571 12e9 9fdc 09e8 b4b7


Händelser
Datum Tid Händelse


2025-03-31 09:16 Skapat | Erik Andersson, FRUBO Aktiebolag 5564511292. IP: 88.131.253.100


2025-03-31 11:00 Signerat | Brf Vasafortet
Genomfört med: BankID av Sven Göran Otto Ottosson. IP: 83.249.180.152


2025-03-31 11:09 Signerat | Brf Vasafortet
Genomfört med: BankID av Carl Henric Georg Prestor. IP: 172.226.49.20


2025-03-31 11:57 Signerat | Brf Vasafortet
Genomfört med: BankID av Mikael Karlsson. IP: 104.28.31.63


2025-03-31 12:12 Signerat | Brf Vasafortet
Genomfört med: BankID av EMIL ANDERSSON. IP: 94.191.138.32







Händelser
2025-03-31 12:27 Signerat | Brf Vasafortet


Genomfört med: BankID av JONAS LJUNGBERG. IP: 154.14.127.68


2025-03-31 12:58 Signerat | Fridolf Revision
Genomfört med: BankID av Fridolf Elmer Gustavsson. IP: 217.215.221.204


Verifikat utfärdat av Egreement AB
Detta verifikat bekräftar vilka parter som har signerat och innehåller relevant information för att verifiera parternas identitet samt
relevanta händelser i anslutning till signering. Till detta finns separata datafiler bifogade, dessa innehåller kompletterande information av
teknisk karaktär och styrker dokumentens och signaturernas äkthet och validitet (för åtkomst till filerna, använd en PDF-läsare som kan
visa bifogade filer). Hash är ett fingeravtryck som varje individuellt dokument får för att säkerställa dess identitet. För mer information,
se bifogad dokumentation.
Verifikation, version: 1.19








1 (3) 


  


  
Brf Vasafortet i Linköping, Org.nr 769633-4452 


  


  


Revisionsberättelse 


  


Till föreningsstämman i Brf Vasafortet i Linköping 


Org.nr 769633-4452 


 


 


Rapport om årsredovisningen 


  


Uttalanden 


Jag har utfört en revision av årsredovisningen för Brf Vasafortet i Linköping för räkenskapsåret 2024. 


  


Enligt min uppfattning har årsredovisningen upprättats i enlighet med årsredovisningslagen och ger en i alla 


väsentliga avseenden rättvisande bild av föreningens finansiella ställning per den 2024-12-31 och av dess 


finansiella resultat för året enligt årsredovisningslagen. Förvaltningsberättelsen är förenlig med 


årsredovisningens övriga delar. 


  


Jag tillstyrker därför att föreningsstämman fastställer resultaträkningen och balansräkningen för föreningen. 


  


Grund för uttalanden 


Jag har utfört revisionen enligt International Standards on Auditing (ISA) och god revisionssed i Sverige. 


Mitt ansvar enligt dessa standarder beskrivs närmare i avsnittet Revisorns ansvar. Jag är oberoende i 


förhållande till föreningen enligt god revisorssed i Sverige och har i övrigt fullgjort mitt yrkesetiska ansvar 


enligt dessa krav. 


  


Jag anser att de revisionsbevis jag har inhämtat är tillräckliga och ändamålsenliga som grund för mina 


uttalanden. 


  


Styrelsens ansvar 


Det är styrelsen som har ansvaret för att årsredovisningen upprättas och att den ger en rättvisande bild enligt 


årsredovisningslagen. Styrelsen ansvarar även för den interna kontroll som de bedömer är nödvändig för att 


upprätta en årsredovisning som inte innehåller några väsentliga felaktigheter, vare sig dessa beror på 


oegentligheter eller misstag. 


  


Vid upprättandet av årsredovisningen ansvarar styrelsen för bedömningen av föreningens förmåga att 


fortsätta verksamheten. De upplyser, när så är tillämpligt, om förhållanden som kan påverka förmågan att 


fortsätta verksamheten och att använda antagandet om fortsatt drift. Antagandet om fortsatt drift tillämpas 


dock inte om beslut har fattats om att avveckla verksamheten. 


  


Revisorns ansvar 


Mina mål är att uppnå en rimlig grad av säkerhet om huruvida årsredovisningen som helhet inte innehåller 


några väsentliga felaktigheter, vare sig dessa beror på oegentligheter eller misstag, och att lämna en 


revisionsberättelse som innehåller mina uttalanden. Rimlig säkerhet är en hög grad av säkerhet, men är ingen 


garanti för att en revision som utförs enligt ISA och god revisionssed i Sverige alltid kommer att upptäcka en 


väsentlig felaktighet om en sådan finns. Felaktigheter kan uppstå på grund av oegentligheter eller misstag 


och anses vara väsentliga om de enskilt eller tillsammans rimligen kan förväntas påverka de ekonomiska 


beslut som användare fattar med grund i årsredovisningen. 


  


Som del av en revision enligt ISA använder jag professionellt omdöme och har en professionellt skeptisk 


inställning under hela revisionen. Dessutom: 


  


- identifierar och bedömer jag riskerna för väsentliga felaktigheter i årsredovisningen, vare sig dessa beror på 


oegentligheter eller misstag, utformar och utför granskningsåtgärder bland annat utifrån dessa risker och 


inhämtar revisionsbevis som är tillräckliga och ändamålsenliga för att utgöra en grund för mina uttalanden. 


Risken för att inte upptäcka en väsentlig felaktighet till följd av oegentligheter är högre än för en väsentlig 


felaktighet som beror på misstag, eftersom oegentligheter kan innefatta agerande i maskopi, förfalskning, 
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avsiktliga utelämnanden, felaktig information eller åsidosättande av intern kontroll. 


  


- skaffar jag mig en förståelse av den del av föreningens interna kontroll som har betydelse för min revision 


för att utforma granskningsåtgärder som är lämpliga med hänsyn till omständigheterna, men inte för att uttala 


mig om effektiviteten i den interna kontrollen. 


  


- utvärderar jag lämpligheten i de redovisningsprinciper som används och rimligheten i styrelsens  


uppskattningar i redovisningen och tillhörande upplysningar. 


  


- drar jag en slutsats om lämpligheten i att styrelsen använder antagandet om fortsatt drift vid upprättandet av 


årsredovisningen. Jag drar också en slutsats, med grund i de inhämtade revisionsbevisen, om huruvida det 


finns någon väsentlig osäkerhetsfaktor som avser sådana händelser eller förhållanden som kan leda till 


betydande tvivel om föreningens förmåga att fortsätta verksamheten. Om jag drar slutsatsen att det finns en 


väsentlig osäkerhetsfaktor, måste jag i revisionsberättelsen fästa uppmärksamheten på upplysningarna i 


årsredovisningen om den väsentliga osäkerhetsfaktorn eller, om sådana upplysningar är otillräckliga, 


modifiera uttalandet om årsredovisningen. Mina slutsatser baseras på de revisionsbevis som inhämtas fram 


till datumet för revisionsberättelsen. Dock kan framtida händelser eller förhållanden göra att en förening inte 


längre kan fortsätta verksamheten. 


  


- utvärderar jag den övergripande presentationen, strukturen och innehållet i årsredovisningen, däribland 


upplysningarna, och om årsredovisningen återger de underliggande transaktionerna och händelserna på ett 


sätt som ger en rättvisande bild. 


  


Jag måste informera styrelsen om bland annat revisionens planerade omfattning och inriktning samt 


tidpunkten för den. Jag måste också informera om betydelsefulla iakttagelser under revisionen, däribland de 


eventuella betydande brister i den interna kontrollen som jag identifierat.  


  


  


Rapport om andra krav enligt lagar och andra författningar 


  


Uttalanden 


Utöver min revision av årsredovisningen har jag även utfört en revision av styrelsens förvaltning för Brf 


Vasafortet i Linköping för räkenskapsåret 2024 samt av förslaget till dispositioner beträffande föreningens 


vinst eller förlust. 


  


Jag tillstyrker att föreningsstämman behandlar förlusten enligt förslaget i förvaltningsberättelsen och beviljar 


styrelsens ledamöter ansvarsfrihet för räkenskapsåret. 


  


Grund för uttalanden 


Jag har utfört revisionen enligt god revisionssed i Sverige. Mitt ansvar enligt denna beskrivs närmare i 


avsnittet Revisorns ansvar. Jag är oberoende i förhållande till föreningen enligt god revisorssed i Sverige och 


har i övrigt fullgjort mitt yrkesetiska ansvar enligt dessa krav. 


  


Jag anser att de revisionsbevis jag har inhämtat är tillräckliga och ändamålsenliga som grund för mina 


uttalanden. 


  


Styrelsens ansvar 


Det är styrelsen som har ansvaret för förslaget till dispositioner beträffande föreningens vinst eller förlust. 


Vid förslag till utdelning innefattar detta bland annat en bedömning av om utdelningen är försvarlig med 


hänsyn till de krav som föreningens verksamhetsart, omfattning och risker ställer på storleken av föreningens 


egna kapital, konsolideringsbehov, likviditet och ställning i övrigt. 


  


Styrelsen ansvarar för föreningens organisation och förvaltningen av föreningens angelägenheter. Detta 


innefattar bland annat att fortlöpande bedöma föreningens ekonomiska situation och att tillse att föreningens 


organisation är utformad så att bokföringen, medelsförvaltningen och föreningens ekonomiska 


angelägenheter i övrigt kontrolleras på ett betryggande sätt.  
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Revisorns ansvar 


Mitt mål beträffande revisionen av förvaltningen, och därmed mitt uttalande om ansvarsfrihet, är att inhämta 


revisionsbevis för att med en rimlig grad av säkerhet kunna bedöma om någon styrelseledamot i något 


väsentligt avseende: 


  


- företagit någon åtgärd eller gjort sig skyldig till någon försummelse som kan föranleda 


ersättningsskyldighet mot föreningen, eller 


  


- på något annat sätt handlat i strid med bostadsrättslagen, tillämpliga delar av lagen om ekonomiska 


föreningar, årsredovisningslagen eller stadgarna. 


  


Mitt mål beträffande revisionen av förslaget till dispositioner av föreningens vinst eller förlust, och därmed 


mitt uttalande om detta, är att med rimlig grad av säkerhet bedöma om förslaget är förenligt med 


bostadsrättslagen.  


  


Rimlig säkerhet är en hög grad av säkerhet, men ingen garanti för att en revision som utförs enligt god 


revisionssed i Sverige alltid kommer att upptäcka åtgärder eller försummelser som kan föranleda 


ersättningsskyldighet mot föreningen, eller att ett förslag till dispositioner av föreningens vinst eller förlust 


inte är förenligt med bostadsrättslagen. 


  


Som en del av en revision enligt god revisionssed i Sverige använder jag professionellt omdöme och har en 


professionellt skeptisk inställning under hela revisionen. Granskningen av förvaltningen och förslaget till 


dispositioner av föreningens vinst eller förlust grundar sig främst på revisionen av räkenskaperna. Vilka 


tillkommande granskningsåtgärder som utförs baseras på min professionella bedömning med utgångspunkt i 


risk och väsentlighet. Det innebär att jag fokuserar granskningen på sådana åtgärder, områden och 


förhållanden som är väsentliga för verksamheten och där avsteg och överträdelser skulle ha särskild 


betydelse för föreningens situation. Jag går igenom och prövar fattade beslut, beslutsunderlag, vidtagna 


åtgärder och andra förhållanden som är relevanta för mitt uttalande om ansvarsfrihet. Som underlag för mitt 


uttalande om styrelsens förslag till dispositioner beträffande föreningens vinst eller förlust har jag granskat 


om förslaget är förenligt med bostadsrättslagen. 


  


  


Linköping 


Datum enligt digital signering  


  


  


_________________________________  


Fridolf Gustavsson   


Auktoriserad revisor  
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    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "3d90cc00-0e1f-11f0-a281-39ffcb4960d1",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiUmV2aXNpb25zYmVyw6R0dGVsc2UgMjAyNCAtIEJyZiBWYXNhZm9ydGV0IGkgTGlua8O2cGluZy5wZGYiCjI3NTAgNDUwYyA0YzA1IGUzYTkgOTFlNiBhNTZjIGMyZjkgMzhjYSBhNTk2IDNiODggNmIwZiA0MDJhIGQ5NmIgNWRiNSAwODQ2IGNiMWIKLS0tLS0tLS0tLQ==",
    "personGivenName" : "Fridolf Elmer",
    "startDate" : "2025-03-31T10:59:39.036+0000",
    "transactionId" : "7a038f36ac7ed2883cfe20a4723d0767"
  },
  "time" : "2025-03-31T12:59:53.000+0200",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.204"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "4692b480-0e1f-11f0-9229-9f568a49ef7d"
} ]
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Purpose
This document gives an introduction to the collection of reference documentation added to each


agreement signed using Egreement’s service. In case of agreement disputes, this documents and its


referrals should be used as a handbook on how to verify agreements.


Overview
Agreement and workflow basics are introduced in this document in order to be able to understand the


reference documentation.


Glossary


Term Description


Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.


Agreement Creator User who creates the initial agreement and add
contracting parties.


API Application Programming interface


Audit Log The log of events associated with each agreement.


CMS Cryptographic Message Syntax


Container The file which holds the agreement including all
metadata such as audit log, documentation,
verification, Etc.


Contracting Party User who is to sign an agreement.


Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com


EID Electronic identity such as a certificate or online
identity of some kind.


Hash A cryptographic hash, see Signing


JSON JavaScript Object Notation


NTP Network Time Protocol


OCSP Online Certificate Status Protocol


PKCS Public Key Cryptography Standards
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Term Description


PKI Public Key Infrastructure


PDF Portable Document Format from Adobe Systems


Signee When a contracting party has signed an
agreement, the party becomes a signee.


TBS To Be Signed. A textual representation of an
agreement.


Verification Page(s) appended to the end of the visible part of
the agreement, summarizing agreement
information, including a timeline.


XML Extensible Markup Language


Agreement Basics
An agreement has a number of artifacts that together form an agreement:


Figure 1. Agreement content


• Agreement name chosen by Agreement Creator.


• Agreement ID automatically generated by Egreement’s system.


• Files of different formats, such as text or images, that form the contractual part of the agreement.


• Audit log, created by the Egreement system, keeping records of all major events that have taken
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place in the process of concluding the agreement.


• Reference documentation on how Egreement manages agreement creation, signing and conclusion.


This very document is the introduction and first part of the reference documentation.


Version Properties
The following properties apply for the current version of the agreement implementation:


• Agreement File hash algorithm: SHA-256


• Agreement File hash encoding: Hex string


• Reference documents:


◦ Overview


◦ Container Format


◦ Signing


◦ Validation


Workflow
The Egreement workflow contains a number of stages.


1. Create agreement - Start


2. Add agreement files - Upload attachments


3. Add contracting parties - Add people who are to sign the agreement


4. Signature creation - All contracting parties sign the agreement


5. Download - Agreement can be downloaded (optional)


Agreement Creation


When an agreement is to be created, the user chooses a name for the agreement and an ID is


automatically generated.


Agreement Files


An agreement file is a part of the agreement. The file can be of any format. If the file format can be


presented by the Egreement software, a visual representation will be shown to the contracting parties.
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Contracting Parties


After the agreement has been set up, all contracting parties who should sign the agreement are added.


Signature Creation


The user should always sign the complete agreement including all attached files. Metadata which will


serve as proof of user consent to the agreement will be automatically added by the system, making the


agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.


The actual signature creation is handled differently depending on signing method.


In the signature workflow, a number of signees can individually sign the same agreement. The


aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing


is described in detail in Signing.


After the last signee has signed, the agreement will be concluded and therefore the process and


agreement files will be closed.


Download


It is possible to download an agreement from the system to store it offline. The downloaded agreement


is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,


are tied to every individual signee. Since this downloaded agreement is more than just a document, it


is referred to as a Container.


Egreement currently supports PDF as container-format which is described more in detail in Container


Format.


Logging


All actions associated with the agreement are stored in the audit log.


Dispute
In case of dispute about a signed agreement where the different signees disagree, the Validation


document describes the process how to verify the agreement’s validty.


Reference Documentation


Document name Description


Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name Description


Container Format Describes the details of how agreement
information is stored within the container PDF.


Signing Describes how Egreement handles the signature
process.


Validation Describes how to validate a container. Makes
references to other documents for validation
details.


BankidValidation Signature Profile for BankID, v2.3


Telia Tunnistus Telia Tunnistus - Integration guide to
identification broker service, v1.8


Nets eID Broker Technical reference for service providers, v1.2.3


Swisscom AIS All-in Signing Service Reference Guide, v2.15


Swisscom SRS Integration Guide Smart Registration Service, v1.8


Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630
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